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Y pobomi posenamymo cyuachi nioxoou 0o 3abesneuenns ingopmayiiinoi besnexu
KOMR TOMEpUu306anux cucmem ma oOIpyHMOoBaHo OOYLIbHICIb CMBOPEHHS 2IOPUOHOT aHmu-
8IPYCHOI cucmemu 3 MOOYIbHOW apximekmyporo. [Ipoananizoearo epexmuenicms cueHa-
MypHO2O0, e8PUCTNUYHO20 MA NOBEOIHKOBO20 AHANIZY, A MAKOIIC 3ACMOCYBAHHS MATNeMAmu-
uHUX MoOenell Oiis 0emeKyii WKIONUB020 npocpamto2o 3abesneyents. Pospobaeno anmusi-
pycue 13 i3 sucoxonpodyxmusnum sopom na C++ ma epagpiuvnum inmepgheticom na C# /
WPF, wo 3abe3neyye bazamopieneguil 3axucm, MOOYIbHICMb, MACUMAOOBAHICIb MA MO-
orcausicms inmezpayii 3 imuumu 3acmocynkamu. Onucano mexHiuHy peanizayiro, 6KI04UHO 3
surxopucmantsm SQLite, OpenSSL ma mexanizmie 6a2amonomouHocnii, a makoic ekcnop-
mosani QyHKyii 50pa Ons iHmepayii ma po3uiupens CUCHemu.

Knrwowuosi cnosa: ingopmayiiina Oesnexa, ammusipycua cucmema, 2iOpuoHuil
aHANi3, CUSHAMYPHUL AHATE3, NO8EOTHKOBUU anani3, MoOyibHa apximekmypa, C++, C#/
WPF, wixionuse 113, Zero-Day 3aeposu, SQLite, OpenSSL.

The paper considers modern approaches to ensuring information security of
computerized systems and justifies the feasibility of creating a hybrid antivirus system
with a modular architecture. The effectiveness of signature, heuristic and behavioral
analysis, as well as the use of mathematical models for detecting malicious software, is
analyzed. Antivirus software with a high-performance C++ kernel and a C# / WPF
graphical interface is developed, which provides multi-level protection, modularity,
scalability and the ability to integrate with other applications. The technical
implementation is described, including the use of SQLite, OpenSSL and multi-threading
mechanisms, as well as exported kernel functions for system integration and expansion.

Keywords: information security, antivirus system, hybrid analysis, signature
analysis, behavioral analysis, modular architecture, C++, C# / WPF, malware, Zero-
Day threats, SQLite, OpenSSL.

IHdpopmaniitaa Oe3neka € KpUTHIHUM (DaKTOPOM CTabUTPHOTO (PYHKIIIO-
HYBaHHS CyJacHHX KOMIT IoTepu3oBaHuX cucteM. LomHs QikcyroThCs THCATI
HOBUX IIK[UIMBUX TPOTrpaM, 3JaTHUX BUKPAJaTH AaHi, MOpYyIIyBaTH poOOTy
orepariiHux cucteM abo arakyBaTH iH(pacTpykTypy. TpaauiuiiiHi curHaTypHi
AQHTUBIPYCH YacTO BHSBIIIFOTHCSI HeC(DEKTUBHUMHU IIPOTH HOBHUX Ta MOAN(IKOBa-
HUX 3arpo3. [IpakTHYHUM NPHKIIAIOM € aTaka Bipycy-BuMarada y 2023 poui, o
ypasmia moHax 50 000 po6ounx CTaHIiN y MaIpreMCTBaX €BPOITH, HE3BAKAIO-
YH Ha HAasIBHICTH CTAHIAPTHUX aHTUBIpYCHHUX mporpam [1].

CyuacHi OOCTIIKEHHS MiAKPECIIOIOTh BAXIHUBICTh TiIOPUIHHUX pillIeHB,
10 MOEIHYIOTh CHTHATYPHUN Ta MOBEAIHKOBUI aHaimi3. Takuil miaxin J03BOJISIE
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HE JIMIIEe NepeBipaTH Xemi (aiiiB, a i BUABIATH aHOMAIBHI IIPOIIECH B PEKHUMI
peabHOro 4acy, MiABUINYIOYH €(EeKTHBHICTh 3aXHCTy. Po3poOka BiacHOrO aH-
THUBIPYCHOTO Siipa 3 IPO30POI0 apXITEKTYpOIO CIIPHSIE TIHUOMIOMY PO3YMIHHIO
NPUHIUIIB poboTH 3axucHoro [13, 1m0 Ba)IMBO SIK Y HAYKOBHX, TakK 1 B OCBITHIX
npoekTax [2].

AHai3 CyyacHHX aHTHBIPYCHHX DillIeHb TI0Ka3aB, 10 KOMEPIHHI cCHCTeMU
3a0e3MeyyIoTh BUCOKY TOUHICTh 1 0araTtopiBHEBHI 3aXKCT, IPOTE € 3aKPUTUMH, pe-
CYPCOMICTKAMHY Ta MaJIOTPHIATHAMH [T KacToMizallii. Bimkpuri pimreHHs, Taki sk
ClamAYV, 3a6e3meuyioTh THYUKICTh Ta IHTETPOBYBAHICTh, ajle IOTPEOYIOThH JOOIpa-
LFOBAHHSI JUIs pealtizallii cydacHuX (yHKI[H, 30KpeMa MoBeiHKoBoro anaiizy. I1o-
PIBHSHHS METOJIIB JICTCKIlii BUSBWIO, II0 CUTHATYPHHUH MinxXin e)eKTUBHHUN IS
BIIOMHX 3arpo3, eBPHCTUYHI METOAM 371aTHI BUSIBIISITH HOBI 3arpo3H, MPOTE Xapak-
TEPU3YIOThCS BUCOKUM DPIBHEM XHOHOIO3WTHUBIB, a TOBEIIHKOBHI aHATi3 € Haid-
OB MTEPCIIEKTHBHAM JUTs BUSBIICHHS Zero-Day 3arpo3, Xoda notpedye 3HaYHHX
00UHCITIOBATFHAX pecypciB. MaTeMaTH4HI MOJIeTli — aBTOMATHI, CTATHCTHYHI, JIO-
riuai Ta ML-Moeni — IeMOHCTPYIOTh €(EeKTHBHICTD JIMIIIE MPH KOMILUIEKCHOMY
3acrocyBanHi [3].

CrBopeHHs1 aHTUBIpycHOro [13 BuMarae moeaHaHHS BHCOKOIPOIYKTHB-
HOTO CHCTEMHOTO SIpa Ta 3pYYHOTO KOPHCTYBAIBKOTO iHTEp(eCy, NpHu HOMY
KOMIIOHCHTH MalTh OYTH MOJIYIBbHHMH, O€3NEYHUMH, MacliTabOBaHUMH Ta
MIPUIATHAMH JI0 MOJANBIIOr0 po3BUTKY [2]. OcHOBHaA mpobieMa MOJsrae y BH-
60pi TakuX 3aCO0IB PO3POOKH 1 apXiTEKTYPH, K OJHOYACHO 3a0e3Meyarh:

— joctyn 10 HUu3bKopiBHeBUX QyHKHiH OC [yis HOBEIIHKOBOIO Ta CUTHA-
TYpPHOTO aHaji3y;

— BHCOKY LIBHJIKOJIIIO Ta ONTHUMI3aILilo;

— Oe3meyHnil Ta CydacHU rpadidanii iHTEpdeiic;

— JIETKICTb OHOBJICHHS, PO3IINPEHHS Ta IHTETPaLlii;

— BIIMOBIIHICTh BUMOTaM peaIbHUX cepenoBui] Windows.

BpaxoByroun 11i 0OMexeHHsI, JIOUUIBHUM € CTBOPEHHS TIOpHUIHOI aHTHBi-
PYCHOI CHCTEMHU 3 MOIYJIBHOIO apXiTEeKTYpOIo, IO MOEAHYE CUTHATYPHUM Ta TMO-
BEIIHKOBHH aHAJI3 3 MOXJIMBICTIO MOJAJBIIOrO PO3IIMPEHHS SBPHUCTUYHUMU Ta
ML-meromamu. Takuii minxing 3abesredye ONTUMAaIbHUN OalaHC MDK TOYHICTIO,
HIBUIKOIIEF0, MAacIITAO0OBAHICTIO Ta aJalTUBHICTIO 10 HOBUX 3arpo3 [4, 5].

Jnst peanizaniii BUCOKOIIPOAYKTUBHOTO sijipa oOpano MoBy C++ 3 moctynom
JI0 HU3BKOPIBHEBHX MeXaHi3MIB Windows Ta MiATPUMKOIO 0araTronoToYHocTi. [ pa-
(iunumit inTepdeiic crBopeno Ha C# / WPF, mo 3abe3neuye inrerparito 3 .NET,
cydacHy Ul-apxiTekTypy Ta Jerkicts miarpuMku. Cucrema nodynoBaHa 3a TpHpiB-
HEBOIO apXITeKTypoIO (SApo — IHTErparliitHuii piBeHh — iHTEpQEHiC), M0 TapaHTye
MOIYJTbHICTh, MAacIITa0OBaHICTh 1 HE3AJIEKHICTh KOMIIOHEHTIB. BUKOpHCTaHi iH-
crpymenty (Visual Studio 2022, MSVC, NuGet) ta 6i6miorexu (SQLite, OpenSSL,
WinAPI, WPF) 3a0e3neuyroTh Oe3ieuHy, IPOIYKTHBHY Ta KEPOBaHY PO3pOOKy, a
arnapaTtHi BAMOTH BiIMIOBIIAI0Th THIIOBOMY oOnaqHarHio Windows [6, 7].

Anrtusipycne I13 peanizoBaHo Ha OCHOBiI 6araTtopiBHEBOI MOIYIBHOT ap-
XITeKTypH, IO pO3MEXOBYe (GYHKIII aHami3y 3arpo3, KEpyBaHHS NaHUMH Ta
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B3aemozii 3 kKopucTyBadeM. OCHOBY CHCTEMH CTaHOBHTH BHCOKOITPOJYKTHBHE
sAnpo sSK auHamivHa OibmioTexa C++, o0 BUKOHYE CUTHATYPHHHA Ta MMOBENIHKO-
BHI aHAII3, IPAIIOE 3 JIOKATEHOIO 033010 CUTHATYD 1 GOpMye pe3ynbTaTH Iepe-
Bipku. Interpamis 3 .NET-kmientom 3piiicHioerbest uepe3 C++/CLI  abo
P/Invoke, moemHyroun native-mpoayKTUBHICTh 3 KEPOBAHOIO JIOTikOl0 Ta WPF-
iHTepdeicom.

InTepdeiic kopucryBada peanizoBaHo 3a mabdioHoM MVVM, mo 3abe3me-
4ye BOJAI0 Oi3HEeC-IIOTIKK Ta YHi(ikoBaHe OHOBJICHHS MaHuX. KoxkeH (yHKIiOHa-
JBHAN KOMIOHEHT O(OpPMIICHHI SK OKpeMHit MOIyib i3 BracHoio ViewModel, a
CTHUJII Ta PECYpPCH CTPYKTYPYIOTBCSI Y CIIOBHUKAX JUIsL €JHOCTI i3aiiHy. CurHarypHa
6a3a Ha SQLite 3aBaHTa)XyeTbCs B ONEpaTUBHY mam’siTh Juisl 3abe3neuenHs O(1)
TIePEBIPKU XEIlIiB, a CHTHATYPHUH aHalli3 3/1iCHIOEThCS 3a anropurMamu SHA-256
ta MD5 (OpenSSL). [ToBeniHkOBHI MOy Ib MOHITOPHUTB IIPOLIECH Ta MOPIBHIOE 1X
31 CIIMCKOM PH3WKOBUX IMAONIOHIB, a ()OHOBE BHKOHAHHS W aTOMapHi CTPYKTYpH
TapaHTYIOTh KOPEKTHICTH 0araTONMOTOKOBHUX OIICPALTii.

SAnpo Hagae excoproBani ¢yukiii (ScanDirectory, IsFileMalicious) mst
iHTerpaiii B iHII 3aCTOCYHKH Ta aBTOMarn4Hoi iHcTassuii yepe3 NuGet-maker,
o 3a0e3revye MacITaboBaHICTh, PO3IIUPIOBAHICT 1 MOMIJIUBICTD MOAAIBINOT
IHTETpaIlii 3 XMapHUMH cepBicaMy aHANI3Y MIKIUTNBHUX (aiiiB.
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