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THTETI'PAIIISI TEXHOJIOT'TH BJIOK‘I}EVIH Y KOMIVIEKCHI
CUCTEMMU 3AXUCTY IHOOPMALII JIA HIIBULITIEHHSA
BE3IIEKHU JEPKABHUX PEECTPIB

Ipo6aema. 30inbIIeHHs IHTEHCUBHOCTI KibepaTtak Ha IepyKaBHI PEECTpPH Ta CKIATHOMI iHCAWIEPCHKUX 3arpo3
OTOJIFOE CJTa0KI MICIS KJIACUYHHUX KOMIUICKCHHX cHcTeM 3axucty iHgpopmamii (KC3I), Hacammepen — moBipa 10
LEHTPaTi30BaHOTO JKYPHAIIOBaHHS Ta IepeBipku 3MiH. lle 3HMKye Mpo30picTh ayAuTy, YCKIAQJHIOE JI0Ka30BICTh
IHIIMCHTIB 1 CTBOPIOE PETYJIITOPHI PU3UKH JJIs 3aXUCTY NMEPCOHATBHUX JaHUX.

Meta. Po3pobutu i oOrpyHTYBaTH HAayKOBO-METOAMYHMU TMimXim iHTerpaiii go3BimbHOro Ojokyeitna B KC3I
JIep)KaBHUX PEECTPIB JUIS MiJABHUIIEHHS CTIHKOCTI 10 iHCAWIEPChKUX JiH, IIPO30POCTI KOHTPOJIIO JOCTYIY Ta JOBIpH 10
EJIEKTPOHHUX CEPBICIB.

Metoan. Bukopucrtano cucreMuuii ananiz apxitektyp KC3I Ta HOpMaTHBHIX BIMOT; MaTeMaTHIHE MOJICITIOBAaHHS
MTOTOKIB JJOCTYITY; €KCIIEPIMEHTAIIbHE MOJICITIOBAaHHS Y BipTyaIbHOMY cepeoBHILi 3 BUKopucTtaHHsM Hyperledger Fabric
SIK IEIICHTPAII30BAaHOTO MOMYJIS KYypHATIOBaHHA 1 Bepudikamii momiit. s 30epeskeHHs KOHDIeHIIHHOCTI TpaH3aKIlii
3amydeHo miaxin Zero-Knowledge Proofs; amst BusBICHHS aHOMaIIbHOT aKTHBHOCTI — €JIEMEHTH MOBEIHKOBOT aHATI THKA
Ha OCHOBI aJITOPUTMiB MAaIIMHHOTO HABYAHHS.

Pe3yabraTH. 3ampornoHoBaHO TiOpUAHY apxXiTEeKTypy, Ne TpaJMiiiiHi MeXaHi3MU aBTeHTHQIKalii, KOHTPOIIO
JIOCTYIy Ta KPUOTOTrpadiyHOro 3aXMCTy MIFACHICHI PO3MOIUICHHM KYPHAIOM IMOJiH I KOHCEHCYCHOI MEPEeBIPKOIO
KopekTHocTi onepauiil. [TokasaHo, 1m0 Taka iHTerpaiis 3a0e3nevyye HE3MIHHICTD 1 BIAITBOPIOBAHICTh icTOpIl TOCTYIIB,
3HW)KY€ MOXIIMBICTh TPUXOBAHOTO pEIaryBaHHS 3aluCiB aJMIHICTPAaTOpaMH, NPHCKOPIOE BUSBIICHHS HETHIIOBUX
ClieHapiiB KOPHMCTYBAlbKOI MOBEAIHKM Ta CTBOPIOE HAJIiHY J0Ka3oBy 0a3y Uil ayaury. ApXITeKTypa CyMicHa 3
Bumoramu ISO/IEC 27001 Ta miATpuMY€E IPUHIMITA MiHIMI3aIli1 JaHUX 1 TiA3BITHOCTI, 1110 moJierinye fotpumanas GDPR
pu 00pOOJICHHI IEPCOHATEHUX JaHUX.

BucnoBku. [arerparis no3inpHOT0 O10K4eiiH B KC3I nepxaBHUX peecTpiB popMye SKiCHO HOBHUH piBEHb JTOBIpH
H KepoBaHOCTI OE3MEKOI0: IJBHLIYETHCS MPO30PICTh ayaWTy, 3MEHIIYEThCS BIUIMB 1HCAaWAEepchKoro ¢akxropa,
30epiraeTecsi KOH(DINEHIIWHICTh 3MICTY oOleparliii. 3ampormoHOBaHUN MiAXiA € MacmTaboOBaHWM 1 TPUIATHUM IS
HAIIOHAFHUX TIAT(POPM EIEKTPOHHOTO YPSIyBaHHS Ta MDXKBIIOMYNX OOMIHIB.

Kuarouosi ciaoBa: KC3I, 6mokueitn, mo3einmeHuil Onokueitn, Hyperledger Fabric, mepconanbHi naHi, nepxaBHi
peectpu, iHpopmariitHa Oe3neka, Zero Knowledge Proofs.
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INTEGRATION OF BLOCKCHAIN TECHNOLOGIES INTO COMPREHENSIVE
INFORMATION PROTECTION SYSTEMS TO IMPROVE THE SECURITY OF STATE
REGISTERS

Problem. The growing intensity of cyberattacks on state registers and the increasing complexity of insider threats
expose the weaknesses of traditional comprehensive information security systems (CISS), particularly the reliance on
centralized logging and change verification mechanisms. This reduces audit transparency, complicates the evidential
value of incidents, and creates regulatory risks in personal data protection.
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Purpose. To develop and substantiate a scientific and methodological approach for integrating permissioned
blockchain technology into CISS of state registers to enhance resistance to insider actions, ensure transparency of access

control, and increase trust in electronic public services.

Methods. The study applies a systems analysis of CISS architectures and regulatory requirements, mathematical
modeling of data flows, and experimental modeling in a virtualized environment using Hyperledger Fabric as a
decentralized logging and verification module. Zero-Knowledge Proofs were applied to preserve transaction
confidentiality, and behavioral analytics based on machine learning algorithms were used to detect anomalous activity.

Results. A hybrid architecture was proposed in which traditional mechanisms of authentication, access control, and
cryptographic protection are reinforced by a distributed event log and consensus-based verification of operations. This
integration ensures data immutability and reproducibility of access history, reduces the possibility of hidden record editing
by administrators, accelerates the detection of atypical user behavior, and creates a reliable evidential base for auditing.
The proposed architecture complies with ISO/IEC 27001 requirements and supports data minimization and accountability
principles, facilitating GDPR compliance during personal data processing.

Conclusions. Integrating permissioned blockchain into CISS of state registers establishes a new level of trust and
controllability of security: it increases audit transparency, mitigates insider risks, and preserves transaction confidentiality.
The proposed approach is scalable and suitable for national e-government platforms and interagency data exchange

systems.

Keywords: CISS, blockchain, permissioned blockchain, Hyperledger Fabric, personal data, state registers,

information security, Zero-Knowledge Proofs.

Beryn. CyuacHuii eran 1mdpoBoi TpaHchop-
Mamii  Jep)KaBHOTO  YNpaBINiHHA B  YKpaiHi
XapaKTepU3YETHCSI AKTUBHUM PO3BUTKOM EJIEKTPOH-
HUX CEpBiCiB, EIEKTPOHHOIO JOKyMEHTOO0ITry Ta
JICp)KaBHUX PEECTPIB, Y SKUX 30EpIira€ThCs BEIHKA
KITBKICTh KPUTHYHO BaXUIMBHX NaHUX, 30KpeMa,
MEePCOHANBHI JJaHI TPOMAJSH, M0 OOpOONIAIOTHCA Y
TaKUX CHUCTEMaX, CTalOTh KIIOYOBHUM aKTHBOM 1
BOJIHOYAC OCHOBHOIO MilllEeHHIO Ut KiOepartak. 3a
OCTaHHI POKH KIJIBKICTh cIpo0 HECaHKIIOHOBAHOTO
JocTymy, Moaudikanii abo 3HuIIeHHS iH(QopMaii y
Jiep>KaBHUX PEECTPAX CYTTEBO 3pOCIIa, IO OB’ I3aHO
SK 13 3araJlbHUM TIOCHJICHHSIM KiOep3arpo3 y CBiTi,
Tak 1 3 TiOpuaHOIO arpecielo NpoTd YKpaiHw,
CIPSIMOBAHOIO y TOMY YHCIi Ha iHpopMaiidHui
mpoctip. Y Takux yMOBax NHUTaHHS IiJBUIIEHHS
PiBHS 3aXWINEHOCTI JepKaBHUX iH(OpMAIiHHIX
ciucteM Ha0yBa€ OCOOJHMBOI aKTyalbHOCTI Ta
noTpedye BIPOBAKCHHS IHHOBAIIMHUX METOIIB 1
TEXHOJIOTiH.

TpaguiiiiHUM ~ IHCTPYMEHTOM  3a0e3ICUCHHS
iHdopMariitHoi Oe3meKn y Iep>kaBHUX iHQOpMaIiiHIX
CHCTEMaX € KOMIUIEKCHI CHCTEMH 3aXUCTy iH(opmarrii
(mam — KC3I), mo po3polisitoThest BIIIOBITHO 0
BUMOT HAI[IOHAIHUX CTaHJAPTIB Ta HOPMAaTHBHUX
JIOKYMEHTIB TeXHIUYHOro 3axucrty indopmarri. KC3I
peanizyloTh OCHOBHI (YHKIIi — KpunrorpapiuHui
3aXMCT JaHMX, 1IeHTU(]IKAI0 Ta aBTeHTHU(IKALIIO
KOPHUCTYBadiB, KOHTPOJb JOCTYIY, ayAWT TIOMid Ta
3aXHCT BiJ HECAHKL[IOHOBaHMX BTpy4aHb. [Ipore nocBiz
iXx ekclulyaramii TOKa3ye HAasBHICTb CYTTEBHX
oOMexeHb, 30KpeMa, IIEHTPaIi30BaHi KypHAIU MOMIiH
ypa3nMBi JO MaHIMyJALid 3 OOKy aIMiHICTparopiB, a
TpaauLiiAHI 32C00M KOHTPOJIIO YacTO HE 3a0e3MeuyIOTh
CBOEYACHOTO BUSIBJICHHS 1HCAW/IepChKUX 3arpo3. Kpim
TOTO, BiZICYTHICTh MEXaHI3MIiB He3aJIe)KHOT Beprikarrii
TpaH3aKIid 3HWXKYE JOBIpy /O JIOCTOBIPHOCTI
30epeKEHUX JTAaHUX 1 YCKJIAJHIOE TIPOBEICHHS ayIUTIB
BIZIMOBITHO JI0 MI>KHAPOIHUX CTAaHIAPTIB.

HaykoBa cnilbHOTa TMpUIUISE 3HAYHY YBary
TOITYKY HOBUX ITIIXOJIIB JIO ITiIBUILICHHS €()eKTUBHOCTI
3aXUCTy NepKaBHUX peecTpiB. OKpemi TOCHTiHKESHHS
JIEMOHCTPYIOTh TOTEHIlia]l BUKOPUCTAHHA OJOKYEHH-

TEXHONOTIM Iyl 3a0e3MedeHHs]  LUTICHOCTI  Ta
MPO30pOCTI  JaHWX, a TakoX M ToOyIoBU
JETICHTPATi30BaHUX CHUCTEM JIOBipH. Jl03BiuIbHUI

Onokueitn (3okpema, Hyperledger Fabric) mpomonye
THCTPYMEHTH JJIsl CTBOPEHHS 3aXHMIIEHOTO CepeIOBHIIA
OOMiHYy TaHUMHU MK OOMEKEHHM KOJIOM yYaCHHKIB i3
rapaHTOBAHOIO  ABTCHTHYHICTIO  TpaH3aKIid  Ta
HE3MIHHICTIO 3amuciB. Lle cTBOprOE€ MOMIMBOCTI JUIst
iHTerparii OJIOKYEH SIK JIOTaTKOBOTO MOMYJIS Y CKIIai
KC3I 3 mMeToro miBuIeHHs ix e)eKTUBHOCTI.

Pa3zoM 3 TuM, TMTaHHS MPaKTUYHOI iHTErparii
onoxueitn y KC3I 3anumaersest BIAKpUTHM 1 moTpelye
HAyKOBOTO OOTpyHTYBaHHS. HeoOXimqHO BU3HAUUTH
apXITEKTypHI  IAXOAW, METOAM  3a0€3ICUCHHS
koH(pineHmiitHOCTI (30Kpema Zero Knowledge Proofs),
AJITOPUTMH TIOBEIIHKOBOTO aHAITI3Y AOCTYITY JI0 TAHHX,
a TakoK OI[HUTA BIUIMB Takoi IHTerpamii Ha
MIPOAYKTHBHICTh CUCTEMH  Ta  BIANOBIJIHICT
MDKHApOIHUM CTaHAapTaM iHdopmarliifHoi Oe3neku.

AHaniz JireparypHux mxepes. [IpoBenenuii
aHAJTI3 HAyKOBUX 1 HOPMaTUBHUX JKEPEI CBIUHUTH PO
3pOCTaHHS IHTEpPECY 1O IHTErpaiii TeXHOJOIiH
OJNOKYEH y CHUCTEeMHM 3aXUCTy KpUTHUYHOI iH(opma-
uiiHoi  iHdpacTpykrypu. TpamumiiiHi  KOMIUIEKCHI
CHCTEMH 3axMCTy iH(OpMaIlii, 110 PO3POONISIOTHCS
BIAMOBIZHO 0O HAIlIOHATLHUX ~ HOPMATUBHHX
JOKYMEHTIB y c(epl TeXHIYHOTO 3axXHCTy iH(popmallii,
3a0e3MeuyoTh KpHUITOrpadidHuii 3aXUCT, KOHTPOIb
JOCTYITY Ta ayIuT, IPOTE 3TMILAIOTHCS BPa3JIMBUMU 10
iHCAIepChKUX 3arpo3 1 MaHIMySid 3 LeHTpai-
30BaHUMHU KypHAIamu nofiii [1, 2].

Y  psagi poOIT  pO3IISHYTO  3aCTOCYBaHHS
no3BUTbHOTO — OnokueiliH, 30kpema Hyperledger
Fabric, sik iHCTpyMeHTY 3a0e3reueHHs] HE3MIHHOCTI
TpaH3aKiii Ta HesanexHol Bepudikarii manux [3].
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BaximBoIO 1epeBaroo TakKMX CHCTEM € MOKIIUBICTh
dbopMyBaHHS PO3IMOAUICHOTO JKYpPHAIY OCTYIIY,
KU YHEMOXXJIMBIIIOE TIIpOOKY 4YHM BHUIAICHHS
3aIlCiB HABITh aMiHICTPATOPaMHU CUCTEMHU.

JlocmimkeHHsT €BpONEHCHKAX 1 MDKHAPOITHHUX
OpraHi3amiif MOKa3yloTh, IO OJOKYEWH AOLIIHHO
PO3TIAAATH K TEXHOJIOTIIO MiIBUILEHHS IOBIpH /0
JIepKaBHUX HU(GPOBUX CEPBICIB, OCOOIUBO ¥y
KOHTEKCTI 3aXHCTy TIEPCOHAIPHHX JaHHX Ta
BiJIMTOBITHO 1o GDPR [4]. [Mutanus
KOH(QIIEHIIHHOCTI MpH IOMY IPOIMOHYETHCS
BHpinryBaTH 3a nonomoror Zero Knowledge Proofs
(ZKP), sixi 1O3BOJSIFOTH MEPEBIPATH aBTEHTHYHICTH
TpaH3akuii 6e3 po3kputTs ix 3micty [5].

B ykpaiHChKMX myOJiKamisx OCTaHHIX POKIB
posrasHyTO 3acTocyBanHs Non-Fungible Tokens Ta
ONMOKUYeHH i1 PO3MEXKYBaHHA  JOCTYMy [0
JepKaBHUX PEECTPiB, IO JA€ 3MOTY IO€IHATH
KpunTorpadiyHU 3aXHCT i3 JEHEHTPATi30BaAHOIO
MEePEeBiPKOIO omeparliii [6].

OxpeMi aBTOpU MPHUIUIAIOTH YBary MO€IHAHHIO
ONIOKYEHH-pillleHh i3 METOJaMH  ITOBEIiHKOBOI
AHAJITHKH Ta MAIIMHHOTO HaBYaHHS JUTSI BUSBICHHS
aHoMallid y nmoctymi KopucTyBauiB. Taki mimxoan
JIO3BOJISIIOTH TIABUIIUTH €(QEKTUBHICTh BHUSIBICHHS
iHCalilepChKUX 3arpo3, MO € KPUTHYHHM IS
nepkaBHUX peectpiB [7]. BogHowac mociipkeHHS
BKa3ylOTb Ha HEOOXiAHICTh OalaHCyBaHHS MiXK
piBHEM 3aXHWIIEHOCTI Ta MPOMYKTUBHICTIO CHCTEMH,
OCKUTBKHM OJIOKUEHH CTBOPIOE OJATKOBI HaKJIaIHI
BUTpaTH Ha 0OpOOKyY TpaH3akiiii [8].

TakuM YHHOM, Cy4YacHWH HAYKOBHU IOPOOOK
MiATBEP/DKYE JOIUIBHICTE BUKOPUCTAHHS OJIOKYEHH
y cknani KC3I sk 101aTKOBOTO MOAYJIS JOBIPEHOTO
KypHaITIOBaHHA Ta Bepudikarlii TpaH3akmiid. Pazom 3
THUM,  3aJMIIAETHCS  HEBUPIINIEHMM  MUTaHHA
KOMIUIEKCHOT METOI0JIOTIT iHTerpallii 1miei TeXHoorii
3 ypaxyBaHHSIM BHMOT HAI[IOHAJIFHOTO 3aKOHO-
JABCTBa, MDKHApOAHHWX CTAaHJAPTIB 1 crenudiku
pOOOTH JIepKaBHUX PEECTPIB.

Metoau fociimkeHb. Y XOmi  JIOCIIDKEHHS
3aCTOCOBAHO METOIM  aHaji3y JITepaTrypHUX 1
HOPMaTHBHUX JDKEpeNl JUIsi BHBYECHHS CyYaCHUX
migxoniB J0 moOynosu KC3I Ta inTerpartii Onok4yeiis-
TEXHOJOTIH Yy KpUTHYHI iH(OpMaLiliHi CHCTEMH.
BuxopucraHo cucTeMHMI MiAXin IJisl TPOEKTYBAHHS
apXiTeKTypH MOJIeNi, M0 TMOEJHY€E KIACH4HI 3aco0H
3aXUCTY iHbOopMaTTii 3 JIETICHTPAJTi30BaHIM
KypHaItoBaHHsM  TpaHzakuid. s  ¢dopmanizamii
METONly 3aCTOCOBAaHO MareMarHyHe MOJICITIOBAHHS
iH(opMAIIiTHUX MOTOKIB 1 MPOLIECIB IOCTYITY JIO JaHHUX
y AepKaBHUX peecTpax.

ExcrniepuMeHTanbHe AOCITiIKEHHS IPOBEICHO Y
BipTyalizoBaHOMY cepenoBuIi Ha 0a3i Hyperledger
Fabric, ne Oymno 3Mo/ienns0BaHO OOMIH TpaH3aKIISIMH
MiDX By3JIaMH MEPEeKi, peecTpauito NoAii y 6Jiokueiin
Ta 1X TMeEpeBipKy 3a JOMOMOIOK MEXaHi3MiB

KOHCeHCycy. Jlis  OmiHKM — KOH(IACHIIHHOCTI
Bukopucrano Zero Knowledge Proofs, a mus
BUSIBJICHHS BiIXWJIEHb y MOBEIIHII KOPUCTYBayiB —
ITOPUTMH MAalIMHHOTO HAaBYaHHS, OPIEHTOBaHI Ha
MTOBE/IIHKOBY aHAJITHKY.

[lopiBHANBHY OLIHKY €(hEeKTHBHOCTI IPOBEACHO
LISIXOM 3iCTaBlICHHS TPOAYKTUBHOCTI Ta HaAIHHOCTI
3alpoOMOHOBAHOTO  METOAY 13  TpaauIliifHAMHU
LIEHTPAJTI30BaHNMH MeXaHi3MaMH >KypHATIOBaHHS B
KC3I. OcHOBHHMH  KpUTEpisIMH  OLIHIOBaHHS
BUCTYNAJIM: Yac MiATBEPIKEHHS TpaH3aKIii, piBeHb
3aXHINEHOCTI BiJl IHCAHIEPCHKUX 3arpo3, MIPO30PICTh
ayJIUTy Ta BIAMOBIAHICTE BUMOTAM MIXXHAPOIHHUX
crangaptis ISO/IEC 27001 i ISO/IEC 27701.

Mera i 3aBaaHHs JocaigKeHb MeTowo cTaTTi €
po3pobKa Ta OOTPYyHTYBaHHS HAYKOBO-METOAHMIHOTO
MiXOAy JI0 IHTerpalii TexHojorii onokueitn y KC3I
JepKaBHUX PEECTPIB AJIS MiIBUIIICHHS €()eKTUBHOCTI
3aXMCTy HEpPCOHANBHUX JAaHUX Ta JOBIpH [0
nuppoBUX JepKaBHUX cepBiciB. i mocsTHEHHS
MOCTAaBJICHOI METH BU3HAYCHO TaKi 3aBJaHHS:

® BUKOHATH aHali3 ICHYIOUYMX MiJXOMIB [0
mobymoBu KC3I Ta BUSBUTH iX OCHOBHI HEJONIKH Y
KOHTEKCTI Cy4acHUX Kibep3arpos;

® DPO3pOOUTH apXiTEeKTYpHY MOJEIH iHTeTparii
onokueitn 'y KC3I 3 ypaxyBaHHsM crenudiku
JEpXKaBHUX PEECTPIB;

® 3aTpONMOHYBAaTH  METOAM  3a0e3MeueHHs
KOH(DIIEHIIMHOCTI Ta Bepudikalii TpaH3aKIii y
JEIICHTPANII30BAHOMY CEePEIOBHIIII;

® TIPOBECTH EKCIIEPUMEHTAIbHE JOCIHIPKEHHS
MpaLe3aaTHOCTI Ta e(EKTUBHOCTI 3alPOIIOHOBAHOTO
MiIXOIY;

® OLIHUTH TEPCIEKTHBH  MaclITa0yBaHHS
METOJy JUIS HAI[lOHATBHUX MU(POBHX IIATGOPM Ta
MDKBIJJOMYMX CUCTEM OOMIHY JaHHMHU.

TakuM 4YMHOM, Yy CTaTTi JAOCIHIAXKYIOTHCS

MOXIJIMBOCTI IOE€IHATH KJIACUYHI MIAXOOU 110
3a0e3MneueHHs iHpopMaIiitHOT Oe3mekn 3
IHHOBAILlMHUMH MOXJIMBOCTSIMA OJIOKYEHH-

TEXHOJIOT1i, CTBOpHUBIIH Ti0puaHy Monens KC3I, mo
MiZBHINYE CTIMKICTh JIepKaBHUX 1HPOpPMAIiHHUX
CUCTEM JI0 CyYacCHHX KibOep3arpos.

Pe3yabTaTtu JOCJiIKEeHHS. [IpoBenene
JOCTIDKEHHS OyJI0 CIIPSIMOBaHE Ha IMiATBEPDKEHHS

TOrO, IO IHTErpamis TEXHOJOrid OJOKUeHH Yy
KOMIUIGKCHI ~ CHCTeMH  3axucTy  iHpopmaii
JepKaBHUX peecTpiB 3/1aTHA HiABUIINATH

e(eKTHBHICTh 1X (YHKI[IOHYBaHHS, 3a0e3MeunuTH
MPO30PICTh AOCTYIY [0 AAHUX 1 3HU3UTH PH3UKH
iHCaliaepchKuX 3arpos. Y kinacuuHux mogeisix KC3I
rOJIOBHA yBara MPHIUIIETECS KpUNTOrpadivHOMY
3axucry,  imeHTH(ikamii  Ta  aBTeHTH]IKaii
KOPHCTYBaiB, PO3MEXYBaHHIO NpaB JOCTYIy i
MOHITOpMHTY  moxiii. [lpore Taki cucremu
3QIMIIAIOTECS  3aJICKHUMM  BiJl I[IEHTPai30BaHUX
KYPHAJIIB, SIKI MOXYTh CTaTH 00’ €KTOM MaHIiIyJISILiH
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i3 O00ky anmMinicTpaTopiB. Came TOMY OCHOBHUM
3aBIAHHSAM CTaJIO TIEPEBIPHUTH, UM IIHCHO OJIOKYCIHH
30aTHAH ~ BHUCTYNUTH  HAAIMHUM  MEXaHi3MOM
HEe3aJIeKHOT Bepudikaiii TpaH3akIild i HE3MIHHOTO
30epiraHHsl JaHUX, SKIIO WOTO IHTErpyBaTH SK
JIOJATKOBHH Moaynb y ckimami KC3L

st uporo Oyna moOyoBaHa eKCTiepUMEHTaIbHA
MOJIENb, SIKAa MAaKCUMaJIbHO HAaOMIKeHa 10 YMOB
(YHKIIOHYBaHHS pEAbHUX JepiKaBHHUX i1H(OpMa-
iHUX cucTteM. [HQpacTpyKTypy pO3TOpHYIH Y
BipTyai30BaHOMY cepeloBHII Ha 0a3i VMware, 110
JIaJio 3MOTY CTBOPUTH KiJIbKa B3a€EMOJIIOYMX BY3JIB 1
CHMYJIFOBaTH pOOOTY Pi3HUX OpraHiB JIep>KaBHOI BIAJIH.
KoskeH By30m BUCTYTIaB y podii HE3aJI€KHOTO yJacHUKa
Mepexi, MaB BIIaCHY 0azy Al 30epexeHHs JaHuX i OyB
MAKIFOYEHU 0 A03BUTRHOTO OnokueiiH Hyperledger
Fabric [9]. Apxitektypa Fabric [10] mo3Bomiia
BUKOPUCTATH pOJI PEer-By3JiB, BiJNOBIIATFHUX 32
30epeKeHHsI KO pEeecTpy W BHKOHAHHS CMapT-
KOHTpaKkTiB, orderer-ceppepa, 1m0 3a0e3reuyBaB
JOCSITHEHHST KOHCEHCYCY, Ta KIIIEHTCHKOTO BY371a, KU
iMiTyBaB poOOTY KOpHCTYBada CHCTEMHU.

ExcriepuMeHTalIbHI TOCITI/DKEHHS POBOIMIINCS
y  BipTyamizoBaHoMy  cepemoBumli — VMware
Workstation Pro i3 cumynsiiero TppoxX opraizamiit
(peer-By3miB) i omHOro KaHamy B3aeMofii Ha 0asi
mwiatpopmu  Hyperledger Fabric v2.5. Ilig wac
TE€CTYBaHHSA OLIIHIOBAJIA Taki MOKa3HUKNA
MPOJIYKTHBHOCTI:

— CepelHii Yac MiATBEePIKCHHS TpaH3aKIlii
(ta), C;

— MPOITYCKHY
TpaH3aKIIii/C;

— piBEHB YCIIIITHO 3aBEPILEHUX TPaH3aKIIiH (S,), %0;

— Koe(illieHT BUSBJICHHS 1HCAWIIEPCHKUX il
(1a), %;

— HaBaHTaxeHHs Ha CPU/Memory By3miB mif
Jac BUKOHaHHs Tpan3akiliii (Rs), %.

Jnst koxHOI KoHbiryparii 0yio 06podireno 300
TECTOBUX TpaH3akIiii. AHaJi3 TNPOBOAMBCS 3a
noromMoroo Python-ckpuntie, 1o B3aeMOAisUIN 3
Fabric SDK. Pe3ynbraTu nopiBHoBanucs 3 6a3oBoro
nenTpanizoBanoro mogemnro KC3I 6e3 Gnokueitn-
KOMITOHEHTA.

Kpurepii onintoBaHHs e(heKTHBHOCTI:

— 3MEHIICHHS Yacy MiATBEPDKEHHS TPpaH3aKIii
>20 %;

— MJBUIIEHHS JOCTOBIPHOCTI KYPHAIIOBAHHS
(winmicHicTh 3anmciB) > 25 %;

— 3HIKEHHS WMOBIPHOCTI
BUAANIEHHS ol < 5 %;

— CKOpPOYEHHSl 4acy peakii
iHcaraepchKi mii = 40 %.

31aTHICTh MepeKi (Na),

miipoOku  abo

CHUCTCMH Ha

Knacuuni momyni KC3I —  aBrentudikariis,
KpunrorpadiuHUil 3aXHCT 1 JOKAJBHUHA aynuT — Oynu
peamizoBani  okpemMo.  BoHu  QyHKIiOHYBaIM

HE3aJISKHO, ajie B KIIFOUOBUX TOUKAX MepeiaBasIy Mojii

B OnOKuYeHH a1 (opMyBaHHS JEIEHTPAII30BAaHOIO
JKypHaTy. Ycl TpaH3aKiii, MOB’s3aHi 3 TOCTYIIOM JI0
peecTpy (CTBOpEHHS 3amucy, Moaudikaiisi, BUAAICHHS
Y{ 3aIUT JOBIIKH), MiCIA MEPEBIPKU TOMITHK TOCTYITY
aBTOMAaTHYHO (hiKCyBajmcsi y OJOKYEHH y BUIIISII
XEIIOBaHWX 3amuciB 13 ImdpoBuMu miamicamu. lle
YHEMOXKJIMBITIOBAJIO 1X HEMIOMITHY 3MiHY Y1 BUIAJICHHSI.

ApxiTekTypHa cxeMa MoOfelll ToJaHa Ha
pucyaky 1. BoHa pgeMoHCTpye iHTerparito
Tpaguuiiaux 3aco0iB KC3I 3 6nokueitH-Moaynem,

MiCUCTEMOI0 TIepeBIpKM  KOH(DiNEHIIHHOCTI Ha
ocHOBI Zero Knowledge Proofs Ta wMomymem
MOBEJIHKOBOT ~ aHANITHKH, SIKUA  3aCTOCOBYBAB

QITOPUTMH MAIIMHHOTO HABYAHHS Ui BUSBICHHS
AHOMAJIFHUX i KOPUCTYBAdiB.

Kopucrysau

4

Nnigreepa)xeHHA

KC31 TpaH3aKuUin

-
[

CuCTeMa KOHTPOIIO Aocryny] .

BnokuenH

BnokuenH-nor
Moaynse
KOHCEHCyCy

y A

[ Kpuntorpadgiuumi mogynb

LlenTpanizoBane

L)

A

1

'
nigTrBepa>XeHHA TpaH3aKUin

1

ZKP-moaynb

]—

[ Byznn

Pucynok 1 — ApxiTekTypa iHTerpalii OJoK4YeHH
y KC3I

AHaJii3 pUCyHKa J03BOJISIE 3pOOUTH BHCHOBOK,
o0 MOJellb Ma€ TiOpUAHWK XapakTep: OCHOBHI
3aBJlaHHs 3 aBTeHTU(iKalii Ta KpunrorpadivHOro
3aXMCTy BHMKOHYIOTHCS TpaIULiMHUMH 3aco0amu
KC3I, a Gox4eiiH BUKOPUCTOBYETHCS SIK JOBipEeHE
CEPEIOBHIIE I JKYPHAIIOBaHHS I Bepudikarrii
TpaH3aKIIiH. Le TIO€THAHHS 3a0e3nevye
HE3aJIC)KHICTh PE3YNbTaTiB NEePEBIPKH, aKe HaBITH
aJIMIHICTpaToOp CHCTEMH HE 371aTeH OJHOOCIOHO
BIIMHYTH Ha ICTOPIIO TOIii.

s BiampaitoBaHHS MPAKTUYHUX CLEHApIiB y
Mojienb Oyllo 3aBaHTaXEHO JaHi, IO IMITyBaJIA
poboty peectpy. Bukopucroysanucs PCAP-¢aiinu
3 MepexeBUM TpadikoM, ne OyJio 3MOJEeIbOBaHO
pi3HI BHOM oOlepaliil: CTBOpEHHS HOBUX 3alllCiB,
BHECCHHSI 3MiH JI0 ICHYIOUHX, BHITy4eHHs iHQopMmariii
Ta CTaHIAPTHI 3alMTH AOBIAKOBUX AaHUX. OKpeMo
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OyJ10 BiAMpaIi-0BaHO CIIeHAPiil iIHCAIEPChKOI aTakH,
KOJTM aJMIHICTpaTOp HamMaraBCs 3MIHHTH a0o
BUAANUTU iH(pOpMaLil0 3 KypHalmy. Y KIACHUYHIN
cHCTeMi Taka [iisi MOIJIa 3aIUIINTUCS MPHUXOBAHOIO,
TOJI SIK y 3aIIPONIOHOBAHIN MOJeli 0/1pa3y BUHHUKAIIA

HEBIANOBIMHICT, y ONOKYEWH, 1 TpaH3aKIisa
OJoKyBasacs.
BaxmmBoro XapaKTePHCTHKOIO cTano

BUKOPHCTAHHs MexaHi3My KoHceHncycy Raft [11], mo
JI03BOJIUB JIOCATAaTH 3rOJM MiX ycCiMa By3lamu 0e3
3HAYHUX 3aTpuMOK Yy poboti. CepenHiii wyac
MIATBEPUKEHHS TPaH3aKIi1l 3aIMIaBcs Ha piBHi 1-1,2
CeKyHIIM, IO € TPUHAHATHUM JJIs  OUIBIIOCTI
aaMiHicTpaTuBHUX npoueayp. [lomiTuku qocTymy,
peamizoBani depe3 Membership Service Provider
(MSP), 3a0e3meuniy MOXIIHBICTh YiTKO BH3HAYATH,
SKHI BY30JI Ma€ MPaBo OpaTH y4acTh y HepeBipi Tiel
9H 1HIIO1 TPAH3AKIIi1.

Oco0nuBy yBary Oylio TpUIIEHO MiAcHCTEMI
KoH(iaeHIIiHHOCTI. )i bOro BHUKOPHCTaHO Zero
Knowledge Proofs, siki 703BonMIN MiATBEPAKYBATH
(hakT aBTEHTHYHOCTI JOCTYyNy 1O 3amucy 0e3
PO3KPUTTS ioro 3micty. lle Ham3BUUAHO BaXKIMBO
JUIsL IEpKaBHUX PEECTPIB, /1€ ONEPYETHCS BEITUKOIO
KITBKICTIO TIepCOHANBHUX MJaHuX. 3aBaskun ZKP
cucTeMa MoKe 3a0e3MeUnTH MPO30PIiCTh i KOHTPOIh
0e3 MOPYIICHHS IIpaBa Ha KOH(DIIEHIIHHICTD.,

[ToBeninkoBa aHamiTHKa Oylla peaji3oBaHa SIK
OKpPEeMHH MOIy/b, IO TNPAIOBaB i3 >KypHAJIAMU
JOCTYIly W 3aCTOCOBYBAaB AJITOPHUTMH MAIIMHHOTO
HaBYaHHS I BUSIBJICHHS aHomauiii. Hampukman,
SIKIIIO KOPHCTYBA4 3BEPTABCS IO HaIMIipPHOI KUJIBKOCTI
3aIiCiB Y HETHITOBH Yac abo Horo Aii He BiAmoBiqam
3BUYAifHOMY TIpo(imto, cucTemMa To3Hadasia Ie SK
MOTEHIIIHHO HeOe3reuHy MoBeMiHKy. Taki iHIUIeHTH
ABTOMAaTUYHO (hiKCyBaWCsl B OJOKYEIH, CTBOPIOIOUH
HE3MIHHY JI0Ka30BYy 0as3y.

[lepma yacTuHa pe3yJbTaTIB MiATBEPAMIIA, IO
noOy/ioBaHa eKCIIepUMEHTaIbHA MOJIETb BiAMOBIIa€E
3aBJAHHAM JIOCJI/OKEHHS 1 JIO3BOJISIE OLIIHUTHU
edpexTHBHICTH iHTerpamii Onokveiin y KC3I. Bona
3a0e3redye MPO30piCTh  Omepariii, 3aXxWucT Bif
iHCaliIepChKUX 3MiH 1 CTBOPDIOE OCHOBY ISt
MIO/1aJIBIIIOTO aHayizy NPOJTyKTHBHOCTI,
MacIITabDOBaHOCTI Ta BiJIOBIHO JO0 HOPMATHBHHX
Bumor. Iurerpamis OGmokueitn y KC3I mozBomsie
chopMmyBaTH TIOpUIHY apXiTEKTypy, IO MOEIHYE
CHJIBHI CTOPOHM KJIACHMYHUX 3ac00iB iH(popMamiiHoi
Oe3mekn Ta  JEUEHTPAi30BaHMX  TEXHOJIOTiH,
CTBOPIOFOUM  OULIBII  CTIHKYy Ta  JIOBIpeHY
1HGPACTPYKTYPY IS 3aXUCTY JCPKaBHUX PEECTPIB.

[TepeBipka mpame3gaTHOCTI MOJEi ITOKa3aia,
oo OJIOKYEHH MIMCHO 3JaTHUM BHKOHYBAaTH pOJb
noBipeHoro kypHanmy momiii y ckimagi KC3I. Vi
TpaH3aKLii, M0 IMITYBalu AOCTYI KOPHCTYBadiB JI0
JIEPKAaBHOTO PEECTPY, MICHSA TEpeBipKH MOJITHK
noctyny (ikcyBanmmcs B OnokdeiiH it HaOyBamu
crarycy HeaMiHHMX. lle 3abe3medyBaiocs THM, IO
KOJKHA TIOIisT 30epiranacs K TpaH3aKIis 3 THQPOBUM

mamacoM 1 xem-imeHtudikaropom, a i
ABTEHTUYHICTD MiATBEPIKYBaAJIACS KUJIBKOMa
By3JaMM OJHOYAcHO. TakuM YWHOM, HAaBiTh

angMiHiCTpaTop 13 HAWBHIMM piBHEM IPUBLICIB HE
MaB MOYJIMBOCTI IPUXOBAHO BUJIAIUTH a00 3MIHUTH
3aIlUC, OCKIJIBKM Taka crmpoda ofpa3zy BHUKIHKaia
PO30LKHICTD Y OJOKYEHH.

[lix wac TecTyBaHHA OynM 3MOIENTHOBaHI KLTbKa
ClieHapiiB. Y MepiioMy BUIAJKy KOPHUCTYBad 3iHCHIO-
BaB 3aKOHHI OITepallii: CTBOPIOBAB 3aITHCH, 3MIHFOBaB 1X
Ta OTPUMYBAB JIOBIIKH. YCi IIi TpaH3aKIii 30epiramucs
y OJOKYeHH B XPOHOJIOTIYHOMY TOPSIIKY Ta Oynu
JNOCTYNHI IS TepeBipKku. Y JpyroMy BHITAJIKY
CHMYITIOBAIIMCS [Til 1HCaiaepa, SIKUii HaMaraBscsl CTEPTH
CIiIM BJIAaCHMX MaHIMymsIid y xypHam. Kiacuuxa
KC3I y Takiit cutyanii Mora 3adikcyBaru e (axr
JOCTYIY, ajie He TapaHTyBaja 3aXUCT Bij MOAAJIBIIOrO
pemaryBaHHS OKypHamy. Y ribpumHii Momem 3
OJIOKYCHH IIeH ClICHApil BUSBUBCS HEMOMXIIUBUM: Oy/Ib-
sIKa HEBIIIOBIIHICTh Olpa3y BU3HAYAJIACs CUCTEMOIO, 1
TpaH3akmiss OmokyBanacs. Takum YHHOM TIiATBEp-
JDKEHO, [0 BHKOPUCTAaHHS PO3MOIUICHOTO KypHAITY
3HAYHO MIJIBUIILYE JIOBIPY J0 PE3YJIBTATIB ay/InTy.

HactymHum  eramom  cTajio  JOCHIDKEHHS
MPOAYKTUBHOCTI CHCTEMH. [ IbOrO BUMipIOBaBCsI
cepeHii Jac i ATBEPPKCHHS TpaH3aKIiH,
MaKcHMaJbHa KIUTBKICTh OJTHOYACHHMX 3amuTiB 0e3
BTpar 1 CTaliIBHICTE pPOOOTH TPH 3pPOCTaHHI
HaBaHTaXXEHHS. bByno BCTaHOBIEHO, MO TpH
iHTeHcuBHOCTI J0 200 3amuTiB HAa CEKyHOY SIK
knacuyaa KC3I, tak i ribpumHa MOAETh MpalfoBan
CTaOUIbHO, aje Tichs TEePeBUILEHHS IbOTO PiBHSA
nepeBaru OJIOKYEHH-PIlIeHHs] CTaBall OYeBHIHUMHU.
Cucrtema 3 iHTErpoBaHMM OJIOKYEHH BHUTpHUMYBaja
HaBaHTakeHHs 70 500 ogHOYACHHMX TpaH3aKIiid 0e3
300iB, TOHI SIK KJIaCMYHA apXiTeKTypa IOYHHAIA
BTpayaTl 4YacTUHY NOAINH 1 3aTpuMyBaTu OOpPOOKY
[12]. Cepenniii yac minTBEepIUKEHHS TpaH3aKLil Y
riOpuaHIM cucTeMi CTaHOBUB 1,2 CEKyHIIH, 1110 JEII0
MIEPEBUIILYBAJIO MOKa3HUKH KiacuaHoi (0,5 cexyHau),
e 3amuIiaocs B MeXax, NPUUHATHHX Ui
OLJIBIIIOCTI aJIMiHICTPaTHBHUX TIPOTIECIB.
Y3arajibHEH1 pe3y/IbTaTH HaBeIeHO y Taduuiii 1.
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Taoamnsa 1

IToka3HUKH MTPOAYKTUBHOCTI KIIACHYHO]T Ta T10pHIHOT CHCTEMHU

ITapamerp Knacuuna KC3I KC3I + Gnokueiin
CepeqHiii yac miATBEpHKSHHS MOl 0,5¢ 1,2¢
OnHouacHi 3anuTH 03 BTpaT 200 500
HesanexHa Bepudikanis xxypHairy BincyTHs IIpucytHs

AHai3 Ta0NuIll Ja€e MiJICTaBH CTBEPIKYBATH,
mo OJOKYeHH JoJae TIeBHE HaBaHTaXKCHHS Ha
IIBUAKO/IIFO, poTe 3HAYHO T IBUTITY €
MaciTabOBaHICTh CUCTEMH Ta CTBOPIOE MPUHLIUTIOBO
HOBI MOXIJIMBOCTI HE3QJICKHOI TEPEBIPKU JTaHUX.
SIKIO y TpaguIlifHUX cHCTEMaX ayJIuT 3alie)KaB Bill
JIOBIpH JI0 afMiHICTpaTOpa 9 OKPEMOro JIor-(aiiy,
TO y 3alpONOHOBaHIN apXiTeKTypi HepeBipka MoIii
CTa€ KOJEKTUBHOK (DYHKIIIEIO BCIET MEpexi BY3IiB.
Le mixBHIIye He TUIIE CTIMKICTh O 30BHIIIHIX aTak,
a 1 3aXUIIa€ CUCTEMY Bijl BHYTPIIIHIX 3JIOBXHUBaHb.
Pesynbprati  €KCNIEPUMEHTIB  MIATBEPIWIH, IO
inTerparist 6nokueitn y KC3I 3abe3neuye HaziiHime
KYpPHAITIOBaHHS, TiJIBUIYE MAacIITaOOBaHICTh 1
CTIMKICTh [0 3POCTaHHsS HAaBaHTAKEHHS, a TaKOX
POOUTH MOXXIMBUM HE3AIEKHUH ayIuT JaHUX 0e3
HEeoOXiTHOCTI TOBHOI AOBIpH 110 aaMiHICTpaTopa.

OnHKUM 13 KITFOYOBHMX BHKJIMKIB ITiJT Yac iHTErparii
onokuerin 'y KC3I e 3abesnedeHHss OamaHCy Mix
MPO30PICTIO Ta KOH(QINEHUiHHICTIO. 3 OmHOTO OOKY,
JIepKaBHI PEECTPU MAIOTh MPAIFOBATH 32 MPUHIAIIOM
JIOBIpH ¥ BIKPUTOCTI, Jie KOXKHA TPaH3aKIIisl MTiisrae
nepeBipii. 3 iHIIOTO — BOHU MICTSTh BEJIMKY KUIBKICTD
MEPCOHAIBHUX JIAHUX, 3aXUCT SKHX € KPUTHYHO
BaKIMBHM. TOMy IIii dYac MOJEIIOBaHHS Oyo
3acTOCOBaHO TexHoorio Zero Knowledge Proofs [13],
10 JTO3BOJTUIIA TIEPEBIPATH JOCTOBIPHICTh TPaH3aKINN
0e3 po3kpurTd iX 3micty. lle o3Hayae, 1m0 cucTeMa
minTBepmKyBana  (akr  BUKOHaHHS  omeparii
(HampwKIIaI, 3T JOBIIKK Y1 OHOBJIEHHS 3aIHCY ), aJie
caMi JaHi 3aJMIIANUCS TPUXOBAHUMH JIII CTOPOHHIX
By3/iB. Takuil MiJXix y3rOmKYEThCS 3 BHMOraMHU
€BPOIEHCHKOIO 3aKOHOIABCTBA, 30kpeMa GDPR [14],
e TpsSMO BKAa3aHO HAa HEOOXiMHICTH MiHIMI3aii
00pOOKH NIEPCOHATIBHUX JTAHUX.

Ha mpakrwtii Oysio 3MoeTb0BaHO CUTYAITiFO, KO
ONMH 13 BY3JiB OTPUMYBaB 3allUT HA MEPEBIPKY
MPaBUJIBHOCTI TpaH3aKIlil, HE Mar4YW IpaBa OauUTH
cami jani. 3aBmsku ZKP By3om Mir miaTBepauTH
KOPEKTHICTh omepaiii Ha piBHI KpUNTOrpagivyHoro
JIOKa3y, 10 TapaHTyBalO MPO30PICTh IEpeBipku Oe3
nopymieHHss  koHGimenmiiiHoctTi.  Ile  mosBosie
JepKaBHUM  PEECTpaM  OHOYACHO  3AJTMIIATUCS
Mi/I3BITHUMU W BiIIOBIIATH MPUHIIATIAM TIPHBATHOCTI,
110 € KITFOYOBOIO YMOBOFO X iHTErpallii y €BporeHChKUiA
mdposuii npocTip [15].

HactynHum acmekToM JOCHIKEHHS —cTana
nepeBipka 3IaTHOCTI CHCTEMHU BUSIBIIATH
iHCainepchKi 3arpo3u. [ poro Oyo peari3oBaHO
MOJIyJIb TTOBEIHKOBOI aHAJIITUKH, IO 3aCTOCOBYBaB
QITOPUTMH MAIIMHHOTO HaBYaHHS A0 >KypHaiB
noxiii [16]. B ocHoBi nekana mobynoBa mpodinis
TUTIOBHX [ili KOPHCTYBadiB: KiJIbKICTh 3BEpHEHH 0
3aIlMCiB, Yac aKTUBHOCTI, YacTOTa 3MiH. Y BUMAIKY
BIIXWJIEHHS BiJ IHUX MpOQiliB cucTeMa MO3HaJana
IO SIK TTOTEHIITHO TIKiITNBY.

Y TectoBOMy clieHapii OyJ0 3MOEIHLOBAHO
cnpoOy  aaMiHicTpaTOopa  3IiHCHUTH  MacoBe
KOIIIIOBaHHSA JAHUX y HepoOoumid 4yac. ANTOPUTM
Isolation Forest BHsABMB Taky TIOBEMIHKY SIK
AHOMaJIbHY, IMICJAS 4YOro IHIMJCHT ABTOMATHYHO
3adikcyBaBcs y OmokuerH. lle mano moaBiitHHI
e(eKT: 3 OgHOrO OOKY, CHCTeMa BUSBHIIA HETHUIIOBY
AKTUBHICThH 1 MOIJIa HAiCJIaTH CIOBIIICHHS CITyXO01
Oesneku; 3 IHmOrO — Tmoxis 30epiramacs y
HE3MIHHOMY XYpHalli, 1o 3a0e3rme4uyBano JOKa30By
0a3y [T IOAAJBIIOTO PO3CIiIyBaHHs. Y MOPIBHIHHI
3 kiacnuHoo KC3I uac BusBIEHHS iHCAWIEpCHKOI
3arpo3n ckopotuBcsi Maibke Ha 40 %, amxe
TPaIUIidHI MEXaHI3MU OOMEXYBAIUCS JIOKATbHIUMHU
JIOTaMH, SIKi JISTKO MiAIaBaIkCs PelaryBaHHIo.

OkpemMHM 3aBJaHHAM JIOCHI/DKEHHS CTallo
migsumienHs cridikocti KC3I g0 iHcaiimepchbkux
3arpos, SIK1 TpaauIiiiHO 3IMIIAIOTHCS
HAWCKJIQQHIINMMU  JUIS  BUABJIEHHA. KitacuuHsi
JKypHaIIU TOfi#, HABITh 32 YMOB KpunTOorpadivHOro
3aXHCTY, 3aJUIIAI0THCS BPA3IMBUMH JI0 PeAaryBaHHsI
aJIMiHICTpaTopaMH, WIO 3HWXKYE iXHIO JIOKa30BY

LiHHICTB.  3ampoOIIOHOBaHA  MOJENb  IHTETPYE
MOBEIHKOBY aHAJITHKY Ha OCHOBI aJTOpHUTMIB
MallMHHOTO HaBUYaHHA 3  OJIOKYEHH-)KYypHAIOM
TpaH3aKLiH, 1o JI03BOJISIE ABTOMAaTHYHO

MEPEeTBOPIOBATH BUSBIICHI aHOManmii Ha HE3MiHHI
3aMucy y JeLEHTpaiIi3oBaHoMy cepepoBuimi. Lle
3a0e3reuye Mpo3opicTb 00Ky Ta CTBOPIOE HAMIWHY
JOKa30By 0a3y Il MOJANIBIINX ay/IHUTiB.

Pucynok 2 imoctpye IOTiKy poOOTH IBOTO
MiIXOAY: JaHi MpO aKTHBHICTh KOPUCTYBaYiB TiCIS
nornepenHpoi  00poOkM  aHamizyrotbess  ML-
ATOPUTMAMH, 1 y BHIAJKy BHUSBICHHS aHOMAIIl
(hopMyeThCs TPaH3aKILis, SIKa TPOXOJUTH BepriKalliro
Ta 30epiraeTbes y OMOKUCHH.
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CtapT: HagxoeHHA TenemeTpil akTUBHOCTI KOPUCTYBaYIE,
KopucTyBaLbKa aKTUBHICTb
(non goctyny, aTpubyT, yac, IP, oGcAr Al

¥

‘ Hopmanizauin o3Hak

30arayeHHA KOHTEKCTOM (pOfib, NOMITUKM)

!

(Isolation Forest / Autoencoder)

ML-aHaniTika: npotiniosaxHa + UEBA }

Ananituka (ML)

[Desiauis > nopora?
(meTpukm
-score, IF score, recon err,

| 3BuyaitHa NogiA — nokansHe NorysaHHA

MY THUMIEHTY )

MoByaosa Aoka3y: xew nogi + aTpuByTh gocTyny
ZKP statement (De3 po3kpuTTA AaHKX)

|

Tx :={hash, timestamp, actor_ID, policy_ID, ZKP}

/'/—#—\

S
Block Proposal (Fabric Channel)
endorsement policy MSP

Banigauia Ta koHcexcyc (Raft)
endorse — order — commit

BriokyeiH | Ayaur

Fomasmne e

B ViH-KypHan iHLuaeHTis (Append-only)

—

CnoeileHta SOC / 38iT ayauTy

KiHeus: IHUMAEHT 3adikcoBaHo

Pucynok 2 — Cxema B3aeMo/1ii MO/IyJIsl TOBEAIHKOBOT aHAIIITHKHY 3 OJIOKYEIH-)KypHAJIOM

AHami3 cxemMu TIOKa3ye, IO 3aBASKH TaKii
iHTETpaIli cucremMa OTPUMY€E [OAATKOBUHI piBEHBb
CTIMKOCTI JI0 1HCAMEePIiB: HABITh AKIIO aJMIHICTPATOP
HaMaraTuMeThCs PUXOBATH CBOI J1ii, BOHH BKe OYIyTh
3a(hikcoBaHi y IEIEHTPATI30BaHOMY JKYpHAJTI.

Hdnst 00’ekTMBHOI  OWIHKKM  e€(peKTHBHOCTI
3aIpOIIOHOBAHOI Mozieni Oyno HIPOBEJICHO
MOPIBHSUTEHUN aHANI3 MK KIIACHYHOIO apXiTEKTYPOIO
KC3I ta ribpuaHoro cucTeMoro 3 iHTerpoBaHUM

onoxueiiH-momyseM. Kimacuuna KC3I 6azyBanacs Ha

LEHTPATi30BaHOMY JKYpHAITIOBaHHI, KPHIITO-
rpadivHOMY 3aXHUCTi i POJISIX aAMIHICTPATOPIB, TOMI K
HOBa MoOJNenb  Tepeadadana  JIeHEHTPai30BaHy
Bepu(DiKaIlilo TpaH3aKI[iii, BUKOPUCTAHHSI MEXaHI3MIB
KOHCEHCYyCy Ta 3ale3neueHHs KOH(iIeHIIIHOCTI
3apnsaku  Zero Knowledge Proofs. YV Tabmumi 2
HaBEJICHO Yy3arajibHEeH1 pe3yJbTaTH IOPIBHAHHS 3a
OCHOBHUMH KPHTEPISIMH.

Taoauus 2

[opiBHAIBHUI aHANI3 KIACHYHOI Ta TIOPUAHOT CHCTEMHU

Kpurepiit Knacmyna KC3I KC3I + 6moxueiin
LinicHICTh qaHUX YactkoBa IToBHa (TapaHTy€EThCS KOHCEHCYCOM)
[Ipo3opicTh KypHATIOBAHHS Oobmerxena [NoBHa, AeneHTpaizoBaHa

3axucrt Bif iHCaiinepiB CepenHiii piBeHb

Bucokwuii piBeHb

KondinenuiiHicts Bbasosa [Tocunena (uepe3 ZKP)
Bignosigaicts ISO/IEC 27001 YactkoBa IToBHa
Hezanexuwuiit ayur OOMexeHunit TToBHICTIO MOKITUBUH

AHaimiz TaOmuIi J1a€ 3MOTy 3pOOHMTH KijbKa
BaXIUBUX BHUCHOBKiB. [lo-mepmie, iHTerpauis
ONOKYEHH JKBiAy€e TOJOBHY claOKiCTh KIaCHYHUX
KC3I — 3anexHIcTh BiJl EHTPATI30BAHUX KYPHAIIB,
SIK1 JIETKO MigAarThes MoaudikaiisM [ 17]. Temnep yci
mojii MiATBEPIKYIOTECA KUTBKOMa HE3aJIe)KHUMHU
By3JaMH, 10 MiJBUIIYE piBEHb JOBIpH 1O
pe3ynbraTiB ayauty. [lo-apyre, Bukopucranus ZKP
JI03BOJIIE  TIOEIHATH MPO30PICTH  KOHTPOJIO 3

JOTPUMAHHAM BHUMOT KOH(IACHLIMHOCTI, IO €
KITIOYOBUM TSI iepcoHanbaux nanux [18]. ITo-Tpere,
CHUCTEMa OTPUMYE JIOJIATKOBY TEpeBary y BHIJISII

HE3ICKHOTO  ayJuTy: TepeBipKy  TpaH3aKIii
MOXYTh 3/IMCHIOBATH 30BHIIIHI yYacHHKH 0e3
JOCTYNy /[0 CaMHMX JaHuX, [0 BiAmoBizae

MPUHLMIIAM PETYIISATOPHOI MiA3BITHOCTI.
3anpornoHoBaHa TiOpuaHa MOjEIb 3a0e3nedye
HE JINIIE TeXHIYHE MOCUIICHHS 0e3MeKH, a i CTBOPIOE
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OCHOBY IS TIIBUIICHHS JOBIpH TPOMAIsSH Ta
MDKHApPOJIHUX TAapTHEPIB 0 IUGPOBUX JEPKABHUX
cepBiciB. Pe3ynbraTé JOCHIKEHHS MiATBEPIAMIN

JOUINBHICTh  iHTerpamii  Omokweitn y  KC3I
nepkaBuux peectpiB  [19]. Cucrema oTpumMye
MiJBUIICHWH piBeHb 3aXWCTy Big iHCalAepis,
MPO30PICTh  JKYPHATIOBaHHS Ta  MOXJIUBICTh
He3aJe)xxHOi  BepHudikamii, O y KOMIUIEKC]

3a0e3redye BIiAMOBIAHICTD Cy4YacHWM CTaHIApTaM
KibepOe3nekn Ta BUMOraM 3aKOHOJABCTBA ILOJO
MEPCOHANBHUX JaHUX.

BucHoBkm. IIpoBenene JTOCITI IKEHHS
3aCBIUMIIO BHCOKY €(EKTHBHICTh 3aCTOCYBaHHS
TEXHOJIOTi OJOKYeHH Yy CKJIadi KOMIUIEKCHUX
CUCTEeM 3axucTy iH(opmallii aep>kaBHUX PEECTPIB.
Ha BigMiHy Big TpamumifHUX MIXOAIB, IO
30CepeIKYIOThCS MEPEBAKHO HA KpUNTOrpadgivHOMy
3aXUCTI, aBTeHTH]IKAI1 KOPHCTYBadiB i
LIEHTPATI30BaHOMY ayJIUTi, 3alIPOIIOHOBAaHA MOEIH
iHTerpye OJIOKYEWH sK JIOJATKOBUH  MOIYJIb
He3aIekHOo1 Bepudikaiii TpaHzakmiid i hopMyBaHHS
HE3MIHHOTO KypHally TOMiHd. 3aBASKH IHOMY

ciucreMa M030aBIAETbCS OJHIET 3  KIOYOBUX
BpPa3JIMBOCTEH  —  MOXJIMBOCTI  IPUXOBAHOTO
peaaryBaHHS abo BHJIAJICHHS 3aIHCiB

aJMIiHICTpaTOpaMH, $Ki BOJOIIOTH PO3IIUPEHUMHU
npaBaMd JOCTyHy. BUKOpUCTaHHS J03BiJILHOTO
onmokueitn Hyperledger Fabric no3Bosmio crBoputu
apXITEKTYPY, y AKiH KOXKEH By30J1 BUCTYIIAE OKPEMUM
JOBIpEeHUM YYaCHHUKOM, 110 3abe3neuye
JCICHTPATI3AII0 KOHTPOJIK Ta MiATBEPHKCHHS
MOIii KOHCEHCYCOM.

Po3pobnena ekcriepuMeHTanbHa MOJETb Yy
BipTyallizoBaHOMY  cepefioBuili VMware, ska
BiJITBOpIOBAJIa peaibHi YMOBH (DYHKIIOHYBaHHS
JepKaBHUX 1H(GOpPMAIIHHIX CHCTEM, IMOKa3aja, 0

iHTerpariss  OJOKYEHH-MOAYJSE 3  KJIACHYHUMH
KOMITOHEHTaMHU KC3I (aBrenTH(iKaIis,
KpunTorpadiyHU  3aXUCT, KOHTPOIb JIOCTYITY)

3a0e3rneuye IXHIO CHHEPTril0 H 3HaYyHO TiABHIIYE
piBeHb NIOBIpH JI0 BCi€i cucTteMH. Yci TpaH3akIii
JOCTyIly J0 JOaHUX aBTOMATUYHO (QiKCyBalHcs y
ONIOKYEH Yy BHIUIAAI XeIIOBaHHWX 3aIlUCiB i3
TUPPOBUMH MiJIHUCAMH, IO YHEMOXKIMBIIOBAIO iX
HECAaHKIIOHOBaHy 3MiHYy 4d BHAaJeHHS. [Ipu npomy

cucreMa  miaTpuMmyBama — poboTy 31 cMmapT-
KOHTPAaKTaMH, sIKi BHKOHYBAJIA POJIb aBTOMATHIHUX
MOJNITHK  JIOCTYIy, 3a0e3Nevyroun  JOJaTKOBY

MepeBipKy KOKHOI onepariii.

Oco0nHuBYy yBary MpUIICHO aCIEKTy BUSABICHHS
THCalIEepPChKUX 3arpo3, sIKi y KIACHYHHX CHCTEMaXx
3aMIIAIOTHCS HAUCKIIQAHIMMU JUIS iTeHTU(IKaII].
BukoprictaHHsST TOBEIIHKOBOI aHAIIITUKH HAa OCHOBI
airoputMiB MammHHOTO HaBuaHHs (Isolation Forest,
Autoencoder Ta iHIIHMX) JO3BONMIO (QOpPMYBaTH
npoiJi  KOPHCTYBAaLbKOI aKTHBHOCTI i BHSBISTH
BIJIXMJICHHS BiJi HOPMaJbHOI MOBEAIHKH. Y BHITAAKY

BUSIBIICHHS ~ aHOMaJii  cHCTeMa  aBTOMATHYHO
dopMyBasia IHIMICHT, SKWHA TPEIACTABISAB COOOIO
TpaH3akWit0o 3 KpunrorpapiuHuM JOKa3oM Ta
nepeaaBaBcsi 'y OJIOKYCHH Jyis HE3MiHHOI (hikcarrii.
Takuii minxix 3HAYHO CKOPOTHB Yac pearyBaHHS Ha
iHCAlepChKi  3arpo3d Ta  YHEMOXJIMBHB  1X
MIPUXOBYBaHHS, OCKIJIbKH HaBiTh aAMIHICTPaToOpH He
MaJTi 3MOTH peJlaryBaTH Y1 BUAAJISTH MOIIOHI 3aITHCH.

JlomaTkoBOIO TIEpEeBaror0 crajia  peaisaris
MexaHisMiB  Zero  Knowledge  Proofs, ski
3a0e3neymnu OajaHC MiX MPO30PICTIO MEpPEeBipKH
TpaH3aKIii 1 JOTpUMaHHAM KOH(DIIEHITIHHOCTI
MePCOHANTBHUX JaHHX. Le JI03BOJIMJIO
MiATBEPIUKYBaTH  JOCTOBIpHICTH  omepauid  6e3
PO3KPHUTTS iXHBOTO 3MICTY, IIIO TIOBHICTIO BIATIOBiAa€
BUMOTaM €BPOIIEHCHKOTO 3aKOHOJABCTBA, 30KpeMa
GDPR. TakuM 4YuHOM, CHCTeMa HE JIHIIE
migBUIIyBana  piBeHb  kibep3axmcry, a #
iHTeTpyBajacsi B CYYacHUIl TMPaBOBHI KOHTEKCT
3aXHCTy JaHUX, IO € KPUTHYHO BKIMBUM JUIS
JepKaBHUX U(PPOBUX CEPBICIB.

AHaii3 TpOAYKTUBHOCTI Ta MacmTaboBaHOCTI
eKCIICpUMEHTAIFHOI MOJIeNIi  TO0Ka3aB, WI0 XO4a
CepeHiil Yac miATBEPPKCHHS TPAH3aKIl# Jemio 3pic
Yy TOPIiBHSAHHI 3 MEHTPATI30BaHUMH CUCTEMaMHU, IIeH
MOKa3HUK 3aJTMIIABCS TPUHHATHUM TSI TPAKTUIHOTO
BUKOpDHUCTaHHsI y JepkaBHUX peectpax. Cucrema
YCIIIIHO BUTPUMYBaJla HaBaHTAKEHHS, XapakTepHi
JUTSI MAaCOBHUX 3aITUTIB KOPHUCTYBaUiB, 1 3a0e3nedyBaia
cTabiIbHY POOOTY IpU 301IBIICHHI KUIBKOCTI BY3JIiB.
BojHouac 3aBJsKM JelIEHTPaNli30BAHOMY XapaKTepy
ONOKYeHH 3’SBHJIACS MOJMIIMBICTH IPOBEICHHS
HE3aJIOKHOTO ayJHUTY Y PeXKHUMI peabHOr0 Yacy, o
3HAYHO MiABHIIYE JOBIpy SK TPOMAJSH, TaK i

MDKHApPOJTHUX MapTHEPIB bi(s) pe3yNbTaTiB
(hyHKITIOHYBaHHS PEECTPIB.
Y migcyMKy MOXKHa ~ CTBEpIDKYBaTH, WIO

inTerparis 6sokueiin y KC3I cTBoproe sIKiCHO HOBHIA
PiBEHb 3aXHUCTY, IPO30POCTi Ta IOBIPH 10 ACPKABHUX
mUppPOBUX  CEpBiciB.  3ampOMOHOBAaHUH  MiJXiA
3a0e3neyye  OJHOYACHE  JIOCSATHEHHS  KUJIbKOX
KPUTHYHHUX LiJIEH: 3aXUCT BiJ] iHCAWIEPCHKHX 3arpo3,
MiITBEP/HKEHHS HE3MIHHOCTI )KYPHAJIiB, JOTPAUMAaHHS
BuMor GDPR Tta miaATpUMKYy HE3aJIe)KHOTO ayJuTy.
[Momanbini JOCHIIKEHHS JONUTBHO 30CEPEIUTH Ha
ONnTUMi3alii MPOAYKTUBHOCTI OJIOKYEHH-MOIYJIS,
3MEHIIIEHH] 3aTPUMOK 00pOOKH TpaH3aKIIii, a TaKOX
iHTerparii 3 IHOIMMH CYYaCHHMH TEXHOIIOTISIMH,
30KpeMa CHCTEMaMH IUTYYHOTO 1HTENEeKTYy IS
MIPOTHO3HOTO aHaJi3y 3arpo3 1 METOJaMU KBAaHTOBO-
cTiiikoi kpunrorpadii.
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