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ФОРМАЛІЗОВАНА МОДЕЛЬ АДАПТИВНОГО НАВЧАННЯ  
ФАХІВЦІВ ЦИВІЛЬНОГО ЗАХИСТУ НА ОСНОВІ АНАЛІЗУ ТЕНДЕНЦІЙ 

ЗАСТОСУВАННЯ ШТУЧНОГО ІНТЕЛЕКТУ

У контексті технологічної трансформації освітнього процесу та зростання загроз техногенного, при-
родного й військового характеру, особливо в умовах повномасштабної війни в Україні, постає потреба 
в ефективній інтеграції штучного інтелекту (ШІ) у підготовку фахівців цивільного захисту. Попри значний 
потенціал ШІ у сфері освітньої аналітики, моделювання кризових сценаріїв та автоматизації ухвалення 
рішень, його впровадження супроводжується низкою ризиків: алгоритмічні упередження, кіберзагрози, зни-
ження критичного мислення та питання відповідальності. Необхідно розробити науково обґрунтовані під-
ходи впровадження ШІ-технології у систему підготовки рятувальників, з огляду на ефективність, безпеку 
та адаптивність до динамічних загроз ШІ. 

Мета. Визначити оптимальні підходи до інтеграції штучного інтелекту у підготовку фахівців цивіль-
ного захисту в Україні в умовах війни, оцінити його вплив на освітній процес та розробити науково-обґрун-
товані рекомендації щодо безпечного та ефективного використання ШІ в освітніх програмах.

Методи. Для досягнення поставленої мети в даній роботі використано поєднання якісних і кількісних 
методів дослідження. А саме, методи наукових досліджень, зокрема систематичний огляд та аналіз нау-
кових статей, галузевих звітів та нормативно-правової бази, методи порівняння результатів та методи 
синтезу результатів. Метод форсайт-аналізу, метод SWOT-аналізу, моделювання сценаріїв.

Основні результати дослідження. Запропоновано концептуально-математичну модель, яка дозволяє 
формувати персоналізовані навчальні траєкторії для здобувачів, максимізуючи приріст ключових компе-
тентностей. Продемонстровано приклад розрахунку для умовного здобувача, який показав ефективність 
ШІ у підвищенні рівня підготовки.

Висновки. Інтеграція ШІ в підготовку фахівців цивільного захисту є перспективним напрямом, який 
сприяє підвищенню якості освіти та оперативності реагування. Однак необхідні подальші дослідження 
для верифікації моделі, забезпечення етичного використання ШІ та створення нормативної бази для його 
впровадження.

Ключові слова: штучний інтелект, цивільний захист, адаптивне навчання, трендова аналітика, пер-
соналізовані навчальні траєкторії.
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FORMALIZED MODEL OF ADAPTIVE TRAINING OF CIVIL PROTECTION  
SPECIALISTS BASED ON TREND ANALYSIS IN THE APPLICATION  

OF ARTIFICIAL INTELLIGENCE

In the context of the technological transformation of the educational process and the growth of man-made, 
natural, and military threats, especially in the conditions of full-scale war in Ukraine, there is a need for the effective 
integration of artificial intelligence (AI) into the training of civil protection specialists. Despite the significant 
potential of AI in the field of educational analytics, crisis scenario modeling, and decision-making automation, its 
implementation is accompanied by a number of risks: algorithmic bias, cyber threats, a decline in critical thinking, 
and issues of responsibility. It is necessary to develop scientifically sound approaches to the implementation of AI 
technology in the training system for rescuers, taking into account the effectiveness, safety, and adaptability to 
dynamic threats of AI. .

Purpose. To identify optimal approaches to integrating artificial intelligence into the training of civil protection 
specialists in Ukraine in wartime conditions, assess its impact on the educational process, and develop scientifically 
sound recommendations for the safe and effective use of AI in training.

Methods. To achieve the set goal, this work uses a combination of qualitative and quantitative research methods. 
Namely, scientific research methods, in particular, a systematic review and analysis of scientific articles, industry 
reports, and the regulatory framework, methods of comparing results, and methods of synthesizing results. Foresight 
analysis method, SWOT analysis method, scenario modeling.

Results. A model is proposed that allows the formation of personalized learning trajectories for applicants, 
maximizing the growth of key competencies. An example of a calculation for a hypothetical applicant is demonstrated, 
showing the effectiveness of AI in improving the level of training.

Conclusions. The integration of AI into the training of civil protection specialists is a promising direction that 
contributes to improving the quality of education and the speed of response. However, further research is needed to 
verify the model, ensure the ethical use of AI, and create a regulatory framework for its implementation.

Key words: artificial intelligence, civil protection, adaptive learning, personalized learning pathways, trend 
analysis.

Постановка проблеми. Аналіз останніх 
років показує стабільно значну кількість надзви-
чайних ситуацій (НС) природного характеру як 
у світі, так і в Україні (CRED, 2025). У зв’язку зі 
зростанням кількості населення, густини засе-
леності деяких регіонів планети, зростанням 

кількості та складності виробництв різного 
характеру, такі події часто спричиняють складні 
техногенні аварії та катастрофи, вплив яких 
може виходити за кордони однієї країни і при-
зводити до значної кількості постраждалих, 
суттєвих і навіть катастрофічних економічних 
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збитків для однієї або кількох країн (наприклад, 
землетрус на Гаїті 2010 року, цунамі у Японії 
2011 року). Попередження, ліквідація таких НС 
та їх наслідків вимагає залучення значних мате-
ріальних і людських ресурсів, прийняття склад-
них рішень в умовах обмеженого часу, невизна-
ченості та неповноти інформації на тактичному 
та стратегічному рівнях. Це, в свою чергу, вима-
гає перегляду змісту і підходів до підготовки 
фахівців, які відповідають за попередження 
виникнення, підготовку до та ліквідацію НС 
і їх наслідків. Освітні програми для підготовки 
фахівців сфери цивільного захисту повинні вра-
ховувати турбулентність сучасного світу, інте-
грувати в собі сучасні методи та технології для 
аналізу і ліквідації НС та враховувати сучасні 
тенденції освіти, науки і технологій. При цьому, 
освітні програми повинні систематично перегля-
датись, змінюватись і адаптуватися для актуа-
лізації змісту, відповідності технологічному та 
соціальному розвитку суспільства з урахуван-
ням тенденцій і потенційних ризиків в коротко-
терміновій та середньотерміновій перспективі.

Одним з найбільш яскравих викликів остан-
ніх років для освіти загалом є генеративний 
штучний інтелект (ГШІ), який стрімко увірвався 
у сферу освіти після появи моделей на зразок 
ChatGPT наприкінці 2022 року. За останні роки 
спостерігається вибухове зростання викорис-
тання ГШІ у закладах освіти по всьому світу. Вже 
восени 2023 року майже половина студентів 
і близько 22% викладачів регулярно користува-
лися інструментами типу ChatGPT (Coffey, 2023). 
Крім того, ШІ-асистенти можуть зняти частину 
рутинного навантаження з викладачів, автома-
тизуючи пошук інформації чи складання чер-
неток матеріалів (Смотр, Карабин, Лоза, 2024). 
Усе це потенційно трансформує зміст і методи 
освітніх програм: більше уваги переноситься 
на творчі та аналітичні завдання, де цінність 
викладача доповнюється можливостями ШІ.

Водночас існують і суттєві ризики та 
загрози. Перш за все це виклики для академіч-
ної доброчесності: можливість легко отримати 
готовий текст від ШІ спонукає деяких студен-
тів видавати таку роботу за власну. Викладачі 
стурбовані, що надмірна опора на ГШІ може 
послабити у студентів здатність самостійно 
критично мислити (Batista, Mesquita, Carnaz, 
2024). У глобальному контексті також постала 
проблема упередженості й надійності: сучасні 
великі мовні моделі (LLM) навчаються на інтер-
нет-даних, які відображають цінності та доміну-
ючі норми розвинутих країн. Реакція освітньої 
спільноти різниться: деякі університети тим-
часово забороняли використання ChatGPT, 

інші навпаки заохочують навчатися співпраці 
з ним. Світовий тренд схиляється до інтеграції 
ГШІ з розумними обмеженнями. Згідно з дослі-
дженнями, більшість студентів вважає, що їх 
слід навчати правильному використанню ШІ, 
а не просто забороняти його (Batista, Mesquita, 
Carnaz, 2024). Дійсно, 75% викладачів, які 
знайомі з ШІ, погоджуються, що для успішної 
кар’єри студенти мають оволодіти навичками 
роботи з генеративним ШІ (CRED, 2025). Як 
наслідок, багато інституцій почали розробляти 
політики та рекомендації щодо використання 
ГШІ в освітньому процесі. ШІ залишиться 
в освіті, і завдання університетів – навчити 
користуватися ним відповідально та ефективно.

ГШІ привніс в освіту значні зміни, і сфера 
підготовки фахівців з надзвичайних ситуацій – 
не виняток. Світові тенденції свідчать, що ГШІ 
стрімко інтегрується в навчальний процес: від 
допомоги у виконанні завдань до глибинної 
трансформації форм і методів навчання. Пере-
ваги його використання очевидні – персоналіза-
ція навчання, багатство нових навчальних мате-
ріалів, реалістичні симуляції та автоматизація 
рутини – усе це підвищує ефективність і гнучкість 
освіти. Освітяни вже експериментують із впро-
вадженням ChatGPT як інтерактивного поміч-
ника у навчанні, а спеціальні ШІ-платформи 
моделюють екстрені виклики чи управлінські 
ігри, готуючи студентів до реальних викли-
ків (Smotr, Karabyn, Malets, Golovatyi, 2024).

Для сфери цивільного захисту розвиток гене-
ративного ШІ означає також необхідність онов-
лення освітніх програм. Випускники повинні бути 
обізнані з сучасними ШІ-системами, що застосо-
вуються в прогнозуванні і реагуванні на НС, та 
вміти їх застосовувати. Це вимагає включення 
нових тем та цілих напрямків (ШІ в управлінні 
надзвичайними ситуаціями, аналіз даних, кібер-
безпека тощо) і міждисциплінарної підготовки. 

В умовах зростаючих загроз техногенного, 
природного та воєнного характеру, особливо 
в контексті повномасштабної війни в Україні, 
ефективність і швидкість реагування на НС 
набувають критичного значення. Інтеграція ШІ 
у освітній процес може стати фактором інтенси-
фікації у формуванні компетентностей майбут-
ніх рятувальників, однак залишаються відкри-
тими питання її ефективності, етичних аспектів 
та безпекових викликів.

Враховуючи зазначені виклики, необхідно 
розробити науково обґрунтовані підходи впро-
вадження ШІ-технології у систему підготовки 
рятувальників,  виходячи з критеріїв ефектив-
ності, безпеки та адаптивності до динамічно змі-
нюваних загроз. Дослідження має зосередитися 
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на формуванні науково-обґрунтованих реко-
мендацій щодо адаптивного навчання фахів-
ців цивільного захисту на основі аналізу тен-
денцій і оптимального використання штучного 
інтелекту у сфері цивільного захисту в умовах 
сучасних викликів.

Мета дослідження. Визначити оптимальні 
підходи до інтеграції штучного інтелекту у під-
готовку фахівців цивільного захисту в Україні, 
зокрема, в умовах війни, оцінити його вплив на 
освітній процес та розробити науково-обґрунто-
вані рекомендації щодо безпечного та ефектив-
ного використання ШІ в освітніх програмах.

Методи дослідження. Для досягнення 
поставленої мети в даній роботі використано 
поєднання якісних і кількісних методів дослі-
дження. Зокрема: системний огляд та ана-
ліз наукових статей, галузевих звітів та нор-
мативно-правової бази, методи порівняння 
результатів та методи синтезу результатів. 
Метод форсайт-аналізу, метод SWOT-аналізу, 
моделювання сценаріїв.

Аналіз останніх досліджень і публікацій. 
Міжнародний досвід впровадження ШІ у про-
цес підготовки спеціалістів рятувальних служб 
засвідчує широкий спектр різноманітних сфер 
застосування ШІ як у процесі набуття нових 
знань, так і підвищення наявної кваліфіка-
ції, розширення можливостей фахівців служб 
реагування на НС. Ключові публікації та іні-
ціативи, які досліджують інтеграцію ШІ в цій 
галузі, можна розділити за такими напрямками:   
ШІ в аварійно-рятувальній техніці; ШI для гума-
нітарних місій; ШІ у системі підготовки ряту-
вальників; ШІ у рятувальних операціях на воді; 
глобальні ідеї щодо впровадження штучного 
інтелекту в освіту.

Так у роботі (Chan, Lee, Zeng, Yeo, Tan, Wang, 
Lee, Chatterjee, Noller, Agus, Khan, Thahir, Elara, 
Ang, Anariba, 2024) авторами висвітлено дослі-
дження, проведене за участі 95 осіб, в рам-
ках трансдисциплінарного семінару STEAMxD 
(STEAM = Science, Technology, Engineering, Arts 
and Mathematics, D = Design Thinking). Фокус 
дослідження був спрямований на вивчення та 
демонстрацію потенціалу ШІ в підготовці май-
бутніх фахівців до роботи на роботизованій ава-
рійно-рятувальній техніці та реагуванні на сти-
хійні лиха. 

Дослідницький проект (Gözalan, John, 
Lübcke, Maier, Reimann, Richter, Zverev, 2020), 
присвячений допомозі морському пошуково-
рятувальному персоналу (SAR) штучним інте-
лектом, підкреслив розробку орієнтованих на 
користувача систем для підтримки радіозв’язку. 
Ця ініціатива демонструє застосування ШІ для 

підвищення оперативної ефективності та без-
пеки в сценаріях рятувальних робіт на морі. 

Дослідження (Kohler, Scharte, 2020; Hauri, 
Kohler, Roth, Käser, Prior, Scharte, 2020; Kohler, 
2021), підготовлені Центром досліджень без-
пеки (CSS) при ETH Zürich на замовлення 
Федерального офісу цивільного захисту Швей-
царії (FOCP) та Федеральної комісії з ядерного, 
біологічного та хімічного захисту Швейцарії 
(ComNBC), присвячені аналізу та стратегічному 
передбаченню ключових соціальних, техноло-
гічних, зокрема ШІ, та екологічних трендів, які 
впливатимуть на систему цивільного захисту 
Швейцарії до 2030 року з метою покращення 
підготовки фахівців цивільного захисту та удо-
сконалення процесів підтримки прийняття 
рішень в умовах невизначеності. 

Робота (Berntzen, Sørensen,  Johannessen,  
Nielsen, Sandberg, Carlström, Khorram-Manesh, 
2025) є частиною проекту Erasmus+ “Tele-
Training in Crisis Management” та зосереджена 
на дослідженні використання ШІ, зокрема 
ChatGPT, для покращення навчання з управ-
ління НС. У роботі показано, як інструменти на 
основі ШІ, такі як ChatGPT, можуть створювати 
динамічні навчальні середовища для тран-
скордонних груп реагування на НС. У роботі 
(Smotr, Karabyn, Malets, Golovatyi, 2024) автори 
розглядають, як, використовуючи інструмен-
тарій сучасних ІТ-технологій, гейміфікувати 
навчальний процес відповідно до специфіки 
освітнього контенту та підвищення мотивацію 
студентів до навчання.

Проведений огляд літературних джерел 
дозволяє зробити висновок, що ШІ та інстру-
менти з його інтеграцією мають значний потен-
ціал для трансформації підготовки фахівців 
цивільного захисту, зокрема через інтеграцію 
в освітні програми, симуляції, операційні про-
цеси та стратегічне прогнозування. Однак, оче-
видною є необхідність створення чіткої стратегії 
для інтеграції ШІ в підготовку фахівців ЦЗ. 

Виклад основного матеріалу. На основі 
аналізу літературних джерел, що охоплюють як 
стратегічні звіти, так і прикладні дослідження 
щодо впровадження ШІ в освіту та сферу 
цивільного захисту, було виявлено необхід-
ність системного підходу до формування ком-
петентностей майбутніх фахівців у цій галузі. 
Інтеграція ШІ у професійну підготовку не пови-
нна зводитися виключно до технічного опану-
вання інструментів, а має передбачати роз-
виток аналітичного мислення, здатності до 
роботи в умовах невизначеності, дотримання 
етичних стандартів та здатності до міждисци-
плінарної взаємодії. 
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З метою систематизації складних взаємо- 
зв’язків між ключовими трендами (цифровіза-
ція, урбанізація, кліматичні зміни тощо) (Hauri, 
Kohler, Roth, Käser, Prior, Scharte, 2020), що фор-
мують нові виклики у сфері цивільного захисту, 
та відповідними компетенціями, які мають бути 
сформовані у фахівців цієї галузі, було ство-
рено інфографіку (рис. 1) у вигляді таблиці від-
повідності. Вона демонструє, які саме знання, 
навички та установки мають бути сформовані 
у здобувачів освіти залежно від впливу кожного 
тренду (ШІ, цифровізація, кліматичні зміни, 
мобільність тощо). Зокрема, тренди, пов’язані 
з ШI та цифровізацією, зумовлюють потребу 
в оволодінні основами машинного навчання, 
цифрової грамотності, управління ризиками 
та  кризовими комунікаціями. Водночас соці-
альні тренди, такі як демографія чи економіка 
спільного користування, актуалізують компе-
тенції з інклюзивності, роботи з вразливими 
групами та логістики.

Традиційні підходи до побудови навчальних 
програм, що базуються на стандартизованому 
змісті та фіксованих компетенціях, виявляються 
недостатньо гнучкими для ефективної відповіді 
на нові виклики. Одним із ключових викликів 
є здатність освітньої системи своєчасно реа-
гувати на зміну профілю ризиків, враховуючи 
стратегічні тренди, такі як цифровізація, авто-
матизація, зміна клімату, урбанізація, викорис-
тання безпілотних систем, зростання склад-
ності НС тощо. Очевидно, що ШІ відкриває нові 
можливості для створення адаптивних освіт-
ніх траєкторій, орієнтованих на індивідуальні 
потреби здобувачів, реальний рівень їхньої під-
готовки та сценарні прогнози розвитку ситуацій. 

Водночас впровадження ШI в освітній процес 
повинно базуватись на формалізованих моде-
лях, що враховують як стратегічну важливість 
компетенцій у контексті глобальних трендів, 
так і механізми персоналізованого навчання. 
Саме така інтеграція дозволяє підвищити адап-
тивність та ефективність підготовки фахівців 
у сфері цивільного захисту.

З метою обґрунтування рішень щодо інтегра-
ції ШІ в освітні програми було розроблено кон-
цептуально-математичну модель, яка дозволяє 
враховувати адаптивність навчальних модулів, 
ефективність їхнього впливу на формування 
компетенцій, а також прогнозувати потреби в під-
готовці фахівців залежно від зміни ризикового 
профілю з урахуванням стратегічних трендів. 

Методологія побудови моделі. Методоло-
гічною основою нашого дослідження було поєд-
нання принципів стратегічного форсайт-аналізу 
(foresight analysis) у сфері цивільного захисту 
з підходами адаптивного навчання з використан-
ням ШІ. Запропонована концептуально-мате-
матична модель розроблена як двофакторна 
система, що поєднує: оцінку впливу зовнішніх 
трендів на необхідні професійні компетент-
ності та оптимізацію навчальних траєкторій 
для здобувачів вищої освіти безпекового спря-
мування залежно від їхнього поточного рівня, 
прогнозованих сценаріїв ризику настання та 
перебігу НС та доступних навчальних ресурсів.

Загалом модель реалізована як система вза-
ємодіючих блоків. Вхідними параметрами, якої 
є: тренди (T), рівень ризику (R), профіль компе-
тенцій (C), часовий горизонт прогнозу (τ) тощо, 
а цільова функція передбачає максимізацію 
відповідності між трендами та сформованими 

 
Рис. 1. Відповідність між трендами ЦЗ та компетентностями фахівців цієї галузі
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компетентностями, з урахуванням обмежень 
на ресурси, початковий рівень підготовки здо-
бувача та час. 

Для кращого розуміння вхідних даних визна-
чимо множини і змінні для нашої моделі: 

–– T = {t1, t2, ..., tk} – множина трендів цивіль-
ного захисту (наприклад, «Штучний інтелект», 
«Безпілотні системи (UAV/UGV)», «Кліматичні 
зміни» тощо) де k – кількість задекларованих 
трендів;

–– S = {s1, s2, ..., sn} – множина здобувачів, де 
n – кількість здобувачів;

–– C = {c1, c2, ..., cm} – множина компетенцій, 
необхідних для фахівців цивільного захисту 
(наприклад, «Оцінка ризиків», «Керування 
ресурсами» тощо), де m – кількість компетенцій;

–– M = {m1, m2, ..., mp} – множина навчаль-
них модулів (наприклад, «Аналіз ризиків», 
«Реагування на НС», «Прогнозування криз»),  
де p – кількість модулів;

–– R = {r1, r2,..., rl} – множина сценаріїв НС,  
де l – загальна кількість сценаріїв;

Psi = psi,1), psi,2, … psi,1,m – вектор початкового 
рівня підготовки здобувача s_i за кожною ком-
петенцією з множини C (тобто кожен елемент 
вектора Psi – це значення psi, j, яке показує, 
наскільки студент si володіє компетенцією sj, де 
значення Psi, j ∈ [0,1], де 0 – повна відсутність 
компетенції, а 1 – повне її освоєння, де i = 1, 2, 
..., n, j = 1, 2, ..., m;

–– NT = {nt1, nt2, ..., ntq} – множина навчаль-
них траєкторій, де кожна nti – це послідовність 
модулів для здобувача;

–– Wtrend = [wti,cj] – матриця ваг впливу тренду 
ti на компетенцію сj, де значення ваг wti,cj ∈ [0,1], 
де 0 – повна відсутність впливу тренду ti, а 1 – 
тренд ti максимально впливає на компетенцію сj; 

–– πr – ймовірність реалізації сценарію r;
–– wj(r) – вага компетентності с_j для сцена-

рію r; 
–– q(m,j) – вклад модуля m у розвиток компе-

тенції сj;
–– α – коефіцієнт ефективності ШІ персона-

лізації. Вказує на якість адаптації навчального 
процесу під конкретного здобувача освіти, тобто 
на якість аналітики і точність рекомендацій, які 
видає ШІ. Де α: < 0,4 – слабкий рівень персо-
налізації (система підбирає модулі погано, 
навчання майже не адаптоване); 0,4–0,7 – 
середній рівень персоналізації (помірна адап-
тація); 0,7–0,9 – високий рівень персоналізації; 
1 – індивідуальний рівень адаптації.

Формування трендової матриці впливу. 
Перший етап моделі передбачає ідентифіка-
цію ключових трендів, що впливають на сферу 
цивільного захисту (наприклад: використання 

дронів, цифровізація, кліматичні ризики, демо-
графічні зміни, інформаційна безпека, гібридні 
загрози тощо). Для кожного тренду ti ∈ T визна-
чається його вплив на формування професій-
ної компетентності ci ∈ C, що відображається 
у вигляді матриці ваг впливу:

Wtrend = [wti,cj],  wti,cj ∈ [0,1].                   (1)

Залучення експертів галузі дозволить здій-
снити якісне і кількісне наповнення цієї матриці.

Сценарне моделювання ризиків. На дру-
гому етапі вводиться множина потенційних сце-
наріїв НС R = {r1, r2,..., rl}, кожному з яких при-
писується ймовірність реалізації πr та множина 
ваг компетенцій wj(r), які будуть критичними для 
відповідного сценарію. Визначення wj(r) відбу-
вається як агрегат впливів релевантних трендів:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

,                (2)

де: – wj(r) –  вага компетенції cj  для сценарію  r;
–– T(r)⊆T – підмножина трендів, релевантних 

для сценарію r;
–– βti – інтенсивність тренду ti  в контексті сце-

нарію r (експертна оцінка), що відображає силу 
впливу тренду на освітні потреби підготовки 
фахівців у заданому сценарії НС, задається від-
повідно до рівня важливості в діапазоні [0, 1], де 
0 – повна відсутність впливу тренду у контексті 
сценарію (наприклад, внесок тренду «Урбаніза-
ція» в сценарії НС «Катастрофа на морському 
судні» дорівнюватиме 0), а 1 – тренд є критично 
важливим для заданого сценарію (наприклад, 
внесок тренду «Штучний інтелект» у сценарії 
НС «Масова евакуація із застосуванням авто-
номних систем» дорівнюватиме 1);

–– wti	,сj – вага впливу тренду ti на компетенцію 
cj (з матриці Wtrend).

Побудова адаптивної освітньої траєкто-
рії. На основі попереднього оцінювання рівня 
підготовки кожного студента psi,j ∈ [0,1], сис-
тема ШІ формує персоналізовану траєкторію 
навчання шляхом вибору оптимального набору 
модулів NTs ⊆ М. Мета – максимізувати очіку-
ване зростання пріоритетних компетенцій у сце-
нарному контексті:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

,             (3)

де приріст компетентності:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

          (4)

1 – ps,j  – це «залишковий потенціал» для 
розвитку компетенції cj; qm,j  –  вклад модуля m 
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у розвиток компетентності ci, а α – коефіцієнт 
ефективності ШІ персоналізації.

Обмеження та ресурсні умови. Оптимі-
зація відбувається з урахуванням ресурсних 
обмежень, наприклад, загальної тривалості 
навчання, фінансового бюджету або логістич-
них бар’єрів:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

,                        (5)

де Vm – витрати на модуль m, а Bs –  макси-
мально допустимий бюджет для здобувача s.

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

,                       (6)

де Тm – час на модуль m, а Тs –  доступний час 
здобувача s.

Оцінювання ефективності навчання. Онов-
лений рівень компетентності:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

,                     (7)

де 

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

.
Індивідуальна ефективність:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

.             (8)

Загальна ефективність освітньої програми:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

.                    (9)

Функція мінімізації відхилення між сформо-
ваними компетентностями та вимогами сцена-
ріїв:

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

.                  (10)

Для ілюстрації практичного застосування 
запропонованої та описаної вище концеп-
туально-математичної моделі, розглянемо 
умовного студента з заданими параметрами 
навчального процесу. Це дозволить наочно 

продемонструвати, як модель працює на кон-
кретних даних, а також оцінити її здатність 
відображати реальні аспекти освітньої діяль-
ності. Нижче наведено покроковий розрахунок 
навчальної траєкторії для умовного студента, 
що базується на його поточному рівні компе-
тентностей, прогнозованому сценарії НС та 
доступних навчальних ресурсах.

Приклад розрахунку для умовного сту-
дента. Вхідні дані: Розглянемо умовного сту-
дента s1, який має певний початковий рівень 
сформованості ключових компетентностей, 
релевантних до реагування на надзвичайні 
ситуації. Зокрема, оцінено рівень його підго-
товки за трьома компетентностями: «Робота 
з БПЛА» – 0,30, «Аналіз ризиків» – 0,50 та 
«Прийняття рішень у НС» – 0,45.

У якості контексту для побудови навчальної 
траєкторії обрано сценарій надзвичайної ситу-
ації r1 – «Пошук постраждалих після обвалу», 
який має ймовірність реалізації πr1 ) = 0,6. Для 
цього сценарію визначено ваги компетентнос-
тей, що відображають їхню значущість  у від-
повідному контексті: «Робота з БПЛА» – 0,40, 
«Аналіз ризиків» – 0,30 та «Прийняття рішень 
у НС» – 0,35.

На основі цих даних система ШІ формує 
індивідуальну навчальну траєкторію, вико-
ристовуючи доступні навчальні модулі. Кожен 
модуль характеризується вкладом у розвиток 
кожної з компетентностей та часовою вартістю 
(таблиця 1). У даному прикладі розглядаються 
три модулі: «Основи управління БПЛА», «Моде-
лювання НС» та «Оцінка ризиків при ліквіда-
ції наслідків НС». Загальний бюджет часу на 
навчання обмежено 10 годинами, а коефіцієнт 
персоналізації ШІ становить α = 0,85, що вра-
ховує індивідуальні особливості студента при 
формуванні рекомендацій.

Таблиця 1
Навчальні модулі пропоновані штучним інтелектом

Модулі mp qm,j (вклад у розвиток 
компетентності)

Бюджет (год)

M1 – «Основи управління БПЛА» [0,60; 0,10; 0,05] 6
M2 – «Моделювання НС» [0,10; 0,20; 0,60] 4
M3 – «Оцінка ризиків при ліквідації наслідків НС» [0,10; 0,50; 0,10] 5

Таблиця 2
Розрахунок приросту компетентностей

Компетенція ci 1 – cj; ps1, j 

𝑊𝑊𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 = �𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗�,          𝑤𝑤𝑡𝑡𝑖𝑖,𝑐𝑐𝑗𝑗 ∈  [0,1].

НС R = {r₁, r₂,..., 𝑟𝑟𝑙𝑙}

w𝑗𝑗(r) = � 𝛽𝛽𝑡𝑡𝑖𝑖 ∙ w𝑡𝑡𝑖𝑖,c𝑗𝑗  
𝑡𝑡∈𝑇𝑇(𝑟𝑟)

                                                    (2)

max
𝑁𝑁𝑁𝑁𝑠𝑠

�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

∆𝑝𝑝𝑠𝑠,𝑗𝑗                                                 (3) 

∆𝑝𝑝𝑠𝑠,𝑗𝑗 = α ∙ �1 − 𝑝𝑝𝑠𝑠,𝑗𝑗� ∙ � 𝑞𝑞𝑚𝑚,𝑗𝑗
𝑚𝑚∈𝑁𝑁𝑇𝑇𝑠𝑠

                                           (4)

� 𝑉𝑉𝑚𝑚 ≤ 𝐵𝐵𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                             (5)

� Т𝑚𝑚 ≤ Т𝑠𝑠
𝑚𝑚∈𝑁𝑁𝑁𝑁𝑠𝑠

                                                            (6)

𝑝𝑝𝑠𝑠,𝑗𝑗
′ = 𝑝𝑝𝑠𝑠,𝑗𝑗 + ∆𝑝𝑝𝑠𝑠,𝑗𝑗 (7)

де 𝑝𝑝𝑠𝑠,𝑗𝑗
′ ≤ 1.

E(s) =�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

𝑝𝑝𝑠𝑠,𝑗𝑗
′                                        (8)

E𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡 =
1
𝑛𝑛
�𝐸𝐸(𝑠𝑠)
𝑠𝑠∈𝑆𝑆

                                                       (9)

min�𝜋𝜋𝑟𝑟 ∙�𝑤𝑤𝑗𝑗(𝑟𝑟) ∙
𝑚𝑚

𝑗𝑗=1𝑟𝑟∈𝑅𝑅

�𝑝𝑝𝑠𝑠,𝑗𝑗
′ − 𝑤𝑤𝑗𝑗(𝑟𝑟)�                                 (10)

� 𝒒𝒒𝒎𝒎,𝒋𝒋
𝒎𝒎∈𝑵𝑵𝑻𝑻𝒔𝒔

Δ𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋
′

Δps1, j

Робота з БПЛА 0,70 0,60 (M1) + 0,10 (M2) = 0,70 0,85 × 0,70 × 0,70 = 0,4165
Аналіз ризиків 0,50 0,10 (M1) + 0,20 (M2) = 0,30 0,85 × 0,50 × 0,30 = 0,1275
Прийняття рішень у НС 0,55 0,05 (M1) + 0,60 (M2) = 0,65 0,85 × 0,55 × 0,65 = 0,3039
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Розрахунок приросту компетентнос-
тей. На  основі вхідних даних та обмеження 
бюджету часу, модель обирає два навчальні 
модулі M1 («Основи управління БПЛА») та M2 
(«Моделювання НС»), сумарна тривалість 
яких становить 10 годин, що відповідає зада-
ному обмеженню (загальні витрати = 6 + 4 = 10 
годин ≤ бюджету).

Для кожної компетентності обчислюється 
приріст за формулою (4). Результати розрахунку 
приросту компетентностей подано в таблиці 2.

Оновлений рівень компетентностей після 
проходження обраних модулів визначено 
за формулою (7) та подано у таблиці 3.

Загальна ефективність навчання студента s1 
у контексті сценарію r1 обчислюється за форму-
лою (8). Отже, підставляючи отримані значення 
матимемо:

E(s1) = 0,6∙[0,40∙0,7165+0,30∙0,6275+0,35∙ 
0,7539]=0,6∙0,738715=0,44323

Отримане значення E(s1)=0,44323 відобра-
жає інтегральну ефективність навчальної тра-
єкторії з урахуванням ймовірності сценарію та 
вагових коефіцієнтів компетентностей. 

ШI-система сформувала навчальну тра-
єкторію, що забезпечила приріст усіх ключо-
вих компетентностей, зокрема, пріоритетної 
(«Робота з БПЛА»), що свідчить про результа-
тивність підходу.

Висновки. Інтеграція ШІ в підготовку фахівців 
цивільного захисту відкриває нові перспективи 
для створення адаптивних освітніх систем, які 
враховують сучасні виклики, такі як кліматичні 
зміни, урбанізація та гібридні загрози. Запро-
понована концептуально-математична модель 
дозволяє не лише оптимізувати навчальний 

процес, але й прогнозувати потреби у профе-
сійних компетентностях залежно від сценаріїв 
надзвичайних ситуацій. Однак успішна реа-
лізація такої моделі вимагає створення чіткої 
нормативної бази, яка регулюватиме етичні 
аспекти використання ШІ, зокрема захист пер-
сональних даних студентів і забезпечення рів-
ного доступу до технологій. Подальші дослі-
дження мають бути спрямовані на розробку 
стандартів для оцінки ефективності ШІ-систем 
у навчанні та їх інтеграцію в реальні освітні 
програми. Окрім того, впровадження ШІ у під-
готовку фахівців цивільного захисту потребує 
міждисциплінарного підходу, який поєднує тех-
нологічні, педагогічні та етичні аспекти. Важли-
вим є залучення експертів із різних галузей для 
формування навчальних модулів, які відповіда-
ють реальним потребам оперативних служб.

Практичне застосування ШІ, як показано 
в прикладі розрахунку для умовного здобувача, 
демонструє потенціал для підвищення рівня 
компетентностей, але вимагає ретельної вери-
фікації даних і алгоритмів. 

Перспективним напрямком розвитку запро-
понованої концептуально-математичної моделі 
є її експериментальна верифікація та емпі-
рична апробація в умовах реального освітнього 
процесу. У майбутньому доцільно розширити 
дослідження шляхом пілотного впровадження 
запропонованої моделі в навчальних закладах 
із подальшим аналізом її впливу на професійну 
підготовку та ефективність реагування на над-
звичайні ситуації.  Це надасть змогу оцінити 
ступінь точності прогнозування освітніх потреб, 
ефективність формування ключових компе-
тентностей відповідно до актуальних трендів 
у сфері цивільного захисту.

Таблиця 3
Оновлений рівень компетентностей 𝒑𝒑𝒔𝒔𝟏𝟏,𝒋𝒋

′

Компетентність Початковий рівень Приріст Δps1 Оновлений рівень
Робота з БПЛА 0,30 0,4165 0,7165
Аналіз ризиків 0,50 0,1275 0,6275
Прийняття рішень у НС 0,45 0,3039 0,7539
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