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Inrerpaunis komm’roTepHoi Joriku y DevSecOps auis nepeBipku 0e3nexu

Y emammi poszensinymo nioxio oo inmezpayii komn tomeproi nociku y npoyec DevSecOps sk
3ac00y niosuujenHs eeKmusHOCmi agmomamu308anoi nepegipku oesnexu. Ilposedeno auaniz
CYYACHUX MemOodi8 3ACMOCY8ANHHA OPMATLHUX MOOeell, CUMBONbHO20 GukoHanua ma SMT-
po3e’azysauie, 30kpema Z3, y CI/CD-xkonseepax O0nsa nepesipku ROMMux 0Oe3nexu, J102iYHOi
V320001CEHOCI KOMNOHEHMIB | BUABNIEHHS 8PA3IUBOCEU. 3aNpONOHOBAHO MOOelb BKIIOYEHHS
JI02IYH020 auanizamopa y nauniain pospooKu 3 nOemanHum KOHmMpoaem noumux oocmyny 3a
odonomoeoro Open Policy Agent (OPA) ma Rego. Hasedeno npuxiad npaxmuynoi peanizayii
inmezpayii' y euensioi npaguibHO20 Ma NOMUIKOBO20 CYEHAPII8 3ACMOCY8AHHSA JIOSIUHUX YMO8 )
DevSecOps cepeoosuwyi. Oxpemo po3zensanymo nepesazu NOEOHAHMS HOPMANbHUX Memoodi6 i
enyuxkux DevOps-npaxmuk, wo 3abe3neuyioms npoaKxmueHe GUAGICHHA NOMUIOK Oe3neKu uje Ha
emani po3pobku. Pesynomamu O00CHIONCEHHS MOJCYyMb Oymu UKOPUCMAHI Ol CMBOPEHHs
IHMeneKmyanbHuxX cucmem Oe3nexu, 30amuux 00 102IYH020 AHANIZY KOH@I2ypayitl, mpaH3akyil
ma noimuK OOCMyny 8 asmomMamu308aHOMY PEHCUMI.
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Bcmyn

VY cywacHux BeO-momaTKax, a 0coOJMBO Y
(biHaHCOBUX 200 KOPIIOPATHBHUX CUCTEMAaX, KPUTHYHE
3HAYCHHS Ma€ IPaBUIIbHA Peati3awisi MO THK TOCTYITy
(policy-as-code). OnHuM i3 edeKTUBHHUX MIIXOIIB €
iHTerpanist opmManabHOI IIEPEBIPKH JIOTIKH JOCTYITY Y

CI/CD nanriaia (CI/CD pipeline) -
aBTOMATH30BaHOI TIOCHTIIOBHOCTI eTamiB  (KPOKiB,
MpoILECiB), 4Yepe3 sKi IMPOXOIUTH IPOTrpaMHe

3a0e3reveHHs BiJf MOMEHTY HaIllMCaHHsI KOAY JI0 HOTro
po3roprarns (deployment) y po6odoMy cepemoBHIIL
DevSecOps.

AKTyanpHicTB  iHTErpamii  KOMIT FOTEpHOI
noriku B DevSecOps. CyuacHi cucteMun po3poOKH
MPOTrpaMHOr0  3a0€3MEUYEeHHSI  XapaKTepU3YIOThCA
BUCOKMM piBHEM aBTOMAaTH3allii, NpoTe came
aBTOMAaTH3allisg 4YacTo CTa€ JDKEPEelIOM pPH3HKIB
6e3mnexu. [ToMHIIKH y TTONIITHKAX JOCTYITy, HEKOPEKTHI
MepeBipKkM MpaB KOPUCTyBayiB ab0 HeNmpaBWIbHA
iHTerpamiss  MOIYJiB  MOXYTh  HIPHU3BECTH [0
KPUTHUYHHUX BPa3JIUBOCTEH.

DevSecOps migxomanTs a0 Oe3meku sK 10
HEBi’€MHOI YaCTMHM JKUTTEBOTO IIMKIY pPO3POOKH,
aje KIacM4YHi METOAM TECTYBAHHS HE 3aBXIH 3/aTHi
BUSIBUTH JIOTi4HI CYNEPEYHOCTI y MpaBMiIaX JAOCTYITY
YW B3a€MOJIii KOMIIOHEHTIB. TyT CBOIO poJb Biirpae
KOMIT'IOT€pHA JIOTiKa, siKa J103Boiisie (popmatizyBaTu
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npaBwia Oe3nekW y BHITLNI OyneBHX BHpPa3iB i
MIepeBIPATH IX ICTUHHICTh aBTOMATHYHO.

IuTerpartis moriuvaux mepeBipok y DevSecOps-
MaiuraiiH  (JaHIIOr  aBTOMAaTH30BaHWX  IIPOLIECIB
iHTerpamii, TECTyBaHHS Ta JOCTaBKH) CTBOPIOE
JIOJIATKOBHH PIBEHb KOHTPOJIIO, 1110 3a0e3edye:

- paHHE BWSBJICHHS JIOTIYHHX KOH(]IIKTIB y
MOJITHKAX TOCTYILY;

- TIJBUIIEHHS JOBIpM O aBTOMAaTH30BaHUX
MIPOLIECIB PO3TOPTaHHS;
3HW)KEHHS PU3UKY JIIOACHKUX TIOMHJIOK Y
KoH(Iryparmisx 6e3neku.

[HTerpamiss MeToiB KOMII'IOTEPHOI JIOTIKH Y
DevSecOps-tiporiec  ae 3Mory  (opMalizyBaTh
MOJITUKU Oe3NeKH SK Hadip JIOTIYHMX TBEPDKEHb 1
MIEPEBIPATH 1X ICTUHHICTB 32 JOMOMOTOI) AITOPHTMIB
aBToMatuuHOi Bepu(ikamii. lle cTBoproe HOBHIA
PiBEHB MMPO30POCTi Ta nepeadavyBaHOCTI, Je Oe3neKa
CTa€ He JIMIIE IPaKTHKOIO, a H popMaIbHO T0BEICHOIO
BJIACTHBICTIO CUCTEMH.

TakuM 4YMHOM, BHKOPHCTaHHS KOMII FOTEPHOI
noriku 'y DevSecOps He imme aBTOMAaTH3Ye
BeprQiKalio MoJTHK I0CTYILy, ajie i poOuTh Oe3nexy
CHUCTEMH  IMEPEeBIpEHOI0,  BIITBOPIOBAHOIO  Ta
(hopManbHO OOTPYHTOBAHOIO.

Merta gocaigKeHHSI: TIOKa3aTH, K IHTErparlis
komm’rorepaoi  Jnoriku  y  DevSecOps-mporiecu
JI03BOJISIE  aBTOMATH3YBaTH TIIEPEBIpKy  Oe3Iekw,
30KpeMa BHSBJICHHS JIOTIYHHX CYIIEPEYHOCTEH Y
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MOJITUKAX JIOCTYIy Ta YNpPaBIiHHI IpaBaMH aBTeHTH(DIKALIT) 3aCTOCOBYIOTh MO/JIETIbHI
KOpHUCTYBaYiB. nepeBipHukn 1 temnopansHi jorikn (LTL, CTL,

3aBnaHHA NOCTIKEHHS

1) MIPOaHAII3yBaTH POIb (HOPMAIBHOI
soriku y nporecax DevSecOps;

2) pO3poOUTH  MOJEINb
morivHoro aHanizaropa y CI/CD-koHBeep;

3) HaBECTH IMPUKJIAOH 3aCTOCYBaHHS
JIOTIYHHX MEPEeBIPOK Ha OCHOBI MOJIITHK JOCTYILY;

4) TIOPIBHATH IIPABUIbHUN
HeTIPaBWIbHUM CIeHapil HAIAIITYBAHHS JIOCTYIIIB,;

5) BU3HAYUTH NIepEeBarv BUKOPHCTaHHS
JIOTIYHMX METOMIB JuIsi 3a0e3reueHHs Oe3neKkd B
aBTOMAaTHU30BaHMX CEPEIOBHIIAX.

iHTeTparii

Ta

Ozns10 DevSecOps i poni noziku

DevSecOps — miaxin, sikuil iHTETpye Oe3nexy
SK HeBig'eMHy dYactuHy DevOps-ipouecy: Bif
TUTaHYBaHHS i PO3POOKH JI0 TECTYBaHHS, PO3TOPTAHHS
it MoHiTOpHHTY. Meta — 3pymmtH Bripaso (shift-left)
NepeBipky Oe3rekn, MEepeTBOPHUBLIM iX 31 CTYIEHS
KOHTPOJTIO TiCyIsI pesli3y Ha aBTOMAaTH30BaHi TeHT-4eKi

y CI/CD. TIlpaktuku DevSecOps BKIIOYAIOTH
MOJITUKK  JTOCTYIY, aBTOMAaTHYHI CKaHepH,
IHTErpoBaHi TecTH OE3MeKH Ta MOHITOPUHT Yy
npoxykrtusi [1,2].

Knacnuni Ttectm Ta JiHTEpH BUSABISIOTH

TEXHIYHI Je(eKTH, aje PiaKO BUSBIIOTH JIOTiYHI
CYIIEpEeYHOCTI B TMOJITHKaX MAocTyry abo ymoBax
B3a€MOJIii KOMITOHEHTIB (HANpPHUKIAM: IBi MOJITHKH,
SIKI B CyMi JJalOTh HEOUiKyBaHi IpaBa).

Komn’rorepHa JIoTiKa JIO3BOJISLIE
¢dopManizyBaTH MOJITUKH JOCTYIy SIK JIOTi4HI
(dbopMyH i MATEMAaTHYHO JTOBECTH (200 CIIPOCTYBaTH)
iX  BIACTHBOCTI:  BIACYTHICTH  CYIIEPEYHOCTEH,
HEMOXXJIMBICTh ~ JOCSTHEHHSI HEOaXaHOTO  CTaHy,
30epekeHHs iHBapiaHTiB. Ll ¢opmanbHa mepeBipka
pobuTh Oe3MmeKy BiITBOPIOBAHOIO Ta MPHJIATHOIO JJIS
aBTOMaTH3aIlii B maimaitai [3-5].

OCHOBHI  JIOTIYHI ~ MIAXOAM Ta  TEXHIKU
3actocoBHiI B DevSecOps 1e nexnapaTHBHI paBuia,
ctBoproBaHi Policy-as-code 3 BpaxyBaHHSIM JBHXXKIB
moritTik Ta SMT / SAT-niepeBipku.

[omituku nocrymy oQoOpMITIOIOTECS SIK KOJ
(Rego/OPA, Gatekeeper, Conftest) i 3amyckatoTbes y
Continuous  Integration (CI) Oe3nepepBHiit
iHTeTpaIlii 3MiH y KOJi s OJOKYBaHHS HEOC3MEUHIX
3MiH (iH}pacTpyKTypH, KoHOirypamniii, J03BOJIIB) 110
posropranHs. Takuil miAXix JO3BOJISE IHCATH TECTH
TIOJITHK, BEPCYBATH iX 1 BUKOHYBATH y Mairuiaiiui [6].

SMT / SAT-niepeBipka (Z3, cve5 Tomo), SMT-
coJIBEpH (Satisfiability Modulo Theories)
BUKOPHCTOBYIOTBCSL U1 TIEPEBIPKM  JIOTTYHHX
TBEP/PKEHB IPO KOz abo Mozieli (HarpuKial, 9u iCHye
KoH(pIryparmist, siKa J03BOJs€E OOIWTH TONITHKY).
Iarerpanis SMT y CI 1o3Bosnsie aBTOMaTHYHO IIYKaTH
KOHTp NPHUKIaaN 10 crenudikamii [2].

Jns cucreM i3 KOHKYpeHIi€l0 abo 4acoBUMHU
BJIACTHBOCTSIMH (HIOPANOK TpaH3aKLil, MPOTOKOIH
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TLA+). Bouu no3Bomsitoth (opmanbHO JOKa3aTH
BIIACTUBOCTI THITy «3aBXKIU HE BiAOymeTbcs X»
(safety) abo «3pemroro BimOymerbess Y» (liveness).
3actocoBHi iHCTpyMeHTH — NuSMV, SPIN, TLA+
(TLC, Apalache) [7-8].

s Bepudikarlii moBeAiHKY Iporpam i cMapT-
KOHTPAKTiB  BHKOPHUCTOBYIOTb CHMBOJIbHE  a0o
KOHKOJIIK (CHMBOJIIYHE + KOHKPETHE) BHKOHAHHS, 1110
renepye ymoBHu (path constraints), BupiIIeHHS SKHX
BinOyBaeTbcst 3a pomomororo SMT-consepis. lle
e(eKTUBHO ISl KOPOTKHUX, JCTEPMIHOBAHUX MPOTPaM
(mampuknan, smart-contracts) [9].

®opMmanpHi  MeToaM  MOEAHyIOTH 3 ML-
MOJYJISIMH JUISl TIPIOPUTH3ALLSI BUSIBICHUX HpoOIIeM,
reHepamii TecTiB ab0 aBTOMaTHYHOI Kiacuikamii
TIoTIepeKEHb, 3 METOIO i IBUIIUTH MaclITabOBaHICTh
Ta 3MEHLINTH IIyM Y CHOBIIICHHSAX. P03BHBaeThCs
HampsiIMOK ~ «popmanbHa  jorika  +  Al» s
aBTOMAaTUYHOTO BHSABJICHHS IATEPHIB BPa3IMBOCTEH
[10].

OcranHi gocniypkeHHs y cdepi CUMBOJIIYHOTO
BHUKOHAHHS MIPOTPaMHOTO 3a0e3reyeHHs
JIEMOHCTPYIOTh 3HAYHWHA TMOTCHIAN U iHTerparil
METOJIiB KOMIT F0TepHO1 Jioriku B DevSecOps-mporecu
3 METOIO Mi/IBUILCHHS OE3MEKH.

3okpema, [11] Ta [12] HamarOTh KOMILICKCHI
OIJIIAM 3aCTOCYBaHb CHMBOJIYHOTO BHKOHaHHA Yy
BUSBIICHHI Bpa3MBOCTEH, aHami3i mkimmuBoro [13,
MPOIIMBOK Ta  IPOTOKONIB, MO  MiJKPECIIOE
MOXJIUBICTh fforo BUKOPHCTaHHS JUIst
aBTOMAaTHU30BaHOTO TECTYBaHHS Ta 3a0e3Me4eHHS
6e311e4HOi pO3pOOKH.

IHctpymentn Ta Habip B3a€MONOB’S3aHUX
TEXHOJIOTi, MOB IIpOrpaMyBaHHs, (pEHMBOPKIB,
6i0ioTex Ta IHCTPYMEHTIB (crex), AKi
BUKOPHCTOBYIOTBCSI pa3oM Uil CTBOpeHHs abo
MATPUMKH CHUCTEMH /CTEK, SIKi BHKOPHUCTOBYIOTH Yy
npakrani DevSecOps:

1) Open Policy Agent (OPA) / Rego —
momituku sk kox miust CI/CD, Kubernetes i cepsic-
LIUTIO31B, MIATPHUMY€E TECTYBaHHS IOJITHK 1 3aIyCK Y
maiiaitai [6];

2) SMT / Theorem provers (Microsoft
73, cvc5) — i nepeBipKy BIACTUBOCTEH Mporpam,
KPHIITOIIPOTOKOJIIB, aHAJTi3y PU3HKIB [2];

3) Model checkers (NuSMV, SPIN,
TLA+ tools: TLC/Apalache) — s anamizy
MIPOTOKOJIB, TIOPSAJOK-4aCOBHX  BJIACTHBOCTEH 1

BUSBIICHHS JCUIOKIB/IepKaBHAX CTaHiB [7];

4) Symbolic execution tools (Mythril
it EVM) — aBroMaTr4HUit aHalli3 cMapT-KOHTPAKTIiB
[9%;

5) CI/CD inTerpamii Ta HpakTHKH —
GitLab/Jenkins/Azure Pipelines interpytors policy-
checks, TectyBanns i Baninanito [aC (indpacTpykrypn
SIK KOJT) TIepeJl pO3TOPTaHHSM.
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Hokymentn Ta mocioaukun (NIST, DoD)
OIMCYIOTH IIa0JOHN BOYIyBaHHS TaKUX NEPEBIPOK y
maimmaita [13].

HaBenemo mnpukiangym NpakTHYHUX IATEPHIB
(mwabmonn inrerpanii y CI/CD):

- TIEPEBIPKU MOJITHK Hepe]l 3MUTTIM — 3aIyCK

OPA/Rego abo unit-TecTiB MOJITHK NPU CTBOPEHHI
Pull Request, 3auTTS ONOKYETBCS, SKIIO €
HeBiAMoBiAHOCTI [ 14];
NepeBipKM  HAa  KOHTPOJIBHOMY  eTami
SMT/SAT — Ha KO’)KHOMY €Tarli peii3y CTBOPIOIOTHCS
¢dopmanbHi  Momenmi (31 cnemnumdikamii  abo
KoH(irypamiif), sxi mnepeBipstoThes uepe3 Z3 abo
NuSMV, skio 3HaXOIWUTHCS TOMUIIKA, TaWIUIaliH
3YIUHSETHCS [2];

- OesmepepBHa TepeBipka KOH(Iryparii i
iHppacTpyKTypH, $K KOy — TepeBipka aiiniB
Terraform, Helm Ta Manifest 3a momiTukamMu B KOZI1
(Conftest + OPA) nepen ix 3acrocyBanHsm [15];
MOHITOPUHT  ICIISE  PO3rOpTaHHSA  Ta
(dopManbHi TIepeBipKM — IIiCNIS  perni3y cHucreMa
KOHTPOJIIOE KJIIOYOBI BJIACTUBOCTI B TMPOAYKTHBI
(3HIMKH cTaHy, TIIepeBipKa BIIACTUBOCTEH) 1 mpu
MOPYIICHHSAX BHIpABIs€ a0 BIIKOYYETHCS IO
roriepetHbOoi Bepceii [16].

lMepeeacu ma o6MexeHHs1 3acmocyeaHHSs
¢hopmanbHoi n1ociku e DevSecOps

[NepeBaru 3actocyBaHHs (hOPMAIBHOT JIOTIKH B
DevSecOps:

- BUSIBJIGHHS JIOTIYHHMX Bpa3JIMBOCTEH,
MIPOITYCKAIOTh 3BUYaliHi TecTH [2] ;

- aBTOMATH3AIlis KOHTPOJIO MOMITHK («policy-
as-code») 1 BiATBOPIOBaHICTh TepeBIpok [14];

- (hopMaIbHI rapaHTii U1 KPUTHYHUX MOYIIIB
(marexi, aBTenTH(}IKais, smart-koHTpakTH) [17].

OOMeskeHHs / BUKIIHKH:

- MacmTaboBaHICTh i state-explosion:
MOJICTIbHI ~ TIEPEBIPKM  Ta CHMBOJIBHUM  aHaii3
CTPaXAAIOTh BiJl EKCIIOHEHIIaJbHOTO POCTY CTaHiB
JUIST  BEIMKHX CHCTeM; ToOTpiOHi aOcTpakmii i
EBPUCTHKH [7];

- BUTpaTH  Ha  (opmamizamiio:  sKicHa
crermdikamis — 1€ TPYAOMICTKHNA Tiporec; 0e3
«UUCTHX» crierndikariit IHCTpyMeHTH
MaoeeKTHBHi [8];

-ImyM Yy  TOBiIOMIEHHSX /  XuWOHI
CHpalboByBaHHSA: 100  cHcTeMa  IparoBaja
edexkTuBHO, (hopMalbHI epeBipKH Tpeda MOoeTHYBaTH
3 BiZOOPOM BaXJMBHX CHOBilIeHb (triage) Ta
¢uteTpaniero 3a gonomororo ML [10].

JocmipkeHHsT OCTaHHIX POKIB ITiAKPECIIOI0TH
eeKTUBHICTh IHTErpamii KOMII'IOTEpHOI JIOTIKH Y
DevSecOps-tiporiecn  aist  3a0e3MeUYeHHs  Oe3MeKH
MIPOTPaMHHX CHCTEM.

Tak, [18] mpomoOHYIOTHP METOAM Ta MOAEMTI
aBTOMAaTHU30BaHOTO IMOUIYKY Bpa3MBOCTEH Yy BeO-
JoJlaTkax, L0 JEMOHCTPYE NPaKTHYHY peatizaliio
0€e311eYHOT0 TeCTyBaHHS.

SIK1
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ABTOp pobotH [19] akueHTye Ha BUKOpUCTaHHI

DevSecOps  mis  aHamizy CydYaCHHX  3arpo3
iHpopmaniiHoi Oe3nekw, Tomi sk [20] mpoBoAHTH
MOPIBHSUIBHUM ~ aHai3  MeTomiB  (hopMaibHOL

Bepudikamii 1y CUCTEM KPUTHYHOTO NPU3HAYCHHS,
mo 3abe3neyye HaIIHICTD 1 TOYHICTh IHTETPOBaHUX
pillIeHb.

Tox, piTepaTypHi jJKeperna HaaloTh HACTYIHI
peKoMeHalii I HpakTH4YHOI pearnizamii mporecy
iHTerpanii - GopMarbHMX  METOIIB Ta  JIOTIYHOI
nepeBipku B DevSecOps-naiimaiia:

a) moumHatu 3 mnoxituk (OPA/Rego) s
HalyacTiMX 1 KPUTHYHHUX TIPABWII; BEPCIOHYBATH i
TECTYBaTH MOJITHKH [6];

0) JUTSt KJIFOUYOBUX KOMIIOHCHTIB
(aBreHTH(]iKamis, TpaH3aKLii, sSMmart-KOHTPAKTH)
3aCTOCYBaTH CHUMBOJIBHUH aHaii3, SMT-po3B’s3yBaui
abo model checking 3a MexamMu OCHOBHHX IOHIT-
TecTiB [2], /Uil TepeBIpKM NPHUXOBAHHUX JIOTTYHHX

MIOMUJIOK, CTaHIB TOHOK, HEACTEPMIHI3MY 4YH
MTOPYIICHHS OC3MIEKOBUX IHBAPiaHTIB;
B) BOynmyBatun (QopmanbHI TepeBipku Y

MalIuIaiiH y poJii KOHTPOJIEHOTO Oap’epa (10 3IHTTS,
JI0 pPO3rOpPTaHHs) Ta MiJKIIOYATH ABTOMAaTHYHI
crnoBimeHHs i npuritymenHs (irerpanii: Slack, Jira))
[14].

B pexkomeHpmamii  «a)» JOridHi  Mopewi
BU3HAYAIOTh IHBAapiaHTH O€3MeKH y BUIJISIL MPaBHII
JIOCTYILy, CyMiCHOCTI KOH(irypariiif abo 3anekHocTei
KOMITOHEHTIB, 1[0 J1a€ 3MOT'Y aBTOMAaTHYHO BUSIBIISITH
TIOPYIICHHS TOJIITHK 1€ 10 BUKOHAHHS KOAY;

3a pexomeHpamiero «0)» Z3 Ta moniOHI
IHCTPYMEHTH I03BOJISIIOTH (POPMABHO IOBECTH, IO
TIEBHI YMOBH 3aBXK/TU ICTHHHI, 200 )X HeOE3IeUHI CTaHH

HEJIOCSDKHI.
Ha erami BOynmoByBamHS  (hopManbHUX
MepeBipOK  JIOTiYHAa TepeBipka BHKOHYE  pOJb

KOHTPOJILHOTO (ifbTpa, KUl OJOKYye 3IHUTTS KOAy,
SIKIIIO JIOTTYHI YMOBH O€3IEKH MOPYIICHO, TOOTO cTae
YaCTHHOIO aBTOMATH30BAHOTO MEXaHIi3My [OIYCKY
3MiH JI0 POAAKIIH-CEPEOBUILA, Ti SIKUM PO3yMieEMO
poboue  ceperoBumie, B  SKOMY  IIporpaMmHe
3a0e3revyeHHs abo cucreMa (axTHIHO
BUKOPHCTOBYIOTHCSI KIHIIEBUMH KOPUCTYBAadaMH JIJISI
BUKOHAHHS PEaJIbHUX 3aBIaHb.

[HIIMIME cnioBamH, 11 «GKHBE» CEPEAOBHIIE, 1€
mporpama Mpaioe y IOBHOMY 00cs3i, 00pobisie
peasbHi JaHi Ta Ma€ KPUTHYHE 3HAYCHHS I Oi3HECy
a0o mporiecis.

DevSecOps sik 6e3snepepseHa iHmMezpauis,
mecmyesaHHsl, docmaseka U 6e3neka

DevSecOps e MmOXig 0 PO3POOKH
MIPOTPaAMHOTO 3a0€3MeUCHHS, KU iHTEerpye Oe3meKy
(Security) B xoxHy a3y xutreBoro mukiy DevOps
(muB. TabmuIo 1).

OcHoBHa imes: Oesneka HE JOAAETHCS MICHS
po3po0KkH, a BOYMOBYEThCS 3 CAMOTO IMOYATKy — V



ISSN 1996-1588

Hayxosi npayi JonHTY

Ne2 (41) 2025

Cepis “Inpopmamuxa, xibepnemuxa
ma 06UUCTI08ANbHA MeXHIKa ™

npouecu CI/CD (Continuous Integration / Continuous
Delivery).

IF (isAdmin — canManageUsers) A (TisManager —
—canModifyAccounts)

e o3Hawae, w0 SKIIO KOPUCTYBaY €
Tabmuus | — Eranum sxurteBoro mukiy DevOps aJMiHICTPaTOPOM, BIiH IIOBHHEH MAaTH IIPaBO
Eran OcHoBHI il KepyBaHHS KOPHUCTyBadaMH. SIKIIIO KOPUCTYBad HE €
1 | Continuous Kommnimsiris, IOHIT-TECTH, | MEHEKepOM, BiH HE TOBUHEH MaTH IpaBa 3MiHIOBATH
Integration (CI) | 30ipka apTedaxTiB akayHTH (Tabm.3).
2 Continuous ABTOMaTHYHE TECTYBaHHSA
Testi CT SKOCTI, (yHKII0HATILHOCTI, Tabmws 3 - TaGmuIsd iICTHHHOCTI AJIS TIEPIIO] YaCTHHH
in .
esting (CT) Oe3mexu IIOJIITUKHA
3 . ABTOMaTHYH TOpPTaHHA Ha : : Can
Continuous 0 € posrop isAdmin Pesynbrat (—)
. TecToBUX a00  IIPOJAKIIH- ManageUsers
Delivery (CD)
CepeIOBHUIIIAX 0 0 1
4 . Iocriiinuii MOHITOPHHT, 0 1 1
Continuous . . .
Security Bepudikarist TOJITHK, 1 0 0
KOHTPOJb JOCTYIlY 1 1 1

[HCTpyMEHTH, SKi 3aCTOCOBYIOThCA Ha IIHX
eramax Ta IX 3HAYEHHsS I Oe3leKH HaBEeNEHO B
Tabumni 2.

Tabmunst 2 — Inctpymenrapiit uist DevSecOps

. Hpnmazm. Brecok y 6e3nexy
IHCTPYMEHTIB
1 . . Amnamniz BpaznuBOCTEH Y
Jenkins, GitLab CI kojti (SAST, Linting)
2 | SonarQube, BusiBiieHHS TOMHJIOK i
OWASP ZAP MIOPYIIEHb NOITHK
3 ArgoCD, Spinnaker Hepel.alpKa _BinosinHOCTI
KOoHbiryparriii 6e3nexu
4 | OPA (Open Policy | 3abe3meueHus

Agent), HashiCorp
Sentinel

Y3rO/DKEHOCTI  mid i3
MOJIITUKAMU Oe3IeKu

¥ DevSecOps gacto 3acTOCOBYIOTh (DOpMaIbHI
JIOTIYHI MOZET Ui aBTOMAaTMYHOIO aHalizy Ta
MepeBipKM  TMOJITHK  JIOCTYIly, aBTOpH3alil dYH
KoH(iryparii.

Komm’rorepna sorika TpamumidHO Oa3yeTbcst
Ha OyJeBiil Jorimi, e 3MiHHI MPUAMAIOTh 3HAYCHHS
true abo false. bBymeBa morika  1o3BOJISIE
(opmMaizyBaTi MOBEIIHKY IPOTpPaM i MPOTOKOJIB Y
BHTJISAII JIOTIYHUX BUPA3iB.

[IpennkaTHa 1orika BpaxoBYy€ BIACTHBOCTI
o0’extiB 1 kBantopu (V, 3). Ilpuxmaxg ii
BUKOpHCTaHHS: 3a yMoBoio: Yu (isManager(u) —
canApprove(u)) — yci MEHEIKepH MaloTh MPaBO
3aTBEPIKECHHS

Jlorika momituk (Policy Logic) — sik moeananHs
OyJeBoi, MpenuKaTHOI Ta MOJAANbHOI Joriku. Bona
BUKOpHCTOBYeThbcsl B cuctemax OPA/Rego s
(hopManbHOI IIepeBipKH NPaBHII JOCTYILY

[epeBaramu JIOT1YHOT TEPEBIPKH HOMITHK € :

- MIHIMI3allis JTIOICHKUX IIOMHIIOK;

- (hopmasbHA JOKA30BiCTh KOPEKTHOCTI;

- MOXIIMBICTh aBTOMAaTHYHOI TIEPEBIPKH 3a
JIOTIOMOTOIO TIOJIITHK.

HaBenemo npukimaa: aBTOMaTHYHOI MEpeBipKU
JIOT1YHKMX yMOB. Hampukiaz, 3a1aHo MOJTHKY:
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PesynbraT - icTHHA y BCiX BHIIAIKaX, KPiM KON
aaAMiHICTpaTOp HE  Mae  IpaBa  KepyBaHHA
KOpHUCTYBaYaMH.

Tabmunst icTHHHOCTI AL ApPYroi YacTUHU
nomituku (—isManager — —canModifyAccounts) —
HaBeJeHa B Tabiuii 4:

Tabmunst 4 — Tabmuns iCTHHHOCTI A7t APYTOi YaCTHHH
TIOJITUKH

Is Can is —can Pesyns
Man Modify Manager Modify TaT
ager | Accounts Accounts (=)

0 0 1 1 1

0 1 1 0 0

1 0 0 1 1

1 1 0 0 1

Pesymprar xuOHUWI nwme Tomi, KOIM He-
MEHEDKEep Ma€ TIPaBO 3MiHIOBATH aKAyHTH.

Tabnums 5 meMoOHCTpye KOMOIHOBaHY yMOBY:
(isAdmin — canManageUsers) A (TisManager —
—canModifyAccounts)

Tabimms 5 — Tabuumst ICTUHHOCTI 11 KOMOIHOBAaHOT
MOBU

Can Can

Is M is Modify P

Admin anage Manager odify e3yJIbTaT

Users Accounts

0 0 0 0 1

0 1 0 0 1

1 1 1 1 1

1 0 0 1 0

0 1 0 1 0

1 0 1 0 0
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OTxe, IONITHKA BUKOHYETHCS JIUIIIE TOJI, KOJIH 4) Jenkins, GitLab CI/CD;
aZMIHICTpaTOp Ma€ MpaBo KePyBaHHs, a He-MEHEIDKEP 5) Prometheus, ELK, Sentinel.

HE Ma€ IpaBa 3MiHIOBATH aKayHTH
Rego/OPA-nipukna aBromarnzaiiii HaBeZeHO
Ha puc. 1.

package access
default allow = false
allow {
input.isAdmin
input.canManachsers;

}
deny {

not input.isManager
input.canModifyAccounts

¥
Pucynok 1 — Rego/OPA-npuxian

Policy-as-code  aBTOMaTHM4HO  TEpEBIPUTH
BXI1JIHI JaHi KOPUCTyBa4a i BU3HAYUTH, UM BiJ[IIOBia€
BiH 33IaHAM TPaBHJIaM.

[Npuknan nokasye, mo GopMalibHa JIOTiKa B
DevSecOps 103BoIIsI€ ONMUCYBaTH MOJITUKH JOCTYITY
Bepr(ikoBaHO Ta BiATBOPIOBAHO, 110 POOUTH IpoLEC
6e3rexy yacTuHoIo Oe3nepepsHoro nukity CI/CD, a e
OKPEMHM €TarioM.

Modenb iHmeezpauii noziyHo20 aHanizamopa
y Cl/CD-koHeeep

3aranbHa KOHIEMIIiS MOJENi (TaOmuIls 6).
Mera: BOymyBarn JIOTIYHMH aHaNi3aTop Yy
kouBeep CI/CD s aBromatwyHol Bepudikarii

MOJITUK O€3NeKH, TMpaBWiI JOCTYIly, Ta YMOB
KoH(iryparmii.
Imes:  yoriunmii  aHamizaTop — TepeBipsie

(opmManbHi YMOBH THITY
IF (isAdmin — canManageUsers)
110 abo mepe] pO3rOpPTaHHSAM CHCTEMH.

Tabmmunst 6 — CtpykTypa Mojienti iHTerparii

Eran CI/CD

Omnuc aii

Po3poOHMK KOMITHUTH KO 1

1. Commit & Lint ; ..
MTOJITHKY Y PETIO3UTOPIH

2. Static Analysis
(SAST)

3. Logic
Verification Stage

AHami3 BHXITHOTO KOy Ha
BPa3IMBOCTI

dopmanbHUN JIOTTYHHH

aHaJIi3 MOJIITHK

ABTOMaTHUHE TCCTYBaHHA i

4. Test & Deploy
pO3ropTaHHs

Eran CI/CD Omnwuc it

[HCTpyMEHTaMU eTarriB, HABEICHUX y TAOIUII
6 BiJIIOBITHO HOMEPY €Tara €:

1) Git, Pre-Commit Hooks;
2) SonarQube, Semgrep;
3) Custom Logic Analyzer, OPA/Rego,

Z3;

Takox, BIAMIOBIIHO O €TaIiB HABEAEMO POJh
JIOTIYHOTO aHalli3aTopa:

1) NepeBipka  CHHTAKCUCYy  IPaBHII
TIOJITHK JIOCTYITY;

2) BHABIICHHS JIOTTYHHUX
CYIIEpeYHOCTEH y NpaBuIIax;

3) PO3TOPTaHHS JIMIIE TiCIs YCIIITHOT
Bepudikarii;

4) nepeBipka ICTHHHOCTI Ta
Y3rOJKEHOCT] yMOB;

5) BUSIBJICHHS ~TOPYIIEHb JIOTIYHUX
YMOB y pOOOTI.

ApXiTeKTypHa cXema Mofedl iHTerpamii
JIOTIYHOTO aHaiizaropa y CI/CD-xonBeep

IIPEJCTABICHA HA PUCYHKY 2.

GitPush —» Build — Test — Monitor

Logical

Analyzer

PucyHok 2 — ApxiTekTypHa cxema Mozei

Jloriunmii aHamizaTop BOYIOBYETBCS MIX
eranamu “Build” i “Test”, ne BiH nepesipse:

- BJILAHICTD OyJIEBHX Ta MPEIUKATHIX MPABHI;

- BIZICYTHICTb CylIIepeYHOCTEH y MOTITHKAX;

- BIIIOBITHICTH 3aJJaAHUM YMOBaM O€3IICKH.

Hasememo mpukiman Bepudikarii TOJTITHK
JIOCTYILY JUIsl JIOTIYHUX YMOB (Tabm. 7):

1) agMIiH IIOBHHEH MaTH
kepyBanHs (isAdmin — canManageUsers);

2) He-MEHEKep He MOXE 3MIHIOBaTH
akayHTH (misManager — —canModifyAccounts);

3) TLTBKA MEHEIDKEP MOXKE MPOBOAUTH
3aTBep/KeHHs (canApprove — isManager).

IpaBo

Tabmunst 7 — Tpuknan Bepuikariii moJiTuk

P
Jlor.ymoBa e3yn§TaT Jist cucremn
TIepeBipKU
1 True IIponmycruTn
2 True IIponmycruTn
False 3ynuHUTH

Ha pucyHky 3 HaBeieHO mpUKIaja peaizanii y
CI/CD (Jenkins + OPA + Python).
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stage('Logic Verification') {
steps {
sh 'python logic_analyzer.py
policies.json'
sh 'opa eval --data policies.rego
"data.access.allow" --input input.json’
}
}

Pucynoxk 3 — @parmenr Jenkinsfile

Hwxue naBeneno npoctuii Python-ckpunt s
TIepEeBiPKY JIOTIKH HOMNITHK (PUCYHOK 4).

import json
def implies(a, b){
return (not a) or b
with open("policies.json") as f:
policies = json.load(f)
checks =[
("Admin rule", implies(policies["isAdmin"],
policies["canManageUsers"])),
("Manager rule", implies(not
policies["isManager"], not
policies["canModifyAccounts"]))
]

for name, result in checks:
if not result:
print(f"[FAIL] {name}")
exit(1)
else:
print(f"[OK] {name}")
Pucynox 4 — Ilpuxnan logic analyzer.py
Iepmmit 610k komy — wyactuHa Jenkins
Pipeline, sixa Bm3Hauae eran «Logic Verification»
(mepeBipka  uorikm).  [lo-cyTi, = BHKOHYIOTBCS
(dopManbHi  TIEepeBipKM  TONITHK  JOCTyIy 32
JloroMoroio BiracHoro Python-anamizaropa, a morim
TIOJITHKH OWiHIOIOTHCs yepe3 OPA 11t KOHKpETHOTO
BXI1JTHOTO CIIEHAPIIO.

Pesynbrar IILOTO eTamy JIO3BOJISIE
MIEPEeKOHATUCS, IO TIpaBWja IOJITHK KOPEKTHI 1
3aCTOCOBYIOThCS ITPABMIIBHO, IEPI HIXK PyXaTHUCh Jaii
B MalnaiH.

Jpyruii CKpUnT aBTOMAaTHYHO NEpEBipsie, 4n
BUKOHYIOTBCSI JIOTIUHI 3aJIe)KHOCTI MK IOJITHKAMH
KOPHUCTYBaYiB, 1 CHTHANi3y€ PO HEBIAIOBITHOCTI,
3YMHHSIOUM TIpouec y pasi nmoMwiku. JKypHaibHY
CTOPIHKY NPHUKJIaAy BHUKOHAaHHA NalIuiaiiHy (Jior)
HaBeJeHO B TaOI. 8.

Tabavs 8 — Jlor BUKOHAHHS MaWTUTalHY

Etan [NoBimomueHHS Craryc

Build Code compiled | True
successfully

Logic [OK] Admin rule True

Verification | [OK] Manager rule

Test All unit tests passed True

Deploy Deployed to staging True
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VY pasi, skmo Oyxap-sKe JOTiYHE MPaBHIIO
noBeprae False, KoHBeep 3yNMUHAETHCSI aBTOMATHYHO —
T00TO Oe31eKa iHTerpoBana B MPOLEC PO3TOPTaHHS.

3arpornoHoBaHa MOAENb IHTErpamii JOTiYHOTO
aHalizaropa B CI/CD-xonBeep 3abe3mnedye
(dbopMabHy TEpeBipKYy MOMITHK OC3MEeKH Ha eTarli
30ipKu Ta nepes] po3ropTaHusM, pooistan DevSecOps-
mpomec  OUTbII  HAAIWHMM 1  KOHTPOJHOBAHUM.
Jloriuamit aHamizaTop Mi€ SK aBTOMATH30BaHUI
BepuQikaTop yMOB JIOCTYILy Ta NMpaBmI KOH}Iryparmii,
110 JTO3BOJISIE:

- BHSIBJIATH JIOTIUHI CyNEpPEeYHOCTI Ha paHHIX
eTamnax;

TIOJIITHK

- TapaHTyBaTH  BiAIOBITHICTh
KOPHOPaTHBHUM BUMOT'aM;

- 3yNIUHSTH KOHBEEP Y Pa3i HOPYIIEHHS MPaBUII
Oe3neKu.

Takum umHOM, Oe3reka IEpexoauTh i3
PEaKTUBHOTO [0 IPOAKTUBHOTO piBHS, KoM ii
NepeBipka € HEeBiJ €MHOI0 YacTHHOIO Oe3mepepBHOL
iHTEerpanii Ta 10CTaBKH.

[pukmax peamizamii MOAETIOBAHHS TONITHK
JIOCTYILy: KOXKHa POJIb KOpHCTyBada (hOpMaii3yeThCs
yepe3 OysieBi 3MiHHI Ta JIOTi4HI IpaBuia (HAIIPUKIAI,
isAdmin — canModifyAccounts).

ABTOMaTH30BaHa IEpeBipKa: HPH KOXKHOMY
mymr abo myn-pekBecti SAT-conBep mepeBipsie, 4n
MOXJIMBI KOMOiHamii BXiJHUX JaHUX, SIKi IIOPYLIYIOTh
TTOJIITHKY JTOCTYITY.

CroBileHHsS Ta OJTIOKyBaHHS: SIKIIO
BUSIBIISIETBCST  cymepeunicts, CI/CD  pipeline
aBTOMAaTUYHO OJIOKye pO3TOpTaHHS 1 HaACWIAE

TIOBIJJOMJICHHSI PO3POOHUKAM i3 JETaJIIMHA TIPOOJIEMH.

[epeBaru nigxony:

- paHHE BUSBICHHS JIOTIYHUX IOMHIIOK, IO
IiABUIITy€ O€3MeKy CUCTEMH;
3MEHIICHHS! PHU3UKY HECaHKIIOHOBAHOT'O
JOCTYITY Ta BUTOKY JIaHUX;
aBTOMaTHu3amlis TepeBipkn 0e3 morpedn
PYYHOTO ayauTy.

Pesynbrat: iHTErpamis KoM I0TEpHO]I JIOTIKH Y
DevSecOps no3Boisie e€(pEeKTHBHO KOHTPOJIIOBATH
JIOCTYI y KpUTHYHUX CHCTeMax Ta 3abe3neuye
HAIIHHICTH Ta OE3IeKy Peli3iB.

[Mpuknaam MOXXIMBOTO 3aCTOCYBaHHS MOJEII:

- MOJICTIIOBaHHS CTaHIB JIOCTYIy JI0 PecypciB
(mo3BOINIEHO / 3a00POHEHO);

- TepeBipka  yMOB  aBTOpM3amii  Ta
aBTCHTH(DIKAIIIT;
- BUSIBIICHHS CyIepewINBUX abo

Herepea0adyBaHUX CIIeHapiiB poOOTH HpPOrpamMHOTO
3a0€e3IeYeHHS.

Pe3ynsmamu exkcrniepumeHmie

[Mpuknang po3paxyHKy TIEpeBipKHM  JIOTiKH
JIOCTYILy JUIsl YSIBHOTO IIiIIPHEMCTBA, SIKUH LTIOCTpYE
3aCTOCYBaHHs KOMIT 10TepHOi joriku B DevSecOps.

[Mpuknang po3paxyHKy TIEpeBipKHM  JIOTiKH
JIOCTYILy JUIsl YSIBHOTO IIiIIPHEMCTBA, SIKUH LTIOCTpYE
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3aCTOCYBaHHSI KOMII'foTepHOi Jjoriknu B DevSecOps
HaBEJICHO Ha PUCYHKY 5 Ta ONHMCAHO HIDKYE.

[Mpuknan: mepeBipka NONITHK JOCTYIly Ha
YSIBHOMY MiATIPHEMCTBI.

YmoBa: ysBHe nianpuemctBo “FinSecure” mae
Be0-T0JJaTOK ISl BHYTPINTHIX (PIHAHCOBHX OTICpAIlii.
€ TpH poJti KOPUCTYBAUiB:

- agMinicTparop (Admin) — mOBHUI JOCTYT 1O
BCIX (YHKIIIH;
menemkep (Manager)
YIpaBIiHHS TpaH3aKIisIMH,
aZMIHICTpyBaHHS KOPUCTYBAaYiB;

- npauiBauk (Employee) — nmme meperisin
BJIACHUX JaHUX.

AocTtyn 10

ajie HEC no

MpaBunbHUN CLEeHapil HenpasunbHuii cueHapii

— canModifyAccounts
canManageUsers

isManager [ERENYPIPRIY

A=isAdmin

isAdmin — canModifyAccounts
canManageUsers

isManager — ~isAdmin —cans
canModify isEmployee — -canManageUsers

— canModifyAccourits
Account:

/\ CMOBILEHHS

DEVSECOPS
PIPELINE

[l0CTYN 103BONGHO

[SUEUERES — isMananaen 'pniue

— canManageUsers

Pucynok 5 — DevSecOps iHTerpartist KomIr r1oTepHOi
JIOTIKM sl TIepeBipky Oe3nexu (MpaBMIIbHUN Ta
HEBIpHUH cueHapii)

Jloriuni npaBuna:

1) isAdmin — canModifyAccounts A
canManageUsers;
2) isManager A —isAdmin —

canModifyAccounts;
3) isEmployee A —“isManager A
—isAdmin — canViewOwnData;
4) —isAdmin — —canManageUsers.
[NepeBipka npasui (IpaBUIIEHUNA ciEHApii).
VsaBUMO, 110 HOBUII KOpUCTYyBad Ma€ pOJIb

Manager (isManager = true, isAdmin = false,
isEmployee = false).

[NepeBipka npaBuII JIOTIKK JOCTYILY:

1) isAdmin — canModifyAccounts A
canManageUsers
isAdmin = false — npaBuIIO HE 3aCTOCOBYETHCH.

2) isManager A —isAdmin —
canModifyAccounts

true A true — canModifyAccounts
canModifyAccounts = true — H0OCTyII 103BOJIEHO

3) "isAdmin — —~canManageUsers

true — —canManageUsers

canManageUsers = false — mpaBuI0 JOTPHEMaHO

4) isEmployee A —isManager A —isAdmin —
canViewOwnData

false A false A true — canViewOwnData
MIPABHJIO HE 3aCTOCOBYETHCS.

BucHoBok:
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- MEHEKEp OTPUMY€ JOCTYH IO YIpPaBIiHHA
paxynkamu (canModifyAccounts = true);
MCHEKEp HE  Mae  JIOCTYIy
aZMiHICTpyBaHHS KOpHCTyBauiB (canManageUsers
false);

10

- BCl JIOTiYHI  mpaBWiIa  JOTPUMAHO,
CyHepedyHOCTell HeMae.

puknang 2 (“HenpaBunbHUI”  cHEHapIl).
JleMoHCTpY€e, SK JIOTi4YHA TIepeBipKa  BUSBIISIE

MIOPYIICHHS TTOJIITHKH JOCTYITY:

HenpaBuibHuii cueHapiii nepeBipku JoTikn
JIOCTYILY.

YMoBa: TOW caMuil OJATOK y IiJIPHEMCTBI
“FinSecure”. TlpumycTuMo, MO0 MTOMHJIKOBO B KOJi
MeHemkepy (Manager) HagaHO TOBHHE JIOCTYH IO
aZMIHICTpyBaHHS KOPHUCTYBadiB.

3MiHHI KOpUCTyBaya:

- isManager = true;

- iSAdmin = false;

- isEmployee = false;

- canModifyAccounts = true (IpaBUIBHO);

- canManageUsers = true (mommika!).

Ilepesipka npaBu:

1) isAdmin — canModifyAccounts A
canManageUsers
isAdmin = false — nmpaBmioO He
3aCTOCOBYETHCS;
2) isManager A —isAdmin —
canModifyAccounts:

true A true — canModifyAccounts
canModifyAccounts = true — TpaBWIO TOTPHMAHO;

3) "isAdmin — —~canManageUsers

—false — —true — true — false.

! TlopyuieHHs: MEHEKEp HE MOBHUHEH MaTu
JIOCTYI 0 aJIMiHICTpyBaHHs KOPHCTYBayiB, aje B KOJ1
oMy HagaHo canManageUsers = true.

4) isEmployee A —isManager A —isAdmin —
canViewOwnData

false A false A true — canViewOwnData
MIPaBUJIO HE 3aCTOCOBYETHCSL.

TakyuM dYmHOM, JOTiYHAa IIEepeBipKa BHSBMIA
MIOPYIIEHHSI MOJITUKH jpocTymy (canManageUsers
true JuUIsl KOPUCTYBaua, SIKUH He € aMiHICTPaTOPOM).

DevSecOps naiimuiaiin 010Kye po3ropTaHHs i
CHOBIIIAE PO3POOHUKIB JUISl BUITPABICHHS TOMIIKH.

PesynbraT: mpobiema BusiBIEHa Ha PaHHBOMY
eram, ©0e3  pHU3WKY  BHTOKYy  JaHux  abo
HECaHKI[IOHOBAaHOTO JAOCTYIIY.

Jlo3BOJIsIE aBTOMATH3yBaTH KOHTPOJIb OE3IeKn
Y BCIX HACTYITHHX pei3ax.

BucHoeku

Y pesynpraTi TPOBENCHOTO AOCIHIIKCHHS
OOTPYHTOBAHO Ta peayli30BaHO MiAXiA O iHTEerpamii
Komrr'torepHoi Joriku B mpouec DevSecOps s
T TBUTIICHHS e(heKTUBHOCTI aBTOMAaTU30BaHOL
nepeBipkn Oesnexn. B Mexax cdopMyiboBaHHX
3aad;

- TIPOBEJICHO AHANITHYHUNA OS] CYYacHUX
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migxoniB DevSecOps Ta BHSBICHO OOMEXCHHS
KJIACHYHUX METOJIiB TecTyBaHHs Oesmeku y CI/CD-

KOHBE€pax;
- HOCJ’IiH)KCHO MOZKJIMBOCTI 3aCTOCYBAaHHA
(l)OpMaJ'II)HI/IX MeTOHiB, 30KpcMa CHUMBOJIBHOT'O

BUKOHaHHS, SMT-po3B’s3yBauiB (Z3) Ta MoAeIbHOL
mepeBipku (NuSMV), i aBTOMaTH30BaHOT JOT19HOL
Bepudikamii HOMITHK 1 KOLLy;

- po3pobieHo KOHLIENTYaJIbHY MOJIETTh
iHTerpanii JorivHoro anamizatopa y DevSecOps-
nairuraiin i3 BukopuctanasM Open Policy Agent,
Rego;

- CTBOPEHO TMPUKIAJ TEPEeBIpKH MONITHK
OesriekM  JuIi  YABHOTO  TANpPHEMCTBAa i3
JICMOHCTpAIII€I0  MPAaBWJIBHOTO Ta ITOMHJIKOBOTO
CIICHApiiB JOCTYITy, IO IiATBEPIIIO JOIIIBHICTH
BUKOPHCTaHHS JIOTIYHOTO KOHTPOJIIO SIK  eTaIy
“security gate”;

- cthopmoBaHO pexomeHanii o0
BIIPOBA/DKEHHS JIOTIYHHX IIEPEBIPOK y TIpoLec
OesrepepBHOi  iHTerpamii Ta  JOCTaBKM  — i3
BUKOPHCTaHHSM  IHCTPYMEHTIB  aBTOMAaTHYHOTO
TECTyBaHHs, MOHITOpUHTY Ta noBizomienHs (Slack,
Jira).

HaykoBa HOBHM3HA JOCII/DKCHHS MOJSTaE y

moeaHanHi npuHIUOiB  DevSecOps i3 Meromamu
KOMIT'IOTepHOI JIOTiKM Ta (opManbHOi Bepugikarii
Juts 0Oy JOBM CUCTEMH aBTOMAaTH30BaHOTO JIOTIYHOTO
KOHTPOJIIO Oe3meKu; po3poOIli y3araJibHeHOI CXeMH
inTerpanii SMT-po3B’s3yBauiB y naimnaita CI/CD sk
OKpEeMOro  eramy  O€3NeYyHOro  pO3TOPTaHHS;
3aCTOCYBaHHI KOHIICMIIIi IONITHK, IO PO3MIHAPIOE
Tpamuiiiiae policy-as-code i 3a0e3meuye mepeBipKy
HECYIICPEWINBOCTI Ta iHBapiaHTIB Oe3Meku 3acodamu
JIOT1YHOTO BUCHOBKY.

IIpakTHyHa WiHHICTH pE3yJbTATIB MOJATAE Y
MOJKJIMBOCTI BIIPOBAKCHHS PO3POOIICHOT MOJIEII IS
aBTOMAaTUYHOI ~ MEPEeBIpKM  MOJITHK  JOCTYILY,
HaJIAIITYBaHb CEpElOBHUIA Ta TPaH3aKLiH Tepex
PO3TOPTaHHAM; 3HIKEHHS KUIBKOCTI Bpa3JIMBOCTEH,
CIIPUYMHCHUX JFOJCHKAM (PaKTOpOM abo JOTiYHHUMH
MIOMUJIKAMH Y KOH(DIrypamisx; MiABUINEHHS pPIiBHA
JIOBipH 110 Oe3nepepBHO] iHTerpanii yepe3 popmanbHe
I ATBEPKEHHS] KOPEKTHOCTI YMOB O€3IeKH.

OtpuMaHi pe3yJIbTaTH CTBOPIOIOTH OCHOBY JUISI
MOJaNbIINX JOCIHDKEHb Y HampsMi MHOOYZOBH
IHTENIEKTYaTbHUX CHUCTEM JIOTIYHOTO aHalizy B
DevSecOps, 3maTHUX [0 aJanTHBHOI IIEPEBIPKH
KOH(}ITypaIliii, KOHTCHHEPHUX CEPEOBHUII Ta TOTITHK
0e3IIeKH y peXHUMi peajbHOTO Jacy.
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INTEGRATING COMPUTER LOGIC IN DEVSECOPS FOR SECURITY VERIFICATION

The article explores an approach to integrating computer logic into the DevSecOps process as a means of enhanc-
ing the efficiency of automated security verification. It presents an analysis of modern methods based on formal
models, symbolic execution, and SMT solvers such as Z3, which are applied within CI/CD pipelines for verifying
security policies, logical consistency of components, and potential vulnerabilities. A model for embedding a logi-
cal analyzer into the development pipeline is proposed, enabling stepwise control of access policies (policy-as-
code) through the Open Policy Agent (OPA) and the Rego language. A practical implementation example demon-
strates both correct and erroneous scenarios of logical condition verification in a DevSecOps environment. The
paper highlights the advantages of combining formal verification techniques with agile DevOps practices, which
enable proactive detection of security flaws at early stages of software development. The results of this study can
be applied to the creation of intelligent security systems capable of performing logical analysis of configurations,
transactions, and access policies in an automated manner.

As a result of this study, an approach to integrating computer logic into the DevSecOps process for enhancing the
efficiency of automated security verification has been substantiated and implemented. Within the defined tasks:
an analytical review of modern DevSecOps approaches was conducted, identifying limitations of traditional secu-
rity testing methods in CI/CD pipelines; the potential of formal methods, including symbolic execution, SMT
solvers (Z3), and model checking (NuSMV), for automated logical verification of policies and code was explored;
a conceptual model for integrating a logic analyzer into the DevSecOps pipeline using Open Policy Agent (OPA)
and Rego was developed; a practical example of security policy verification for a hypothetical enterprise was
created, demonstrating both correct and incorrect access scenarios, confirming the feasibility of logical control as
a “security gate” stage; recommendations were formulated for implementing logical checks within continuous
integration and delivery processes using automated testing, monitoring, and notification tools (Slack, Jira).

The scientific novelty of the study lies in combining DevSecOps principles with computer logic and formal veri-
fication methods to build an automated logical security control system; developing a generalized scheme for inte-
grating SMT solvers into the CI/CD pipeline as a separate secure deployment stage; and applying a policy concept
that extends traditional policy-as-code to ensure consistency and security invariants through logical reasoning.
The practical significance of the results is in enabling automatic verification of access policies, environment set-
tings, and transactions before deployment; reducing vulnerabilities caused by human error or logical configuration
mistakes; and increasing trust in continuous integration through formal validation of security conditions.

These results provide a foundation for further research in developing intelligent logic-analysis systems in
DevSecOps, capable of adaptive verification of configurations, containerized environments, and security policies
in real time.

Keywords: DevSecOps, computer logic, policy-as-code, SMT solver, Z3, formal methods, CI/CD pipeline, se-
curity verification
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