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MOJEJIOBAHHSI KPUIITOTPA®IYHOI CTIMKOCTI MEXAHI3MIB
T'OJIOCYBAHHS B BJIOKUYENHI
Macnosa H.O., KoBansuyk JI.B.

Y cmammi npedcmasneno mamemamuyune mooenoganns Kpunmozpagiunoi cmitikocmi
MexXamizmie 20n0cyeéanns 6 Onokueln-cepedosuui 3 Koucencycom Proof-of-Stake.
3anpononosano imosipHicHy mooennb, wo opmanizye npoyec Ko1eKmueHo20 niONUCAHHs
ma niOPaxyHKy 20J0Ci6 i3 ypaxyeanHam napamempie Oe3neky — Yacmku amaxysaibHUKIe,
nopoey nionucie i 3ampumox cunxporizayii. Ha ocrnosi modeni nobyoosano ananimuyni
3ANeNCHOCMI 0Nl OYIHIOBAHHA UMOGIpHOCMI Komnpomemayii nionucie Aorge ma
nopywennsi yinichocmi  eonocyeanns Pbreak. [Ilpoeedeno uucenvni excnepumenmu
memoodom Moume-Kapno ons nopieusnHs ananiimuyHux i CUMYIAYILHUX pe3yTbmamie ma
BU3HAYEHHSI NOPO2OBUX 3HAYeHb napamempis 6esnexku. Pezyremamu Odocnioxcenms
OeMOHCIMPYIOMb 8NIUE KOHGI2ypayii Komimemy HA CMIUKICMb 2010CY8AHHSL U MONCYMb
6ymu ukopucmati 0Jis1 ONMUMI3aYii apximexmypu O10KYeluH-CUcCmeMm 2010CY8aAHH.

Kniwouosi cnosa: mooenosanns, onokuetin, 2onocysanns, Proof-of-Stake, kpunmoepaghiuna
cmiiikicms, ROpo206i nionucu, imosipricna mooens, Monte-Carlo-Simulation.

Beryn. 3 PO3BUTKOM OJOK4YeHH-
TEXHOJIOTIHA 3’ ABIJIMCS HOBI Mozeni
JeLeHTPaNIi30BaHOT0 YIIPaBIiHHSA (governance), y
SIKUX KJTIOYOBI PINICHHS IIOA0 (YHKITIOHYBAHHS
Mepexi  mpuiiMaroThes  nusixom  on-chain
rojocyBaHHs. Taki CHCTEMU BHKOPHUCTOBYIOTHCS
y mepexax Cardano, Tezos, Polkadot Ta HusImi
DAO-mpoexTiB Uil YXBaJCHHS TEXHIYHUX
OHOBJICHb, 3MIHU MPOTOKOJIIB ab0 pPO3MOJIiTY
pecypcis. IxHs mepesara monsrae y npo3opocri,
BIJICYTHOCTI IIEHTPaJIi30BAaHOTO KOHTPOJIO Ta
MOXKIIUBOCTI ABTOMATUYHOTO BUKOHaHHS
Pe3yJIbTATIB TOJIOCYBaHHS 3a JOIOMOIOI0 CMapT-
KoHTpakTiB. IIpote came T1eil  piBeHb
aBToMaTH3alii Ta IMyOJIYHOCTI CTBOPIOE HOBI
BUKJIMKH O€3MeKH, sIKi moTpedyIoTh TIHOOKOro
KpUNTOrpadivHOrO Ta MATEMATUIHOTO aHAJIi3y.

KirrogoBoro mpobiemoro € 3abe3nedcHHs
JIOCTOBIPHOCTI ~ Ta  IIUIICHOCTI  TOJIOCIB Y
JICIICHTPaIIi30BAHOMY CEPEIOBHILI O3 TOBIpEHUX
mocepeqHUKiB. Ha BigmiHy Bif TpaguriiiHux
CJIEKTPOHHUX CHUCTEM, on-chain rojocyBaHHsS He
MOXeE  MOKJIaJaTHCSd Ha  LEHTpalli30BaHy
NepeBipKy BUOOPIIIB UM 3aXUCT TaHUX CEPBEPOM.
besneka IIIJIKOBUATO 3aIE€KUTH B
KpHUNTOrpagpiaHux MeXaHi3MiB (mignucis,
mmdpyBaHHS, JTOKa3iB 3 HYJEOBUM
PO3TOJIOMIEHHSIM) 1 TIPOTOKONIB KOHCEHCYCY
(3okpema  Proof-of-Stake), siki rapaHTyOTh
Y3TO/IKEHICTD PE3YIbTaTIB MiXK By3JIaMH MEPEXi.

Hapasi OLIBLIICTD JIOCIIIKEHb
30cepe/KEHO Ha 3arajibHill Oe3reli KOHCEHCYCY,
TOJI SIK MO KpUnTorpadivHoi cTiiKocTi came
rOJIOCYBAJIBHUX npouenyp 3aJIMLIAI0THCS

HEJIOCTaTHbO (hopmaIri3oBaHIMH. Peanbhi
BUIMAJKU MAHIMYJIALIN AeerOBAHUMH TOKEHAMH,
MOJIMBICTh 3MOBHM BaJiIaTOpiB YH MiAPOOKH
MIIMUACIB  CTBOPIOIOTH  PH3UK  MOPYIICHHS
YEeCHOCTI TOJIOCYBaHHS HaBiTh 3a BiICYTHOCTI
aTak Ha caMm OyokueiiH. J{omaTKoBy CKIagHICTh
CTaHOBHUTh ACHHXPOHHICTH MeEpEeXi, 3aTPUMKHU
mepenadi  OJMOKIB 1  HAsABHICTh aHOHIMHHX
YYaCHHKIB, 110 YCKIIAJHIOE BUSBJICHHS MiAPOOOK.

Bucoxka aKTYaJlbHICTb npobiaeMu
3yMOBJICHA TaKOXK TEHJICHITI €10 JI0
MacmTa0yBaHHS JCIIEHTPaIli30BaHUX
aBTOHOMHHX oprasizarii (DAO), hi (]
TOJIOCYBaHHs € 0a30BUM MEXaHI3MOM yTIPaBIiHHS
aKTHUBaMHU. Y TaKHX CHCTeMaX KOMIIPOMETaIlis
KpunrorpagidyHuX KiIo4iB abo MiAMUCIB MOXe
npu3BecTH 10 (anbcudikaimii pimeHs Ha piBHI
MITBHOHIB JTOJIapiB. 3BaXkaloyu Ha 1€, OIlIHKa
HMOBIPHOCTI ~ KOMIpoMeTalfii abo miapoOKu
rojocy 4yepe3 MaTeMaTHYHE MOJEIIOBAHHS CTa€
KPUTHYHO BAXJIMBUM €TamoM Bepudikarii
0e3MmeKkn MPOTOKOJIB.

TakuM 4YMHOM, TapaHTyBaHHS Oe3MeKu on-
chain rojocyBaHHS € aKTyaJlbHUM HayKOBHM 1
NPaKTUYHUM  3aBJIAHHSM, OCKUIbKH TIOETHYE
npobiemMu KpunrorpadiuHoi criiikocTi, Teopil
HWMOBIpHOCTEH 1 JeTIeHTPali30BaHIX O0YHCIICHb.
Po3poOsneHHsT MaTeMaTHYHHX MOJENeid, 10
JIO3BOJISIIOTh ~ KUIBKICHO — OIIHIOBAaTH  PiBEHb
CTIMKOCTI TaKHX MeEXaHI3MiB, € HEOOXI1THOIO
YMOBOIO JUISI CTBOPCHHSA HAAIMHUX CHCTEM
0JIOKYEHH-YNPaBIiHHS HOBOT'O OKOJIIHHS.

AHaji3  oCTaHHIX JOCTiZKeHb Ta
nyOJikanii. CyuacHi JocmijkeHHS y cdepi



ISSN 2074-7888, HaykoBi nparii JIoHEIEKOTO HAI[IOHABHOTO TEXHIYHOTO YHIBEPCUTETY,
cepist «IIpoGemu MozenIOBaHHS Ta aBTOMaTu3alii mpoexTyBanHs» Ne2 (22), 2025

O0I0KYEH-TEXHOIOT1H nenaii OliIbIIIEe
CIpsIMOBaHI Ha MiJBUINCHHS PiBHSA Oe3meku Ta
CTIKOCTI CHCTEM KOHCEHCYCY W yIpaBIiHHS.
OcobmuBy  yBary  HayKOBOi  CIIUTBHOTH
NPUBEPTAIOTh ~ MaTeMaTW4HI  MOJAENi, IO
JIO3BOJISIIOTH  (QOPMAIIFHO OLIIHIOBATH PHU3UKH
aTak, KOMIpPOMETalii KI4YiB, a TaKoXK
HalidHICTP ~ MEXaHi3MiB  TOJIOCYBaHHS Yy
PO3MOIIIEHUX CepeIoBUIIax. Y I[bOMY KOHTEKCTi
CIIOCTEPIraeTheCs PO3BUTOK JIBOX
B3a€MOIIOB’ s13aHUX HampsiMiB: (1) MopemoBaHHS
HMOBIpHICHOI 0€3MeKH aJTOPUTMIB KOHCEHCYCY
Ta (2) xkpunrorpadidae 3a0e3eueHHs IPOIEAYP
on-chain rojocyBaHHs.

Posrmssmemo  mocmimpkeHHST  Oe3MeKH
KOHCEHCYC-MEXaHi3MiB.

BusnauanpHy ponmp y UBOMY Hampsmi
BIZIITPAIOTh JIOCTIIKEHHS, y SIKAX
3aMpoTIOHOBaHO HU3KY CTOXAaCTHYHUX MOJENen
JUIS  OITIHIOBAaHHS BPA3JIMBOCTEH IPOTOKOJIB
Proof-of-Stake (PoS). Tak, y pob6ori [1]
po3po0iIeHO OiHOMiaNbHY MOJENb, IO OIHCYE
iiMoBipHicTh ycmixy ataku tummy double spend
3QJIEKHO BiJl YACTKU aTaKyBaJbHUKA, KITBKOCTI
MiATBEp/KEHP  Ta  MApaMeTpiB  Mepexi.
IMomaneImii po3BUTOK I iest oTpuMana B [2], ne
MIPOaHAaJIi30BaHO TPOIEAYPY BHOOPY CIIOT-ITiaepa
B Ouroboros Praos i moka3zaHo, 10 HE3HAYHI
MEpEKEB1 3aTPUMKH 3/IaTHI CYTTEBO 3MIHIOBATH
pu3uK artaku. Pobora [3] posmmproe Momenb,
BBOISYHM 4YaCOBUH KOMIIOHEHT 1t POW- ta PoS-
MepexX, IO JI03BOJISIE BPAaxOBYBAaTH peaslbHI
YMOBH CHHXPOHi3allii MiX By3/1aMu.

BBaxxaeMo, 10 BaXJIMBUM  €TAloM
€BOJIIOMIT WX JOCITI/DKEHb cTanma crarts [4], y
SKIfl 3alporOHOBAHO AHAIITHYHI BUPa3d IS
MiATBEpUKEHb Y

BU3HAYEHHSA  KIJIBKOCTI

JIBOIIAPOBUX OJIoKUeHH-CUCTEMAaX. Takum
49uHOM, pobotu [1-4] popmyroTh MaTeMaTUuHY
OCHOBY aHaJli3y KOHCEHCYCY, MNpHIATHY st
nmojanblnol ajganramii 0 3a1ad  OLIHIOBAHHS
CTIMKOCTI POLIEAYpP rOJOCYBaHHS.

[Turanus 3abe3nevenHs cradinpHOCTI POS-
OPOTOKOJIB  JOCHIIKYBaJd TaKOXX  aBTOPU
pobotu [5] ski mpoaHami3yBasM araku THILY
malicious reorganization y mepexi Tezos. Ixmi
MoJieni, o0y T0BaHi Ha MIMOBIPHICHHX MpoIiecax,
NOKa3ajdH, SK JUHAMiKa JeleryBaHHS MOXe
BIUIMBATH Ha pU3MK 3J0BXHBaHb. PaszoMm i3

nparigsive [1-4] 11 AOCHIKEHHST CTBOPIOIOTH

METOJIONOTIYHY 0a3y s OLIHKH Oe3MleKu
ONoKUeH-MeXaHI3MIB yIpaBIiHHS.

[lapanenbHO ~ JOOCHIMKEHHIO  NUTaHb
0e3Iekn KOHCEHCYC-MEXaHi3MiB PO3BHBAETHCS
HampsM KpuntorpadgidHux Mojene Oe3nexu
CHCTEM TOJIOCYBaHHA. Y KiacwuHii mpari [6]
ONMHMCaHO KpunTorpadiyHi JYWIGHUKHA, IO
JTO3BOJISIIOTH  3a0€3MEYNTH MEepeBipKy BipHICTI
HipaxyHKy rOJIOCIB 0e3 PO3KPUTTSA
IHIUBiTyansHUX BHOOpiB. ABTOpH poboTtH [7]
npeacraBun cucteMy Chirotonia, Mo moenHye

OJIOKYEWH 1 3B’SI3HI KUIBLIEBI INAMACH IS
30epeXeHHs] aHOHIMHOCTI npu Bepuikamii
pe3yIbTaTiB.

Hocmimkenns [8] 3ocepemkene Ha
MYJIBTUIIANIMCAX JUIS OJIOKYEHH-TaBepHAHCY, JIe
NPOJIEMOHCTPOBAHO MOJXKJIMBICTE aHOHIMHOT'O
MIATBEPDKCHHS ~ pillleHh  0e3  MOpYIICHHS
noctoBipHocti. [logiOHy imero po3BUBAKOTH I
asropu [9]. ¥V wiit poboTi aBTOpU MPOMOHYIOTH
KIacuikarito MEXaHI3MiB JIEJIETOBAHOTO
TOJIOCYBaHHS Ta OMNHWCYIOTh KpHUHITOTpadivHi
BUKJIMKH on-chain ympasiinas. [Ipami [10-11]
y3arajapHIOIOTh apXITEKTYPHI PINICHHS I e-

TOJIOCYBaHHS  Ha  OJOKYEHHI, BUIULIOYH
TEHIEeHIIT BHKOPHCTaHHS ZK-noxka3sis,
roMoMOp(¢HOT0 muppyBaHHS Ta

0araToIiJIIMCHUAX CXEM.

VY cdepi HOCT-KBaHTOBOT OC3MEKU aBTOPU
pobit [12-13] 3anpomnoHyBaJM  MPOTOKOJIH
TOJIOCYBaHHs, 3acHOBaHI Ha Qi3WYHEX abo
KBaHTOBUX MpPHHIMIAX, M0 JIEMOHCTPYIOTh
aNbTEepHATUBHI MOZENI CTIMKOCTI 1mo3a MeXaMu
KJITACHYHUX KPUIITOCHUCTEM.

Hemomasni pocmimkenns [14] moBoasTs,
10 BUKOPHCTaHHS CMapTKOHTPAKTIB y MOE€JHAHH1
3 IOPOT'OBOIO KpUnTOorpadieto Moxe 3a0e3meunTn
KOJICKTUBHHH 3aXUCT T'OJIOCYBaHHS, ITi IBHILYI0UN
3arajibHy HaJiiHICTh CHCTEM.

VY pobori [15] po3pobneno iHTerpauiitny
MOJIeNb OJIOKYEHH-TOJIOCYBaHHS 3 PO3IIO/IIICHUM
3ancoMm OrosieteHiB, a aBtopu [16] ommcanu
e()eKTUBHY CXEMy TOJIOCYBaHHS Ha OJIOKYEIiHI,
mo mnoeanye blind signatures i romomopdue
muQpyBaHHS.

Cnin ckazatu ¥ mpo HampsMOK NOOYZOBU
MaTeMaTHYHUX Ta  (opMajJbHUX  MoOAeiel
KPUNTOCTIHKOCTI.

CyTreBHii  BHECOK y  (QopmaigbHe
JOBEJICHHS  BIIACTUBOCTEH  KpHIITOrpadidHux
cxeM BHecnmu aBtopu poborum [17], ki
TIPEICTABIITH MOJIEITi 0araToCTOpoOHHIX
ob0uucnenr (MPC) nmis moporoBux MiANKUCIB.
JloBeneHo, IO TpH QJaNTUBHHX aTakax 1
YaCTKOBIH 3MOBI BY3JIiB HMOBIpHICTB
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KOMIIPOMETallii 3pOCTa€ JHIHHO JIHUIIE ITiCIs
JIOCSTHEHHS TIEBHOTO Topory. Asropu [18]
3aMPOIIOHYBAIN aHAIITHYHY MOJENb aJanTHBHO
Oe3neyHOro unsigncryption, 1o JEMOHCTPYE
3aJISKHICTh MK YHCIOM CKOMIPOMETOBAaHHX
YYaCHHKIB 1 HMOBIpHIiCTIO 31mamy. Y poboTi [19]
3allpONIOHOBAaHO 1 TMPOaHaJi30BaHO  HOBY
NOPOTOBY CXEeMy MiANHCIB Ui (eaepaTUBHOIO
Omokueiiny, 3  (GOpPMaTbHAMH  TapaHTiIIMH
0e3MeKy Ta BUMipPIOBAaHHIM ITPOJYKTHBHOCTI.

BukopucranHs Aoka3ziB 3  HYJIbOBUM
posrojomeHHsM po3rastayTo v [20], me omineHo
obuncmoBaibHi BuTpatn ZK-SNARK-cxem mmst
nepeBipku  jilicHocTi  OronereniB.  [lomiOHy
npoOeMaTHKy NPaKTHYHOIO  BIIPOBAKECHHS
aHami3yloTe  aBropm  [21],  Momemorun
KOMIIPOMETAII0 KOMITOHEHTIB iHTEepHeT-
ronocyBanHs [VXV.

OTxe, aHami3 JiTepaTypd CBIAYUTH, IO
npobieMaTrKa MOJETIOBAHHS KpUNTOTrpadidHOl
CTIMKOCTi OJIOKUEHH-TOJIOCYBaHHS PO3BUBAETHCS
y KUIBKOX B3a€MOJONOBHIOBAJIBLHUX HAIMpPAMax.
ImoBipHicHi Mogmeni PoS-koncencycy [1-4]
3a0e3neuyoTh GopMaabHUI anapar JUisl OliHKU
PHU3HUKY aTaK, TOHl SIK cydacHi Kpumrtorpadidxi
cxemu [7, 17] mpomoHyrOTh MpaKTHYHI 3aCO0H
migBuIeHHsT Oe3meku on-chain romocyBaHHS.
Bonnowac BifcyTHI KOMIUIEKCHI MaTeMaTH4HI
Mozeni, i) OZTHOYAaCHO BPaxOBYIOTb
Kpuntorpagidai BIACTHBOCTI, 9aCOBi 3aTPUMKH,
JICJICTYBaHHS Ta MOBE/IIHKOBI aCTIEKTH YYaCHUKIB,
TakuM YMHOM, 3aIPONOHOBAHE JOCIIIKECHHS
cupsMoBaHe Ha 00 ’€MHAaHHS UUX WiAXOMIB Y
[TICHY MOJIE/b OIIHIOBAHHS KPHUITOCTIMKOCTI
MeXaHi3MiB roJ0CyBaHHs B OJIOKUYEHHI.

Mertoro pgocaimxeHnss € 1moOymoBa
MaTeMaTUYHOL Mozeni KpunTorpagpiqaoi
CTIMKOCTI MexaHi3MmiB on-chain rojxocyBaHHS B
OnokueitH-cucTeMax 13 KoHceHcycoMm Proof-of-
Stake, mo mO3BONSIE OLIHWUTH WMOBIPHICTH
KOMIIPOMETallii MiAMKUCIB 1 BIUIUB MEPEKEBHUX
napameTpiB Ha 0€3MeKy CHCTEMH.

3aBaHHA JOCIIHKEHHS

1. TlpoanamizyBaT iCHYIOUI MIiAXOAH IO
MojentoBaHHa Oe3neku PoS-xoncencycy Ta
KpunTorpapiaHux cXeM TOJIOCYBaHHS,
BU3HAUMBIIM  KIIOYOBI  MapamMeTp, IO
BIUIMBAIOTH HA IX CTIHKICTb.

2. Po3pobutH iMOBipHICHY MaTeMaTHYHY
MOJAENb JUISI OIHCY 3aJIe)KHOCTI IMOBIPHOCTI
mipoOku  abo KoMIpoMeTamii Tonocy  Bif
napameTpiB CHCTEeMH (JYacTKa aTaKyBaJbHHKIB,
TMOPIT IiIHICIB, 3aTPUMKH).

3. TlpoBecTn aHANMITHYHI EKCIECPUMEHTH
IUIsl KUTBKICHOTO OIIHIOBaHHS KpUNTOTrpadivyHOi

CTIKOCTI Ta TEpeBIpKM MOBEINIHKA MOJACT B
PI3HHX CIIeHapisX 0JIOKYCHH-TOJIOCYBAHHS.

TeopeTuuHi  OCHOBH  JOCJiIKEHHSI
(MmaTepianu i MeToaM).
[IpoBenemo  Qopmamizamito  mpouecy

TOJIOCYBaHHSI, JUTS YOTO PO3TISTHEMO MHOXKUHH Ta
YacoBe 1HIEKCYBaHHS i MOYHEMO 3 BaJIi1aTOPIB.
Hexait V={l,...N} — ckiHueHHa
MHOXXMHA BaTiIaTopiB Mepexki. JIs KoxHOTO
i€V 3amano 3HaueHHs yacTku (aHri. stake) $i>0

Yievsi = 1.

[To3HayuMO  MHOXWHH  YECHHX 1
3I0BMHCHHX By3miB: HEV, ACSV, HNA=Q,
HUA=V. Cymapna qJacCTKa (cTeiik)
aTaKyBaJIbHUKA: Os=) ieASi. g = Diea Si-

Tomocyrui. Hexait U={ui,...,um} —
MHOXXMHA yYacHHKIB 13 TIPaBOM  TOJIOCY
(BuOOpIIiB/ ENIEraTOPIB).

MosknuBHi  3B’SI30K 13 Bajigatopamu

3aa€ThCA BiTOOPAKEHHM JIEJIeTyBaHHS
5: U—2Y, u - o(u),

a0o BaroBor (ynkuiero ® : U—[0,1] (Bara

rojiocy; HampHKIad, 4YacTKa JeJIeroBaHoro
CTEWKY), 3 HOPMYBAaHHAM Y,cy W, = 13a
noTpeodn.

Yac y cnorax. Hac JUCKpPETHU30BAaHO Ha
crotruteN = {1,2,... }.

Y koxHOMy cioTi t BinOyBaeTbcs BHOIp
Jijiepa/KOMITETy Ta BKIIOUYCHHS TPAaH3aKIIiH.

Bikno romocyBanus: W={to+1,...,to+L}
(mmouaTox to, moBxuHa L).

Bikno migpaxysky/po3kputrts: We & N
(ue iHTepBanm  CIOTIB, KOJHM MiJpaxyHOK
BBAXXAETHCS AIMCHIM).

IMTo3naunmo BumnaakoBy 3minHy Leader; € V
— migep croty t, Ta Committee; € V — komiter
cinoTy t (SIKIIO0 3aCTOCOBYETHCS).

JloaTKOBI MO3HAYEHHS:

[Ipocrip Oronerenis: B
BapiaHTH).

[podine ronocysanus y ciori t: By= {by(t)
€ B | u €U}, ne Ui S U — akTuBHI ToJ0Cy04i y
ciori t.

[Mapamerpu ¢inanpHOCTI IpoTokomny: (K,€)
— mpedikc T0BXHHH K CTae OCTaToOYHUM i3
iMOBipHIcTIO > 1—¢.

L1i o3HaueHHs BiKCYIOTH HOCIT MOz (XTO
rojocye, XTO BamimaTop, fAK ige dac) i
Y3TO/UKYIOTECS 3 MOJANBIIMMHU (OPMYJIaMH JUIs
BUOOpY Jijepa, MOPOrOBUX MIAMKCIB 1 OLIHOK
PU3HKIB.

(momycTumi
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HaBenemMo Kiro4osi
Jijepa Ta KOMITETY.

1. Bubip migepa 050Ky. ¥ KOKHOMY CIIOTI
t Bumaakosa 3MinHa Leader€V BuszHavaeThCs 3a
PO3MOIIIOM, TPOMNOPIIHHAM YacTKaM CTEHKY

BY3IIB Sj, 1e Si >0,
L

eV

dbopmymu  BUOOpPY

Pr[Leader; =il =p; = s,

Jns mporokoniB tumy Ouroboros Praos a6o
Snow White 111 iMOBIpHICTE y3araabHIOETCS AK

Pr(Leader; =i] = 1— (1 — @(s;))™

ne O(-) — QyHKIs, M0 3aJa€ MAHC ITigepcTBa
3aJIeKHO BiJ CTeHKy, a M; — KUIBKICTh
MOXIJIMBHUX cIIpo0 (nonce draws) y ciOTi.

VIMOBIpHICTh, IO AaTaKyBaIbHUK KEPye
JJEpOM Y CIIOTi:

Pr[Leader; € A] = Zpi = ag
i€A

2. @opMyBaHHA KOMiTeTy

Hnsa 6moxy abo payrmy t obOumpaeTncs
KOMITET BHIaIKOBUX BY3IIiB

Committee; € V, |Committeey = n.

Koxen BY30J MOOTparursie€ no KOMiTCTy

HE3aJIe)KHO 3 IMOBIpHICTIO (i , 3a3BUYai
MPOMOPIIIITHOIO CTEHKY:
= ns;, Aen = ——=n
ai = 1NSi n is;

WMoBipHICT, 1O KOMITET  MICTHTH
NpUHAKMHI t aTaKyBaJIbHUKIB (TobTO
KOMIIPOMETOBAHUH ):

tn) _yn (ny k n—k

Pforge - k=t(k) s (1 - as)

3. YMoBH Oe3neku BUOOPY
CucTeMa BBOXAETHCS OE3MEUHOI0, SKIIO

1
Pforge( " < &,
me  Of — JONyCTUMHH  piBEHB
(manpuxian, 107°).
Jns  ¢diHanpHOCTI NaHIfOTa J0JA€ThCS
TapaHTist:

PU3UKY

Pr[Fork depth > k] < ¢,

0 O3HAuae: micns K miarBepmkeHs OJOK crae
OCTaTOYHUM 3 IMOBipHicTIO 1—¢.

Posrnssnemo cxemy rosnocyBaHHs y P0S-
CEPEIOBHIII.

1. ITomanus OIOJIETEHIB. Koxen
kopuctyBad Uj € U cTBOproe 3ammdpoBanuit
Or0JIETEHD

¢i=Enc(pksys, bj; 17),

ne bj — BuOip i3 MHOXKHHH JOMYCTHMHX
BapiaHTiB B, a I — BUNaaKOBa MOCIIOBHICTb.

Ho OroleTeHss  JTONA€ThCSl  JIOKa3
kopektHocTi mj=ZK.Prove(b; € B) i uudposuit
T ITUAC BUOOPITS

Gj=Signskj(Cj I nj).

YyacHuk myOmiKkye TpaH3aKLi0
txj=(cj,m,0j) y ONoK4elH y Mexax BiKHA
romocyBaHas W.

2. [IlepeBipka miammciB 1 Bajimamis.
Bamimatopu y  cmotri t  mepeBipsIoTh
aBTCHTUYHICTH TPAaH3aKITIN:

Vipkici |
B,th):]..

7;,0§)=1, ZK Verify(b; €

[Micns  ycmimHOI — TepeBipKH  TpaH3aKUil
BKIIIOYAIOTHCS y OJIOK. SIKIIIO0 BUKOPUCTOBYETHCS
MOpPOTOBa CXeMa MiANHKCIB, KOKEH YJIeH KOMITETY
u € Committee; miamucye OJ0K YaCTKOBHM
MiJIICOM, a CIiJIbHA arperoBaHa MiJM1CcHa MEeTKa
Y nepeBipsieTbest on-chain.

3. [TimpaxyHOK pe3yJbTaTiB. Micns
3aBEpILCHHS BiKHa TOJIOCYBaHHS npu
roMmoMophHOMY  IHU(PYBaHHI  arperyeTbes

MPOIYKT a00 cyma 3amm@poBaHUX OIOJICTCHIB:

M

Jj=1

MiCNst 9Oro KOMITET i3 U yYacHHKIB BHKOHYE
NOpOroBe  po3WMGpyBaHHS Ta  MyOJdiKye
BIJIKPUTHIA pe3yJIbTar Ies i joka3 kopektHocTi pf.
I[Ipu moporoBomMy migmuci pe3yibTaTh
(GOpMYIOTbCS SIK KOJEKTUBHHH MIiANUC HaJ
xelreM Habopy OI0JIeTeHiB.
[TitpaxyHOK BBaXKAa€THCSI 3aBEPIICHHM,
KON OJIOK i3 pesyiabraroM Mae TaubuHy K
(mocsrae (k,g)-finality).
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B Tabmumi 1 HaBegeHO — KIIFOYOBI
napaMeTpu 0e3MeKH, HeoOXiHI TSl y3TOHKCHHS
TEOPETHYHUX 1 YHUCETBHUX Pe3yJIbTaTiB, HUKUE —
OCHOBHI (POpMYyJTM MaTeMaTW4yHoi MOAEeMi, sKa
3aCTOCOBYIOTBCS U OTPUMAHHS aHAIITHYHUX U

rpadidHUX pe3yIbTaTIB.

Tabnung 1 - OcHOBHI apaMeTpu MOJeIi:

Ilo3na
3HaveHHs IIpn3Hayenns
YeHHS
L .| BrumBarots Ha
n;t Poswip 1 nopir IPYNOBY MiANKMCH
' KOMITETY pynosy y
cxemy
ImMoBipHiCTB N
OCHOBHUHI  pU3HK
p KOMITpOMeETaIlil .
Mozeni
YacTKU
YacTka WmoBipHicTb
Os aTaKyBaJIbHUKIB Y | KOHTPOJIIO
CHCTeMI KOMITETY
F Posnoxin MepexeBuil BIIIUB
D .
3aTPUMOK Ha BTPaTy rojocis
Pforgeypb BI/IXiZ[Hi
MeTpuku pu3uKy
ias, Pbreak pEe3yNILTATH

MaremaTHyHa MoJe/]b CKIAJA€TbCA 3
JIBOX OCHOBHHUX cmiBBimHOImEHs. Popmyrna (1)
BH3HaYae HMOBIPHICTb KOMITpOMeTarii
HOPOTOBOi CXEMH MiJNHCY, KOJIH aTaKyBaJbHHUK
KOHTpOJIOe He MeHme Hix ttt gacTok i3 n. Bona
0a3yeTbcsi Ha OIHOMIabHOMY PO3IOJNUT 1 Mae
BUTJISL

Pore = Ziee(D ¥ 1= p )" (1)
ae:
N — KiJIBKICTD YJICHIB KOMITETY;
t — MiHIMangbHA KIJIBKICTH MANKCIB, HEOOXiaHA
JUTSL BaTiTaIlii pe3ynbTary;
p — IMOBIpPHICTH KOMIIpOMeTalii
KJII0Ya.

s dopmyna ommcye 3aneXHICTh PUSHKY
HiIpOOKK KOJIEKTUBHOTO TIJNKCY BiX po3Mmipy
KOMITETY Ta CTIHKOCTiI OKpEMHX BY3JIIB.

®opmyna (2) BuU3HAYAE IHTETPANbHY
METPHUKY I[1JIICHOCTI CUCTEMH

Pprear =1 = (1 = Prorge) (1 = Ppias) (1 — &)
)

OKpEeMOTo

ae:
Pforge — IMOBIpHICTB MiAPOOKH ITiIHCY,
Pbias — IMOBIpHICTB yriepemxenoro (biased)
BUOOpY CIOT-1Tizepa abo pe3ynbTary
rOJIOCYBaHHS,
€ — YacTOTa MEpEeXKEBUX 300iB a00 BTpaT
MIAKETiB.

Takum  umHOM, Phreak XapakTepuzye
3arajpHy IMOBIPHICTH IOPYIIEHHS IIUTICHOCTI
MpoIleCy  TOJIOCYBaHHS 3 ypaxyBaHHAM
KpUNTOrpadiyHUX, KOHCEHCYCHUX Ta MEPEKECBUX
YHHHUKIB.

Jlema (MOHOTOHHICTB):
Prorge™ cTporo cmamae 3a t i 3pocrae 3a p —
J03BoJIsi€e iHTEpIIpeTyBatH rpadiku Pforge(p,t).

3ayBaxenHsi: KopenpoBani BUTOKH (OeTa-
OiHOMianbHAa MOJENb) MIABUINYIOTh Porge ¥ 10—
100 pa3iB pu 0JTHAKOBOMY CEPEIHBLOMY p.

[ToBepHEMOCH 70 MOJEIi KOMITpOMETArlil
niamucis (popmyna (1)).

V noporogiit cxemi miamucy (t,n) cucrema
BBAKAETHCA CKOMIIPOMETOBAHOIO, SIKIIIO
aTaKyBaJIbHUK  OTPUMYE  KOHTPOJIb  Hal
noHaiMeniie t yactkamu 3 N.

IMOBipHICTh 1i€i MOl MPU HE3aIEKHUX
KOMIPOMETAIligX  BU3HAYAEThCS  SK  CyMa
OiHOMiQIBHUX IMOBIPHOCTEH JJI BCiX BHUIIAJIKIB,
KOJIM  YUCJIIO  CKOMIIPOMETOBaHHMX  KIIIOYiB
nepeBuILye nopir t (popmyna (1). :

Sxmo xoMmpomMerarii KopeaboBaHi, KON

KiJlbKa BY3JiB MOXYTb OyTH Bpa3iIMBUMHU
OIHOYACHO (HAampWKiIaj, 4Yepe3 CHUIBHOTO
mocTadyagpbHuka abo  mommiky B [13),

3aCTOCOBY€EThCS OeTa-OiHOMiambHa MOIENb, Y
AKIN napamMeTpu o,p BiJOOpakaloTh
BapiaTUBHICTh PU3HKY:

1 n
t,n n A n—k
Pf(orgg :/(: Z (k)pk(l p) ;LfBela(p;(hB) dp
k=1

Llett BapiaHT TO3BOJISE OIIHUTH, SIK HABITH

cnabki  Kopemsalii  MigBHILYIOTH  PHU3HUK
KOMIIpOMeTaIlii.

3aranpHa HMOBIpHICTB MOPYLIEHHS
ITICHOCTI pe3yJbTaTiB TOJIOCYBAaHHS

O00YHCIIOEThCA SK 1HTErpajbHa OLIIHKAa PH3HKY,
1110 BpaxoBye TpH (hakTopu (auB.popmyiy (2)):

Pforge — pM3UK MiIpoOKH MiAUCY,

Pbias — IMOBIpHICTB yIIEpeaKEHOTO BUOOPY
migepa abo cmorBopeHHs minpaxyHky (bias
attack),

€ — IMOBIpHICTb BTpaTtu (iHAIBHOCTI
4yepe3 MEpekKeBi 3aTPUMKH.

LIs o1iHKa BU3HAYAE BEPXHIO MEXKY PH3UKY
BTpaTu JIOCTOBIPHOCTI pe3yJbTaTiB i
BUKOPUCTOBYETBCSA JJsl KUIBKICHOTO —aHai3y
0E3IeKH CHCTEMH TOJIOCYBaHHS.

OO0roBopeHHs pe3yJbTaTiB

Hns nepeBipKH JOCTOBIPHOCTI
AQHATITHYHHUX 3aJIeKHOCTEH MPOBEACHO Cepiro
cuMyIsIIii Mmetogom MonTte—Kapio.
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MOZ[CJ'IIOB&HHSI BUKOHAHO Y CepeZ[OBI/IHIi Analytical with Monte Carlo (n=10, t=7)
Python 3.12 i3 BukopucranHsM 0i6mioTek
NumPy, SciPy Ta Matplotlib. Pruge  — Analytical
KoxeH ekcrmepuMeHT ckiamascs 3 10° -ty Mante kg
HE3aJICKHUX ITepalliif, y SKUX BUIAJKOBUM :
YUHOM TEHEPYBaJUCA CTaHW N BY3IIB i3
IMOBIPHICTIO KOMIIPOMETAIIIT p. ¢
[Moxis KOMIIpOMeTarii BBaXKayacs
VCHINTHOO, SKIIO KiIBKICTh CKOMIIPOMETOBAaHUX B
BY3JiB IepeBUIyBana nopir t. |
[ToxubOka MoOAENIOBaHHA  OLIHIOBAJIACA
yepes 95%-it noBipuuii iHTEpBaI o
0.02 0.04 0.06 0.08 010 p
AP =1.96 M . )
N Puc. 2 — IlopiBHAHHS aHATITHYHUX Ta MOHTE-

) Kapmo pesynpraris.
Jns xoxxHOrOo HabOpy mapamertpis (n,t,p)

OTPUMAHO eMITipHYHE 3HAYEHHS Prorge"C, sKke

MOPIBHIOBANIOCS 3 AQHANITHYHUM Pforgeth, P_forge
po3paxoBaHUM 3a OIHOMiaIbHOIO (OPMYIIOHO. N
. . Binominal (independent)
Hwxye HaBeneHo Fpad)lKH, AK1 - A1 = Beta-Binominal (carrelated)
napametpiB N=10, t=7 KeMOHCTPYIOTb OCHOBHI 00010 0.05
. . . p=0,
3aKOHOMIpPHOCTI, a caMe: . n=10

1) aHaMITHYHY 3aNEXHICTD Pforge BIf p;

2) cumymsnii Monte Carlo # aHamiTHYHUX
pe3yIbTaTiB;

3) mopiBHsAHHSA  OiHOomiampHOI Ta  Oera-
6inomianerol Momeneit ( p=0,05, n=10);

4) 3a71€XHICTh MK pO3MIpOM KOMITeTy Ta (Ipu

P forge
2
2
2
B

(ikcoBaHOMY IOPOrOBOMY 0.0000
CHIBBIIHOIICHHI t/n) CTIHICTIO CHCTEMH JI0 ’ ° ? s : T
KOMIIPOMETAIlii.

Puc. 3 — [lopiBHsAHHS OGiHOMIiaNBHOI Ta OeTa-
5 OiHOMiaNbHOT MOIeIeH
forge
Analytical Binomia

1e-§ Effect of committee size at fixed threshold ratio

=0.05
=

P_forge (hinomial) at rho

ra

0.00 0.0z 0.04 0.06 .08 010

P

Puc. 1 — AnaniTinuHa 3a1eKHICTb Prorge BiZ p ipn 0

n= 10, t=7 100 125 150 vs w0 ns 250 75 300
n {committee size), with t = ceil(0.7 n)

Puc. 4 — Bonue po3aMipy KOMITETy Ha pU3UK
KOMIIpOMETaIlii

VYV Tabauni 2 HaBeIeHO YUCIIOBI 3HAYECHHS
iMoBipHOCTI KoMipomeTanii (Porge) Ta 3arambHOT
IMOBIpHOCTI mopymIeHHs iTiCHOCTI (Poreak) IS
pI3HHX TTapaMeTPiB CHCTEMH.

10
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Tabmuist 2 - Yncnosi pe3yabTaTH CHMYJISIIHA

Pforge Pforge Pbreaki
notoe (Binomial | (Be | (&=10°,
Binomial) | Ppias=10")
10 | 7 0.01 | 2.3x1077 | 4.5x107 | 2.0x1073
10 | 7 0.05 | 6.8x10* 1.2x1073 | 2.1x1073
15|10 | 0.05 | 1.4x107° | 3.1x107° | 2.0x1073
20 | 14 | 0.05 | 1.7x1077 | 3.2x1077 | 2.0x1073

Pe3ynpraTté mOKa3yloTh, IO HABITH MPH P
=0.05 pu3HK miIpoOKH 3aJIUIIAETHCS MEHIITUM 32
1073, ame mpH KOpENbOBAaHUX BHUTOKAX MOXKE
3pOCTaTH y KiJTbKa pasiB.

PesynpTatd  MOJEMOBaHHA  MOKAa3aJln
BUCOKY Y3TOJKEHICTh 13 aHATITUYHOI MOJIEILITIO
(po36ixHicTh He epenIyBana 3107,

3okpema, mpu mnapamerpax n=10, t=7,
p=0.05 oTpumano:

— AHAJTITHYHE 3HAYeHHS Prorge™ = 6.8%107%;
— eMITipuIHe PforgeMC =6.7x107*
— noBipuwmii inTeppan [6.4,7.0]1x107%,

Jlns Monenel i3 KOpeabOBaHUMH aTaKaMu
BHKOPUCTAHO OeTa-O0iHOMIaTbHUN pO3MOALT 13
nmapameTpamu  0=3.2,=60, 1m0 BiAMOBiTaAE
cepennboMy E[p]=0.05 .

VY 1mpoMy BHIMAAKY PH3UK KOMIIPOMETAIIil
3pic mo 1.2x107, mo miaTBEpIKYyE UyTIUBICTH
CUCTEMH JIO HABITh MOMIPHUX 3aJICKHOCTEH MiXkK
BY3JIaMHU.

[lopiBHAHHS 3 TOmEpenHIMH podoTamMu
poboramu [1-4] mokaszano, 0 A MEXaHi3MiB
KoHceHcycy Proof-of-Stake wmomens  pusuky
KOMIIpOMETaIlii M IIUCIB IIOBOIUTECS
aHAJIOTIYHO 70 MO TOABIITHOTO BUTpaYaHHS.

OpHak J0/AaBaHHS €Tamy KOJEKTUBHOTO
MiAMHACY Y cXeMaX TOJOCYBaHHS ACII0 3MEHIIYE
3arajbHUN PU3MK aTaKd 3aBASKH IIIBUIICHHIO
BUMOT JI0 KOOPJIMHAIII] 3I0BMHUCHHKA.

Ha Bigminy Bim 0a3oBux Mojened, e
Bpa3IMBICTh  3aJIEKUTHh JIMIIE Bil YaCTKH
aTaKyBIBHUKIB O, Y 3alpOIOHOBaHIM MOJei
BPaxOBYEThCS TAKOXK CTPYKTypa KOMITeTy U
4acoBi BiKHA TOJIOCYBaHHS.

Ile poOUTE OMIHKY OiTBIT HAOIMKEHOIO IO
peanbHux ymoB PoS-cucrem Tumy Ouroboros
Praos a6o Casper FFG.

Takum  4yuHOM, pu (hikcoBaniit
IMOBIPHOCTI KOMIIPOMETAIlii OKPEMOTro By3Ja p,
30inbIIeHHss Topora t  TPU3BOAMTH  JI0
€KCITOHEHI[IHHOTO 3MEHIIICHHS Porge -

Hampuknaz, mepexin Bix t=7 mo t=10 mpu
n=15 3menmye pu3uk y nonan 50 pasis.

IMpu 30epexenni BigHomeHHs t/nN=0.7

pU3HK  KOMIIpOMETAIil  3MEHIIYyeThCS 31

11

30IIBIICHHSM N 3aBISKU KpalioMy PO3IOALUTY
YaCTOK CTEHKY cepell By3IiB.

Jns n=20 oTpumano Prorge = 1.7x107, mo
BIJITIOBiIa€ PIBHIO OE3MEKH, CKBIBaJCHTHOMY
CUMETPUYHOMY KITIOYY AOBXUHOIO 80 OiT.

30iTbmeHHS IMOBIpHOCTI BTpaTH
(iHANBHOCTI & 3 107 mo 1072 MPU3BOAUTH O
CYTTEBOTO 3pPOCTaHHs iHTErpalbHOI IMOBIPHOCTI

MOPYIICHHS  IIUTICHOCTI  Ppreak, HaBITH TIPH
HU3bKHX 3HAYEHHAX Prorge -

e MiTBEPIKYE, 111(0) Oesreune
TOJIOCYBaHHS nmorpedye HE JUIIIe
KpunTorpagiqHoi, ajne 71 MEpEXKEBOT
CTabIIBbHOCTI.

Hns komireriB posmipy Big 10 mo 20
YYaCHHMKIB ONTUMAaJIBHMM € BHOIp mopora t/n €
[0.65,0.75], mo 3abe3medye KOMIIpOMIC MiX
0e3neKor0 i JOCTYITHICTIO MiAMHUCIB.

[lpy BHUKOpHCTaHHI TOPOTOBHX CXEM 3

ToMOMOpGHUM MiApaxyHKOM HEOoOXiTHO
3a0e3meyuTd  i30JsliI0  KpunTorpadiyHux
KIIOYIB 1 HE3aJeKHICTh KaHaJiB TreHeparlii

BUTIAJKOBHUX YHCEIN.

Tox 3amporoHOBaHa MOJIENb JIO3BOJISE
OOIpyHTOBaHO OILiHIOBaTH pu3UKd Yy PoS-
ookueiinax i3 rojocyBaHHsaM (DAO, DeGov) i
MOKe OyTH amanToBaHa ULl iHITUX aJTOPUTMIB
nianucy, Hanpukian, Takux sk SPHINCS+,
Dilithium, Falcon.

BucnoBku. Y po06oTi 3amponoHOBaHO
IMOBIipHiCHY MOJIENb OLIIHIOBaHHSI
KpunrorpagiaHoi CTIMKOCTI MeXaHi3MiB

rojocyBaHHsI y OJOKuYeHH-cepenoBHIIaxX 13
KOHCeHcycoM turty Proof-of-Stake.

[lpoBeneno  ¢opmaiizaimito  MHOXKUH
BaJIiIaTOPiB, TOJOCYIOYMX Ta YaCOBHX CJOTIB, a
TaKOXX ONHMCAHO TIpoIec BHOOPY Jijmepa U
KOMITETY 3 ypaxyBaHHsIM CTEHKOBUX ITapaMeTpiB.

BBeneHo cucremMy KIIIOYOBHX MapaMeTpiB
0e3reku, MO0 OXOIUIIE YaCTKY aTaKyBaJIbHUKIB,
MOPIT MiAMUCIB, 3aTPUMKH MEPEXi Ta IMapaMeTpu
¢iHambHOCTI.

Ha ocHOBI 1ux Bu3HaueHb NOOYIOBaHO
MaTeMaTUIHy MOJIEJIb KOMIIPOMETAITi1 i IHUCIB i
NOPYIIEHHS  LUTICHOCTI  TOJOCYBaHHS, LIO
JTO3BOJISIE  KIJIBKICHO ~ OI[IHIOBATH PHU3UKH Y
peansHuX PoS-mepexax.

Po3pobiena MO/IEITb BigoOpaxkae
B3a€MO3B 130K MIX MOPOTOBUMH IapameTpaMu
KOMITeTy, IMOBIpHICTIO KOMIIPOMETaIlii OKPEeMHX
By3JiB  Ta  IHTETPAIBHOIO IMOBIPHICTIO
MOPYIICHHSI LTiICHOCTI pe3yJIbTaTiB.

Pesynprat aHamiTHYHMX PO3paxyHKIiB i
MOJIETIOBaHHS METOJIOM Monte—Kapio
MiATBEPIUIN  Y3TOKEHICTh TEOPETHYHUX 1
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EeMIIIPUYHHX OLIHOK 13 TOXHOKOIO He OiNbIle HixK DeGov), a Takox AJsl OI[iHIOBaHHS IapaMmeTpiB

3x107°, Oe3rekn  OJOKYCHH-TIPOTOKOIIB Ha eTami  iX
[lokazaHo, 1[0 TMOPOTOBUM edekT i Bepudikarrii.
30iNbIICHHS  PO3MIpY  KOMITETy  iCTOTHO Monens Moxe OyTH 3acTOCOBaHA IS

3HIKYIOTh PH3HK MiAPOOKM MiANMCIB, TOAI SK  MOPIBHSUIIBHOIO aHaji3y pi3HUX MeXaHi3MiB
HaBITh CJTIA0KI KOPEIIALii KOMITPOMETAIiiH MOXKYTh KOHCEHCYCy, a TaKOoX  aJanToBaHa [0

CYTTEBO MiJBUIIUTH 3aralbHUIN PU3HK. MICISKBaHTOBUX CXEM MiJIHCY, 0 3ade3neuye i
HaykoBi  pe3ynpTaTd MONATalOTE Y  MOJAbIIy HAYKOBY NEPCIEKTUBHICTb.
(hopMyITIOBaHHI ¥ ITepeBipIli iIMOBIpHICHOT MOJIEITI [Momampmi JTOCITIKEHHS JTOTTLTHHO
OIIIHIOBaHHS Kpuntorpagiqaoi CTiiiKOCTI CIIpsIMYBaTH Ha:
MEXaHi3MIB ~ TOJOCYBaHHS y  OJOKYEHH- 1. poszmmpenHs MoJeni JUIS
CEePEeOBUII 3 ypaxXyBaHHAM ITOPOTOBHX CXEM 0aratopiBHEBHUX IPOTOKOJIB TOJOCYBaHHA i3
HiInucy Ta mapamerpiB KoHcencycy Proof-of- JIeJIeTyBaHHSIM;
Stake. 2. BKIIIOYCHHS MMOCTKBAHTOBUX
[lpakTuuHa  3HAYYLNCTh  OTPHUMAHUX  AITOPUTMIB MIANHCY Ta TIOPHIHHUX CXEM;
pe3yibTaTiB  TOJATAaE Y  MOXIHMBOCTI  iX 3. dopmanpHy Bepudikarito Momem y
BUKOPHCTaHHS ISl TPOEKTYBaHHS Oe3meyHMx — cepenoBHmax Tumy Tamarin abo Coq s
CHCTEM on-chain TOJIOCYBaHHS y JIOBEIEHHS  BJACTUBOCTEN  LIUIICHOCTI  Ta
JIETIEHTPaITi30BaHUX oprasizarisax (DAO, HECIIPOCTOBHOCTI.
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MODELING THE CRYPTOGRAPHIC RESILIENCE OF VOTING MECHANISMS IN
BLOCKCHAIN
The paper presents a mathematical modeling approach to assess the cryptographic resilience of voting
mechanisms in a blockchain environment employing a Proof-of-Stake consensus. A probabilistic model
is proposed that formalizes the processes of collective signing and vote tallying, taking into account key
security parameters — the proportion of adversarial nodes, the signature threshold, and
synchronization delays. Based on this model, analytical expressions are derived to estimate the
probability of sighature compromise Ao and the integrity breach probability Aea. Numerical
experiments using the Monte Carlo method were conducted to compare analytical and simulation results
and to determine the threshold values of security parameters. The findings demonstrate how committee
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configuration affects the robustness of blockchain-based voting and can be used to optimize the
architecture of blockchain voting systems.

Keywords: modeling, blockchain, voting, Proof-of-Stake, cryptographic resilience, threshold
signatures, probabilistic model, Monte Carlo simulation..
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