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АРХІТЕКТУРА СИСТЕМИ КООРДИНАЦІЇ ВІЙСЬКОВИХ ЗАПИТІВ 

І ВОЛОНТЕРСЬКОЇ ДОПОМОГИ НА БАЗІ SPRING BOOT 
 

Владислав ГАРМАТА, Ольга СМОТР  

Львівський державний університет безпеки життєдіяльності, м. Львів 
 

У сучасних умовах бойових дій ефективна координація між військовими та во-

лонтерами є критично важливою для оперативного забезпечення підрозділів необхід-
ними ресурсами. Запропоновано архітектуру централізованої системи, що реалізує 

три ключові ролі: військовий користувач, модератор та волонтер. Система побудова-

на на основі Spring Boot із використанням MVC-підходу, де Model відповідає за роботу 

з реляційною базою даних, View реалізовано на Thymeleaf для динамічного рендерингу 
HTML, а Controller забезпечує обробку запитів та бізнес-логіку. Особливу увагу приді-

лено безпеці: багаторівнева автентифікація, токенна авторизація, логування критич-

них дій, перевірка достовірності даних та розмежування доступу за ролями. Додатко-

во передбачено модуль чату для комунікації та механізми запобігання шахрайським 
заявкам. Запропоноване рішення підвищує прозорість, швидкість обробки запитів та 

безпечність взаємодії між військовими та волонтерами. 

Ключові слова: Spring Boot, MVC, координація запитів, військові потреби, 

безпека даних, волонтерська допомога. 
 

In modern combat conditions, effective coordination between military personnel and 

volunteers is crucial for timely delivery of essential resources. This paper proposes the archi-

tecture of a centralized system implementing three key roles: military user, moderator, and 
volunteer. The system is built using Spring Boot and follows the MVC pattern, where the Mod-

el manages relational database entities, the View is implemented with Thymeleaf for dynamic 

HTML rendering, and the Controller handles requests and business logic. Special attention is 

given to security: multi-level authentication, token-based authorization, logging of critical 
actions, data verification, and role-based access control. Additionally, the system includes a 

chat module for communication and mechanisms to prevent fraudulent requests. The proposed 

solution enhances transparency, accelerates request processing, and ensures secure interac-

tion between military personnel and volunteers. 
Keywords: Spring Boot, MVC, request coordination, military needs, data securi-

ty, volunteer support. 
 

У сучасних умовах ведення бойових дій ефективна координація 

між військовими та волонтерами є критично важливою. Запити на дрони, 

тепловізори, медичні засоби, спорядження та інше обладнання повинні 

бути оброблені швидко, прозоро та з дотриманням правил безпеки. Без 

централізованої системи такі процеси часто супроводжуються втратами 

інформації, дублюванням заявок або неможливістю перевірити їх достові-

рність [1]. Вважаємо, за доцільне розробити систему з наступним функціо-

налом та архітектурою. 

Розроблена система включатиме три ключові ролі: 
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1. Військовий користувач – створює запити на необхідні ресурси, 

вказуючи опис, важливість та підрозділ. 

2. Перевіряючий (модератор) – верифікує запити, перевіряє їх пра-

вдивість, виключає можливі шахрайські звернення та дублікати. 

3. Волонтер – переглядає підтверджені запити, бере їх у роботу, 

оновлює статуси та формує звіти про виконання. 

З метою забезпечення високої продуктивність, масштабованості та 

швидкої розробки доцільно побудувати систему з використанням Spring 

Boot [2, 3]. Для створення інтерфейсу пропонуємо Thymeleaf, який дозво-

ляє рендерити динамічні HTML-сторінки без потреби у складному фрон-

тенд-коді [4]. Дані зберігатимуться у реляційній базі даних [5], що дає змо-

гу забезпечити цілісність, швидкий доступ та безпечну обробку інформації. 

Архітектура MVC дозволяє розділити логіку системи на три компо-

ненти. 

 Model міститиме сутності «Запит», «Користувач», «Роль», «Ста-

тус», «Звіт» та відповідає за взаємодію з базою даних. 

 View, реалізований на Thymeleaf, забезпечуватиме динамічне ві-

дображення даних та зручні інтерфейси для кожної ролі. 

 Controller прийматиме запити користувачів, перевірятиме їхні пра-

ва доступу, викликатиме бізнес-логіку та повертатиме необхідні 

представлення. 

Особливу увагу необхідно приділити безпеці системи, беручи до 

уваги те, що робота з військовими потребами містить чутливі дані [6]. У 

платформі необхідно  зреалізувати: 

 багаторівневу автентифікацію користувачів; 

 токенну авторизацію; 

 логування всіх критичних дій; 

 перевірку достовірності даних через роль перевіряючого; 

 розділення функціоналу відповідно до ролей; 

 обмеження доступу до конфіденційних запитів; 

 механізм запобігання шахрайським заявкам. 

Також доцільно вбудувати в систему модуль чату, що забезпечува-

тиме комунікацію між волонтерами та військовими щодо деталей запиту, 

його статусу та підтвердження виконання. Модуль звітності повинен фор-

мувати інформацію про закриті запити, динаміку роботи волонтерів та по-

треби підрозділів. 

Запропонована платформа значно оптимізує процес координації вій-

ськових потреб, підвищує прозорість взаємодії та забезпечує безпечне, 

централізоване управління всіма заявками. Система легко масштабується 

та може бути розширена додатковими модулями аналітики або інтеграцією 

з іншими сервісами. 
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