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АРХІТЕКТУРНІ ПІДХОДИ ДО РОЗРОБЛЕННЯ PWA-ЗАСТОСУНКУ 

ПСИХОЛОГІЧНОЇ ПІДТРИМКИ ВІЙСЬКОВОСЛУЖБОВЦІВ ІЗ 

ЗАСТОСУВАННЯМ ТЕХНОЛОГІЙ ШТУЧНОГО ІНТЕЛЕКТУ 

 

Валерій КУКУЛЕВСЬКИЙ, Ольга СМОТР 

Львівський державний університет безпеки життєдіяльності 

 
Анотація. У роботі розглянуто архітектурні підходи до створення PWA-

застосунку психологічної підтримки військовослужбовців із використанням техно-

логій штучного інтелекту. Обґрунтовано вибір формату Progressive Web 

Application для роботи в умовах нестабільного інтернет-з’єднання та запропоно-
вано архітектуру «offline-first» із використанням Service Worker, IndexedDB та 

механізмів синхронізації. Ключовим елементом системи є інтегрований AI-модуль 

на базі великої мовної моделі (LLM), що забезпечує адаптивні рекомендації та 

скринінг психоемоційного стану. Особливу увагу приділено питанням безпеки та 
анонімності. Запропоноване рішення спрямоване на підвищення доступності пси-

хологічної допомоги в умовах бойових дій. 

Ключові слова: PWA, штучний інтелект, психологічна підтримка, військо-

вослужбовці, LLM. 
 

Abstract. The paper explores architectural approaches to developing a PWA-based 

application for psychological support of military personnel using artificial intelligence 

technologies. The choice of Progressive Web Application format is justified by the need for 
stable operation under unreliable internet connectivity, and an ―offline-first‖ architecture is 

proposed, incorporating Service Worker, IndexedDB, and synchronization mechanisms. 

The core component of the system is an integrated AI module based on a Large Language 

Model (LLM), providing adaptive recommendations and mental health screening. Special 
attention is given to security and anonymity. The proposed solution aims to improve 

accessibility of psychological assistance in combat conditions. 

Keywords: PWA, artificial intelligence, psychological support, military 

personnel, LLM. 
 

В умовах повномасштабної війни в Україні питання збереження мен-

тального здоров‘я військовослужбовців набуває критичного значення. Пос-

тійний стрес, загроза життю та високі психологічні навантаження призво-

дять до розвитку бойових психічних травм, зокрема посттравматичного 

стресового розладу (ПТСР). Забезпечення своєчасної та доступної психоло-

гічної допомоги часто ускладнюється через перебування військових у зонах 

з обмеженим доступом до інтернету або неможливістю особистого контакту 

з фахівцем. У цьому контексті актуальним є розроблення програмних засо-

бів, які поєднують мобільність, автономність та інтелектуальну складову для 

надання первинної підтримки [1].  
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На нашу думку інформаційна система у форматі Progressive Web 

Application (PWA), що забезпечує доступ до інструментів самодопомоги та 

консультацій з використанням можливостей генеративного штучного інтелек-

ту є одним із доволі ефективних шляхів вирішення цієї проблеми. 

Вибір технології PWA обумовлений необхідністю забезпечення роботи 

застосунку в умовах нестабільного інтернет-з'єднання, що є типовим для зони 

бойових дій. Для забезпечення стабільної роботи в умовах нестабільного зв'яз-

ку пропонується архітектура «offline-first» на базі PWA. Ключові компоненти: 

Service Worker для кешування контенту й ресурсів; локальна база даних 

(IndexedDB) для збереження сесій і журналів; шар синхронізації з сервером з 

механізмом конфліктної розв'язки; проміжний API-шар для контролю доступу 

до AI [2-4]. Завдяки використанню Service Workers та механізмів кешування, 

PWA дозволяє зберігати базовий функціонал (наприклад, інформаційні мате-

ріали, техніки дихання, щоденник емоцій) навіть у режимі офлайн. Крім того, 

PWA є кросплатформним рішенням, що не вимагає розробки окремих натив-

них додатків для Android та iOS, спрощуючи процес розгортання та оновлення 

[5]. Також важливо передбачити мінімізацію обсягу даних, що передаються, та 

асинхронні черги запитів. 

Ключовим елементом системи доцільно обрати інтегрований AI-

модуль, побудований на базі великої мовної моделі (LLM) Gemini від Google. 

LLM (Large Language Model). Це модель штучного інтелекту, натренована на 

величезних масивах текстових даних, яка здатна розуміти контекст і генерува-

ти відповіді природною людською мовою. Вибір моделі Gemini ґрунтується на 

її високих показниках у розумінні контексту, здатності до генерації емпатій-

них відповідей та ефективності обробки природної мови. На AI-модуль у про-

єкті покладатиметься роль первинного асистента, який проводить опитування 

скринінгу, надає адаптивні рекомендації з саморегуляції та виявляє маркери 

кризових станів.  

Важливим є питання безпеки та анонімності. Особливу увагу доцільно 

приділити захисту персональних даних, адже цільовою аудиторією є військо-

вослужбовці. Пропонуємо врегулювати це питання врахувавши в архітектурі 

додатку наявність проміжного серверного шару, який фільтруватиме і модеру-

ватиме відповіді LLM, застосовуватиме систему шаблонів (prompt-guardrails) 

та керуватиме журналами анонімізовано. Архітектура повинна забезпечувати 

передачу даних виключно через HTTPS, шифрування чутливих даних на при-

строї, обмеження збору метаданих та можливість анонімної роботи (система 

не вимагатиме обов‘язкової реєстрації з використанням особистих даних для 

базового функціоналу). Окрім того архітектура повинна передбачати наявність 

каналів зв'язку з живими фахівцями та забезпечувати механізми перемикання 

на них при виявленні суїцидальних думок або гострих симптомів. 

Висновки. Розроблення PWA-застосунку психологічної підтримки вій-

ськовослужбовців із використанням технологій штучного інтелекту є перспек-
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тивним напрямом, що поєднує мобільність, автономність та інтелектуальну 

складову. Запропонована архітектура «offline-first» забезпечує роботу в умовах 

нестабільного інтернет-з‘єднання, а інтеграція LLM-моделі дозволяє реалізу-

вати адаптивні механізми самодопомоги та скринінгу психоемоційного стану. 

Такий підхід забезпечує баланс між функціональністю та доступністю, що є 

критично важливим для надання психологічної підтримки військовим в умо-

вах війни, сприяє підвищенню доступності психологічної допомоги та зни-

женню ризиків розвитку кризових станів у військових. Поєднання механізмів 

офлайн-роботи, локального збереження даних та контрольованої AI-інтеграції 

дозволяє мінімізувати ризики та підвищити доступність сервісу. 
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