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Anomauis. [locniosceno eniug opeanizayii Kioua Ha KpUNMoCmilKicms Kiacu-
Hux wugpis. Iopisuanna wugpis Llesaps ma wugpy Bepnama noxaszano, wo cmitikicmeo
BUBHAYAEMBCS 8IACMUBOCMAMY KNI0UA — O0BHCUHOTO, BUNAOKOBICTNIO MdA 0OHOPA308iC-
mio 3acmocyeants. Bcmanosieno, wo ona wugpy Llezaps moougixayia areopummy ne
yeysae epaznueocmi 00 Kpunmoauanizy, mooi sik wugp Bepnama 3abesneuye ingpopma-
YiliHO-meopemuyny CMIlKicms 3a YMOGU BUKOPUCIAHHA BUNAOKOB020 OOHOPA308020
xaroua. Iopywenns yux eumoe npuzgo0ums 00 KOMRPOMemayii wugpy.

Knrouosi cnosa: kpunmocmitikicmo, wiugp Lezaps, wudp Bepnama, knioy, 6es-
neKa OaHux.

Abstract. The study examines the impact of key organization on the cryptographic
strength of classical ciphers. A comparison of the Caesar cipher and the Vernam cipher
demonstrated that security is determined by the properties of the key — its length,
randomness, and one-time use. It was established that modifying the Caesar cipher does
not eliminate its vulnerability to cryptanalysis, whereas the Vernam cipher provides
information-theoretic security only when a random one-time key is applied. Violation of
these requirements leads to the compromise of the cipher.

Keywords. cryptographic strength, Caesar cipher, Vernam cipher, key, data
security.

V¥ cydacHiii nmpakTuni iHGopManiiHoi 6e3reKH iCHye TeHICHIISI OTOTOX-
HIOBAaTH KPHUIITOCTIMKICTh K(PY 3 piBHEM MaTeMaTHYHOT CKIAIHOCTI ajJropuT-
my. lle mpu3BoAWMTH 1O cHTYyarii, KOMM MU(PYBaIbHI CHCTEMH, (HOpPMaIBHO
3aCHOBaHI Ha KOPEKTHUX KpUNTOTpadiuHMX MPUHIIMIAX, 3IUIIAIOTHCS BPas3iin-
BUMH Yepe3 HEeIOCKOHAN IIXOAW A0 YHPABIIHHA KIIOUYaMH: BHKOPHCTAHHS
3aHA/ITO KOPOTKUX KJIIOUiB, IIOBTOPHE 3aCTOCYBAHHS OJIHAKOBUX KIIIOUIB, JIETEP-
MiHOBaHI IpaBmiIa ix GopmyBaHHs ab0 MmepenaBaHHS HEOE3MEUHUMH KaHATaMH.
VY pe3ynbTaTi KpUNITOAHATIITUYHI aTaKH CTAIOTh MOXIJIMBIMH HE 4depe3 ci1alOKicTh
AITOPUTMY, a Yepe3 HEeNpaBHJIbHY OPraHi3allilo MpOLECy KIIOYOBOTO 3aXHCTY.
Knrou BucTynae neHTpasbHIM KOMIIOHEHTOM, IO BH3HA4Ya€ MEXi KPUNTOCTIH-
kocti mudpy.

Axmyanvuicme. JIoCHiIpKeHHS BIUIMBY BIACTUBOCTEH KiII0Ya Ha PIBEHb
3aXUIIEHOCTI € aKTyaIbHHM SK 3 TEOPETHYHOI, TaK i 3 NPHUKIAIHOI MO3MIIL,
OCKUIBKM HaBiTh HAWMPOCTIIII MaTeMaTU9HI oreparlii MOXYTh 3a0e3neduTn aod-
COJIFOTHUH PIBEHB 3aXUCTY 32 YMOBH JIOTPUMAaHHS BUMOT JI0 KJTIOYa.
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Memoro pobomu € BCTaHOBIICHHS 3aKOHOMIPHOCTEH MK BIIACTHBOCTSIMH
oprasizanii KiIo4iB (JOBXHHA, CHTPOII, OAHOPA30BICTh, CIIOCIO 3aCTOCYBaHHS)
Ta KPUOTOCTIMKICTIO KJIACHYHUX METOJIIB IU(PPYBaHHS [UITXOM MOPIBHSIBHOTO
a"anizy 3o0kpema mudpy Liesaps ta mudpy Beprama.

Memoouxa docnioxcenns. JloCHHKEHHs 3MICHIOBAIOCh 32 TAKUMH I10-
Ka3HHKaMHM: JOBXHHA KIIF0Ya, CHTPOIIis K04, 3aJIeKHICTh KIF0Ya Bil CTPYKTY-
pu andasiry, Ta BIUTUB MOBTOPHOTO BUKOPHCTAHHS KJIFOYa HA MOXKJIHMBICTh Bij-
HOBJICHHS BIIKDHTOTO TEKCTY.

Y mmdpi Lesaps ko4 € GikcoBaHOIO KOHCTaHTOIO (3CYB MO aldasiry),
a oro mpocTip oOMekeHU po3MipoM andarity. 3aBIsKH [[OMY KPpHUITOAHAITI-
THK MOXE MepeadaduTH MeXi MOXJIMBHX IEPETBOPEHb i BHKOHATH Iepedip
KITFOYiB y CKiHUEHHOMY Jiama3oni. Bimomo [1], 0 cratucTudHi XapakTepucTH-
ku MoBH y mu(pi Lle3apss He 3MIHIOIOTECS, IO POOUTH MOKITUBIM 3aCTOCYBaH-
HSl 9aCTOTHOTO aHalizy 0e3 HeoOXITHOCTI 3HAaTH KI04Y. TakuM YuHOM, mHUp
Le3apst pakTHIHO HE MOITYCKA€ 3MIHM PIBHSA KPUITOCTIHKOCTI yepe3 Moaudika-
L0 KJII0Ya: HABITh PO3IIUPEHHs ajdaBiTy 30UIbLIYE MPOCTIP KIIOYIB JIMIIE JTi-
HIlfHO, HE BIUIMBAIOYM Ha CTPYKTYPHY Nepe0auyBaHIiCTh IIePETBOPEHb.

Ha BigMiHy BiJ IHIIMX KJIACHYHUX AITOPHUTMIB, KPUITOCTIHKICTD MNPy
BepHama He € HacaiIkoM KUTBKOCTI a00 CKIIaJHOCTI MaTeMaTHYHUX OTepalii, a
(bopMyeThCsl BUKITIOYHO BIACTHBOCTSIME Kimtoda [2]. Y Bunaaky mudpy BepHa-
Ma (puc. 1), K104 — IIe TOCTIIOBHICTh BUITAJKOBHX CJIEMCHTIB, JOBXHHA SKOT
JIOPIBHIOE JOBXHUHI MOBiqOMIeHHA. CTIHKICTh alTOPUTMY 3pOCTAa€ pa3oM i3 J0-
BXKMHOIO KJIIOYa 1 JIOCSATAaE MaKCHMaJIbHO MOJKJIMBOTO DIiBHSI, KOJHM KJIIOY CTae
BHITaJKOBHM Ta PIBHUM JOBKHHI IOBITOMIICHHS (pHC. 2).

Dependence of key lergth and security level
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Pucynox 1 — JloBxuHa KiIr04Ya # CTii- Pucynok 2 — ®parMeHT nporpam-
KICTh QJITOPUTMIB HOTO KOOy

ITig yac excriepuMEHTAIBHIX OOYMCICHD MIITBEPKEHO, IO IS BUIA-
KOBOTO 1 OJHOPA30BOT0 KJII0Ya HEMOXKJIMBO OTPUMATH CTATUCTHYHHMA 3B’SI30K
MK IUPPTEKCTOM Ta BITKPUTHM TEKCTOM: JUIS OJHOTO i TOTO caMoro mudpre-
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KcTy, 00 iCHye HEeCKiHYE€HHA KUTBKICTh MOTCHUIHUX BIIKPUTHUX TEKCTIB, KOKEH
i3 SIKMX BiJIIOBIa€ CBOEMY MOJKJIMBOMY 3HaYESHHIO KITIOYa.

[Toka30BMMHU BUSIBHIKCS €KCIIEPUMEHTAIbHI BHIAJIKU 3 TIOBTOPHUM BH-
KopuCTaHHsM Kimoda y mudpi Beprama. [Ipn nmoBTopi Kiroua 3°sBIsieThbes 3a-
nexuicts Ty C1@C2=P1@P2, sixa € 3arpozoro Butoky inpopmarii (C1, C2 —
mudpotekct, P1, P2 — BigkpuTi nosimomierns). Skmoio mpu 1poMy xoda 6 dac-
THHA OJIHOTO 3 TTOBIJOMJICHb CTa€ BIIOMOIO KPUNTOAHANITHKY, BIH MOXE BiZTHO-
BUTH KIIOY, a TOTIM — BCi MOBIIOMJICHHS, ¥ SKHUX 3aCTOCOBAHO IIeH camuil
K04, TakuM 9HHOM, CTIHKICTh mudpy BepHaMma € He BIACTHBICTIO aTOPUTMY,
a TUIBKM HACJIJIKOM NPaBUIIbHOT OpraHizamii Kiito4a: BUIIAJKOBICTh, JOBXKHHA Ta
OJTHOPa30BiCTh BUKOPHUCTAaHHS BUCTYIAIOTh HEOOXITHHUMH Ta JOCTATHIMH yYMO-
Bamu. CTpYKTYpHHUH aHalli3 KIlfoua NpOJEMOHCTPYBaB, L0 CaMe EHTPOIIis KIIto-
4a Ta BiICYTHICTH MMOBTOPIB (POPMYIOTH Hemepen0adyBaHICTh aITOPUTMY.

3icTaBiieHHs BOX IIIXOMIB MOKA3aJio, IO CTPYKTypa aJIrOPUTMY cama
1o cobi He rapaHTye CTiiKICTh: y mudpi Llezaps 30imbIeHAs CKIaIHOCTI TpaH-
copmariii He ycyBae nependadyBaHocTi, Toal K y mudpi Bepnama onna i Ta
cama ornepartiss XOR Moke 3a0e31eunTH SK MOBHY CTIHKICTh, TaK 1 HOBHY KOMII-
POMETAILIIO 3IEXKHO Bifl PeKUMY BUKOPHCTaHHS KITIOYa.

BucnoBku. Indp Lesaps Ta mudp BepHama HanexaTs 10 oaHiel icTo-
puYHOI TpymHu KpunTorpadiuHUX adroOpuUTMIB (KJIACHYHI), alle AEMOHCTPYIOTh
pi3HY CTIHKICTh B yMOBax 3MiHH ITapaMeTpiB Kito4a. Y JOCIiDKEHHI TPOoAeMOH-
CTpOBaHO, MO KiIacW4Hi muppHu BimoOpakaloTh ABa KpaWHI cleHapii: mmudp
Le3apss — npukiaa MOBHOI KOMIIPOMETOBAHOCTI METOAY depe3 OOMEKCHHS
KJIF04a, To/i sk mudp BepHama — mnpukiaa abCcoOTHOT KPUNTOCTIHKOCTI, J10-
CSITHYTOT HE YCKJIQJHEHHSIM MaTEeMaTHYHOTO IIEPETBOPEHHS, a KOPEKTHOIO Opra-
HI3AII€I0 KJTF0Ya — BUIAAKOBICTIO, JOBXKHHOIO Ta OJHOPA30BICTIO HOr0 BHKO-
puctanHs. TakuM 9WHOM, MOCHTIDKEHI alrOpuTMH MHA(PYBaHHS AEMOHCTPYIOTH
pi3HUH piBeHb €(EKTUBHOCTI MPOTH/II KPUITOAHANITHYHAM aTakaM, ajie CTiH-
KICTh aJITOPUTMY IPYHTYETHCS HE CTUTBKM Ha CTPYKTYpi MU(PYBaHHSA, CKUIBKA
Ha BJIACTUBOCTSX KJII0Ya, 10 KOHTPOJIIOE MIPOLIEC IEPETBOPEHHSI.
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