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VIIK 004.056
[H®OPMAIIIIHI 3ATPO3U Y CYYACHOMY CYCHLIbCTBI TA
3AXUCT Bl HUX
Opiii BIHTIOK

JIvgiscokutl Oeporcasnuii yHisepcumem oe3nexu sHcummeoisivHocmi, m. JIveie

Anomauin. PosrnsayTto iHMOpMAITiifHI 3arpo3u K HEBIMEMHHUN HACIIIOK
3aNeHCHOCMI CYYacHO20 CYCHibemea i0 yugposux cucmem. Buznaueno ixnio knacugixa-
yiro 3a acnekmamu 6e3neku (KOHQpiOeHyitiHicmy, YinicHiCMb, 00OCMYNHICMb) MA YUHHUKAMU
(kibepzacposu, desinghopmayis, coyianvha indicenepis). OOTPYHMOBAHO HEOOXIOHICMb KOM-
NJIEKCHO20 3aXUCMY, WO OXONMIOE MEXHIUHI 3aco0u, npasosi Mexamizmu ma nio8uueHHs
IHGhOpMaYitiHOT KyIbmypu 2poMaosH 01s 3abe3neyenHs CMiluKocmi CyCcniibcmea.

Knrouosi cnoea: inghopmayiiini 3aeposu, xibepbesnexa, ingpopmayiiina besnexa,
oe3inghopmayis, coyianvua iHHCEHEPIsl, KOMNIEKCHUL 3aXUCT, KPUMUYHE MUCTIeHHS.

Abstract. Information threats are considered as an inherent consequence of
modern society's dependence on digital systems. Their classification is determined by
security aspects (confidentiality, integrity, availability) and factors (cyber threats,
disinformation, social engineering). The need for comprehensive protection, which
includes technical means, legal mechanisms and improving the information culture of
citizens to ensure the sustainability of society, is substantiated.

Key words: information threats, cybersecurity, information security,
disinformation, social engineering, comprehensive protection, critical thinking.

3acrocyBaHHs 1H(QOpPMALIHHUX TEXHOJIOTIH y pi3HUX cdepax KUTTE1s-
JBHOCT1 CYCIIUIBCTBA HE JIMIIE MIABUIINYE MPOAYKTHUBHICTh AISTIBHOCTI, aje i
MOBCSIKYAC CTBOPIOE HemepeadauyBaHi yekiagHeHHs. Po3BuTok iH(opmaliiitHux
TEXHOJIOT1M TpaHchOopMyBaB CYCIHUIbCTBO, 3pOOMBIIN HOTO 3aJI€KHUM BiJl HUX;
MPOTE I 3AJICKHICTh BiJl MUGPOBUX CUCTEM 1 JAHUX MOPONIIA HOBI, CKIIAIHI i
OaraTorpanHi iH(popMaliiHi 3arpo3u. [I[pydyoMy BOHH CTOCYIOThCS HE JIMIIE Te-
XHIYHOI cpepu, a ¥ collaabHOI, EKOHOMIYHOI Ta HaIllOHAJIbHOT Oe3rneku. Edek-
TUBHMI 3aXUCT BiJl HUX € MPIOPUTETHUM 3aBJIaHHSAM i1 KOXKHOT JIep:KaBH, Op-
rasizaiii Ta okpeMoi oco0u. /lana o0cTaBrHA 3yMOBIIIOE aKTYaJIbHICTh PO3TIIS Y
1HbOpMAIIITHUX 3arpo3 Y Cy4aCHOMY CYCIUTBCTBI Ta 3aXUCTY Bijl HUX.

Meta gocaizKeHHsI: PO3IJSHYTU cnenudiky iHGOpMaIfHUX 3arpo3 y
Cy4acHOMY CYCHLIbCTBI Ta MOKJIMBOCTI 3aXUCTY B1J] HUX.

Jlana TeMa HEOJHOPa30BO TepedyBajia B MOJII yBaru HAYKOBI[IB, BITUM3-
HSHUX 30Kpema [ 1-7]; BpaxoByroUM HasiBHI HaIlpaIfOBaHHsI, MEPEyCciM AOIUIBHO
PO3MISHYTH HAWTIOMIHUPEHIITI iX BUTH.

1. Knacudghikauia euoie inghopmauyiiitnux 3a2opos.

[ndopmartiitai 3arpo3u MokHa Kiacu(IKyBaTH 3a PI3HUMHU KPUTEPISIMHU,
ajyie HaliyacTime iX MOAUIAIOTh 3a aCTIEKTOM O€3MeKH, Ha KW BOHU CIPSIMOBAHI:

1.1. Acnekmu 6e3nexu:

»  KoHdeneHIIMHICTh: HeMpaBOMIpHUM docTyn 10 iHdopMarlii, il BUTIK (Ha-
OPUKIAA: MIIUTYHCHKI porpamu, (imuHr, 371aMyBaHHA 0a3 AaHHX, 1HCAil-
JepChKa JISIIbHICTD).
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» [luticHICTB: HECAHKI[IOHOBAaHA 3MiHA a00 3HUINECHHS 1HOpPMaIlii (HapUKIaI:
XaKepChKl aTaku 3 METOIO0 CIOTBOPEHHS JaHUX, BIPYCH-IIH(PpYBAIbHUKH,
MTOMMJIKU TIEPCOHAITY).

= JIOCTYIHICTb: OJJOKYBaHHS @00 YHEMO>KJIMBJICHHS CAaHKI[IOHOBAHOTO JOCTYIY
1o iHdpopmaii un cucrem (Hampuknaa: DDoS-araku, BimMoBa o06agHaHHS,
nepe0oi B eJIEKTpONocTayaHH1, Mepexeni "xpobaku").

Hactynuuii kputepiii kinacudikailii po3pi3Hse iX 3a 3yMOBIIOIUYUMHI

YUHHUKaMHU.

1.2. Texnonociuni (kidepsazpo3u)
le HaiiBimoMiIIi 3arpo3u, MOB'sI3aH1 3 MPOTPAMHUM 3a0€3MEYCHHSIM 1 Me-
pexamu:

» [Hxigmuee I13: Bipycw, TposiHCBbKI Tporpamu, mmuryHcbke I13, mporpamu-
BHUMaradyi, siki OJIOKyIOTh CUCTEMH a00 MU(PYIOTH aH1 3 METOIO OJIEP>KaHHS BH-
KyITy.

» KibGeparaku: cipsMOBaHI Ha KPUTHYHY 1HOPACTPYKTYPY, ACpKaBHI YCTAHOBU YU
BEJIMKI KOpITopallii 3 METOI0 MOPYIIEHHS IXHBOT poOOTH a0 KpaabkKu iHpopma-
i

1.3. Couianvro-ncuxono2iuni ma noaimuyHi
i 3arpo3u cipsiMoBaH1 Ha CBIIOMICTb 1 CTa0UIBHICTh CYCITUIbCTBA!

»  Jlezinghopmayin ma ¢hetikogi nosuHy. TOWIMPEHHS HENPaBAUBOL 1HMOpMaIIIT AJs
MaHIMyJI0-BaHHS TPOMAJICHKOI0 TYMKOIO, CTBOPEHHS MMAaHIKK YU MiJIPUBY JOBIpU
JI0 JIepKaBHHUX iHCTHTyTiB

" IngopmariiftHO-nCHXONOrivHi Oonepanii: KOMIUICKCHHIT BIUIMB Ha CYCIILTbHY CBi-
JIOMICTh i3 METOI0 3MiHHM TMOJITUYHUX HACTPOIB, PO3MAIIOBAHHS BOPOXKHEUI Ta
nectadunizarii.

* ComianpHa HXXEHEPis: BUKOPUCTAHHS JIIOJICBKOTO (PakTopy (IOBIpIAMBOCTI, HEY-
BKHOCTI) JIJI1 OTPUMAHHS JOCTYIY 10 KOH(MIMEHIIHHUX MaHuX (1€ (QIilmmuHT-
ucTH, TenehOHHE MaxpancTBO).

2. 3axucm 6i0 iHhopmauitinux 3a2po3: KOMNIAEKCHUI niOXi0

Sk mokasye HasBHUU JOCBIA MpOTHUIl iHPOpMaLlIiHUM 3arpo3am, edek-
TUBHUI 3aXHCT BUMAara€ BOPOBA/PKEHHS 3aXOJ[IB HAa BCIX PIBHSAX: TEXHIYHOMY,
OprasizaliifHo-paBOBOMY i OCBITHbOMY.

2.1. Texniuni ma npozpamui 3acoou

[le 6aza 1t mpOTH/IIT OLIBIIIOCTI KIOEep3arpos:

* bBaraTopiBHEBUI 3aXWCT: BUKOPHCTaHHsS aHTUBipycHoro II3, miKmepekeBHX
eKpaHiB, CUCTEM BUSIBIICHHS] BTOPTHEHbD.

" PesepBHe KOMIIOBaHHS: PEryISPHE CTBOPCHHS KOMiil KPUTHYIHO BaXIIMBUX JaHHX
JUTSL ITBUIKOT'O BiTHOBJICHHSI ITICJISI aTaK 4u 3001B.

»  Kpunrorpadiuauii 3axuct: mm(pyBaHHS TaHUX, IO MEPEHAIOTHCS (HATPUKIA:
3a mormomororo VPN, SSL/TLS), 1 maaux, mo 30epiraroTecs, s 3a0e3meueHHs
KOH(DIICHITIHHOCTI.

* Ownosienns [13: perynaspHe BCTaHOBIICHHS OHOBJICHB OIEPAIlifHUX CHCTEM i
mporpam Juist 3akpuTTs "Aipok" y O6e3rmeri.

2.2. Opzanizauiiini ma npagosi mexanizmu
AJie H1 OJTHa TEXHOJIOTIsSI HE TpalfoBaTUMe 0e3 YITKUX MPaBUJI 1 BiAMOBI-
TaJIHOCTI:
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= Ilomitnkn Gesmekn: po3poOKa Ta HEYXWIBHE JOTPMMAHHS BHYTPINIHIX MPaBHI
po6oTH 3 IHPOPMAaLIi€l0, BUKOPUCTAHHS MAPOJTIB 1 AOCTYILy 110 pecypcm
=  KoOHTpONb JOCTYIY: BIPOBAIKEHHS MPUHIIUITY MiHIMaJIbHUX MPHUBLIEIB 1 1BOda-
KTOpHOI (200 6araTodakTopHOi) aBTEHTH IKAITI.
= 3aKOHOJABYE PETYIIOBAHHS: MPUUHATTS Ta BIOCKOHAIECHHS 3aKOHIB Yy cdepi
Ki0epOe3neku, 3axucTy nepcoHanbanx manux (Hampukiaa: GDPR B €C) 1 6opo-
THOU 3 KIOEP3JI0YMHHICTIO.
2.3. JInwocvkuii pakmop ma oceima
JlroguHa 3a/MIIAETHCS HAMCIAOIIO JTAHKOI B CHUCTEMI 3aXHCTy, TOMY
IOLUILHO 3aIATH:
= HayanHs nepcoHaity — peryispHi TPEHIHTH 3 OCHOB 1H(OpMalIiitHOI T1ri€HH, POo3ITi-
3HABaHHS (PIIIMHTY Ta MPaBWI POOOTH 3 KOHPIACHITIIHOIO 1H(HOPMAITIETO.
» KputrnuHe MucIeHHS — PO3BUTOK y CYCIUIBCTBI HABUUOK KPUTHUYHOIO aHAII3Y
iHopMaIlii, mepeBipKu JpKepel Ta (GakTiB s mpoTHaii ae3indopmartii.
= Kynbrypa 6e3neku — (GpopMyBaHHS BiIMOBIAAIBHOTO CTABJICHHS 10 BJIACHOI Ta
KOPIOpPaTHBHOI iH(OpMaIliitHOT Oe3MeKH.
BucHoBku. [HpopMalliiiHi 3arpo3u B Cy4aCHOMY CYCITUIBCTBI € TUHAMIY-
HUMH, TJIOOATbHUMU Ta KOMIUJIEKCHUMH. BOHM BUMararoTh He JIMIIE MOCTIHHOTO
BJIOCKOHAJIEHHSI TEXHIYHUX 3aCO0IB 3aXUCTY, ajie 1 popMyBaHHs BHUCOKOI 1H(}O-
pMaIifHOi KyJbTypH Ta KPUTHUYHOTO MUCJICHHS y TPOMAJSH. 3aXHUCT BiJ ITUX
3arpo3 — 1e Oe3nepepBHUIN MPOLEC, 10 BKIIOYAE €AHICTh TEXHOJOTH, 3aKOHO-
JABCTBA M OCBITSIHCbKOT poOOTH. TUTbKK KOMILJIEKCHUM MIAXIJ, € KOXKEH yJac-
HUK 1HGOPMALIHHOTO MPOCTOPY YCBIIOMIIIOE CBOIO POJIb 1 BIAMOBIAAIBHICTS,
MOYK€ 3a0€3MeYUTH CTIMKICTD 1 0€3IeKy Cy4acHOTO CYCITUIbCTRA.
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