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Анотація. У роботі представлено портативний мікроконтролерний дози-
метр іонізуючого випромінювання з мобільною передачею даних для оперативного 
радіаційного моніторингу. Пристрій на базі СБМ-20, ATmega328P та SIM800L 
забезпечує вимірювання, обробку, геоприв’язку та передавання результатів у ре-
жимі реального часу. Описано архітектуру сенсорної, керуючої та комунікаційної 
підсистем, а також рішення щодо енергозбереження й стабілізації живлення. 
Розроблений прототип є автономним, енергоефективним і точним, що робить 
його придатним для екологічного моніторингу та цивільного захисту. 

Ключові слова: дозиметр, іонізуюче випромінювання, СБМ-20, 
ATmega328P; SIM800L, радіаційний моніторинг, мобільна передача даних, мікро-
контролерна система, вимірювальний комплекс. 

 

Abstract. The paper presents a portable microcontroller-based ionizing radiation 
dosimeter with mobile data transmission for operational radiation monitoring. The de-
vice based on SBM-20, ATmega328P and SIM800L provides measurement, processing, 
georeferencing and transmission of results in real time. The architecture of the sensor, 
control and communication subsystems, as well as solutions for energy saving and power 
stabilization, is described. The developed prototype is autonomous, energy-efficient and 
accurate, which makes it suitable for environmental monitoring and civil protection. 

Keywords: dosimeter, ionizing radiation, SBM-20, ATmega328P; SIM800L, radiation 
monitoring, mobile data transmission, microcontroller system, measuring complex. 

 

Проблематика забезпечення радіаційної безпеки, особливо в умовах 
зростання промислових ризиків та екологічних загроз, зумовлює потребу у 
впровадженні сучасних, доступних і оперативних засобів контролю. Тради-
ційні дозиметричні прилади, попри високу точність, характеризуються знач-
ною вартістю, громіздкістю та необхідністю ручного зчитування показників, 
що обмежує їх ефективність у польових умовах та під час масового монітори-
нгу. Крім того, відсутність можливості оперативної передачі даних у централі-
зовані системи аналізу створює додаткові бар‘єри для своєчасного прийняття 
управлінських рішень [1, 2]. 

У відповідь на ці виклики запропоновано інноваційну мікроконтро-
лерну систему дозиметра іонізуючого випромінювання з функцією мобіль-
ної передачі даних, яка інтегрує процеси вимірювання, обробки та комуні-
кації. Такий підхід дає змогу трансформувати процедури радіаційного мо-
ніторингу у складову мережевої інфраструктури контролю довкілля в ре-
жимі реального часу [3, 4]. 
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Основним завданням є створення прототипу пристрою, здатного за-
безпечувати високоточне вимірювання рівня іонізуючого випромінювання 
в реальному часі, роботу від автономного джерела живлення з мінімальним 
енергоспоживанням, а також стабільну бездротову передачу результатів на 
сервер або мобільний застосунок. 

У результаті дослідження було сформовано технічну концепцію по-
ртативного дозиметра з функцією мобільної передачі даних. Як первинний 
сенсор обрано газорозрядну трубку SBM-20, що відзначається достатньою 
чутливістю, точністю вимірювань та низьким енергоспоживанням [5, 6]. 

Проєктування апаратно-програмного комплексу моніторингу радіа-
ційного фону ґрунтується на поетапному формуванні функціональної та 
принципової схем дозиметра іонізуючого випромінення, що забезпечують 
узгоджену роботу сенсорного, вимірювального та комунікаційного моду-
лів. Основою сенсорної підсистеми є газорозрядний лічильник СБМ-20, 
вибраний завдяки високій чутливості, стабільності параметрів і широкому 
діапазону енергій реєстрованого β- та γ-випромінення. Для його живлення 
реалізовано високовольтний перетворювач зі схемою множення напруги на 
діодно-конденсаторному каскаді, підсилений системою зворотного конт-
ролю для стабілізації вихідної напруги у межах 380–420 В. Такий підхід 
дозволяє уникнути застосування зовнішніх високовольтних сенсорів і сут-
тєво підвищує надійність роботи. Окремо передбачено логіку захисту від 
перенапруги та короткого замикання, а також фільтраційні LC-ланцюги 
для зменшення високочастотних завад. 

Цифрове ядро комплексу побудовано на мікроконтролері 
ATmega328P, який виконує детекцію імпульсів з лічильника, обчислення 
миттєвих та усереднених показників потужності дози, керування режима-
ми роботи та обробку сигналів периферійних модулів. Принципова схема 
передбачає окремі гілки живлення для аналогової та цифрової частин із 
застосуванням розв‘язувальних конденсаторів, стабілітронів та RC-
фільтрів, що мінімізує вплив імпульсних завад від перетворювача на точ-
ність вимірів. Для індикації використано OLED-дисплей із інтерфейсом 
I2C, що зменшує кількість шинах з‘єднань і забезпечує хорошу читаність у 
різних умовах освітленості. Тактильна та звукова індикація реалізована 
через MOSFET-ключі, що дає змогу керувати навантаженням із низькими 
втратами та забезпечує тривалу роботу від акумулятора. 

Живлення комплексу здійснюється від Li-ion акумулятора, а схема 
заряджання на мікросхемі TP4056 забезпечує контроль струму та напруги 
зарядження, захист від перерозряду й перегріву. Впроваджено додатковий 
вузол моніторингу напруги батареї з АЦП-контролем у режимі реального 
часу для своєчасного попередження користувача про критичні рівні заряду. 
Принципова схема дозволяє інтегрувати додаткові елементи енергозбере-
ження — зокрема, керування живленням периферії, переведення мікрокон-
тролера у сплячі режими та відключення високовольтного перетворювача 
за відсутності потреби у вимірюванні. 
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Комунікаційна підсистема представлена модулями GPS NEO-6M та 
GSM SIM800L, підключеними через окремі UART-інтерфейси, що запобі-
гає конфліктам при передачі даних і забезпечує стабільну роботу в умовах 
нестабільного зв‘язку. GPS модуль забезпечує геоприв‘язку кожного вимі-
рювання, що підвищує інформативність моніторингу та дозволяє формува-
ти просторові карти радіаційного фону. GSM-модуль забезпечує передачу 
даних на сервер моніторингу, надсилання SMS-сповіщень про перевищен-
ня допустимих значень дози та можливість дистанційного керування ре-
жимами роботи пристрою. У схемі передбачено окремий DC-DC перетво-
рювач для стабілізації живлення SIM800L, оскільки модуль має пікові 
струми до 2 А під час передачі. 

Узгоджена робота сенсорного, керуючого та комунікаційного моду-
лів забезпечує створення автономного, енергоефективного та масштабова-
ного апаратно-програмного комплексу, здатного виконувати безперервний 
контроль радіаційного фону, оперативно повідомляти про критичні відхи-
лення та передавати дані для подальшої аналітики у центральні системи 
моніторингу. Така архітектура відповідає вимогам сучасних екологічних, 
промислових та кризових систем безпеки, забезпечуючи точність, надій-
ність та можливість гнучкого розширення функціоналу. 

Запропонований мобільний дозиметр, можезабезпечувати точне ви-
мірювання радіаційного фону та надійну передачу даних через GSM. Ком-
поненти SBM-20, ATmega328P та SIM800L здатні забезпечити ефективну й 
стабільну роботу. Запропонована система є сучасним технічним рішенням 
із високим рівнем надійності, точності та практичної значущості для задач 
контролю радіаційного фону. 
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