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BUSIBJIEHHS KIBEP3AT'PO3 Y CKBJI HA OCHOBI ITOBEJITHKOBO{
AHAJIITUKA TA HEKOHTPOJIbOBAHOI'O HABYAHHA

Muxkoaa I{IKO', Pocrucias TKAYYK'?, Apryp TKAUEHKO'
Ulvsiscorui depacasnuii ynisepcumem Gesnexu scummedisnbHocmi
zHauiOHaﬂmeZ yHigepcumem «JIb6iecvra nonimexnikax»

Anomauin. ¥V pobomi npeocmagieno inmenexmyanbhy cucmemy UsGIEHHs AHO-
ManbHOT akmusHoCmi 8 6A3ax OAHUX, CNPAMOBAHY HA NIOBUUeHH s IHopMmayiHol Oe3ne-
KU 6 yMO8aX 3pocmatis 06csieie 0anux ma kibepsazpos. IIposedeno ananiz cyuacHux
Memooie demeKyii aHoManiil, HOPMAMUBHUX 8UMO2 | OOCIYNHUX pilleHb, Wo niomeepou-
10 nompedy y cmeopenHi a0anmueHo20 ma MOOYIbHO20 NPOSPAMHO20 Komnaekcy. Oo6-
[pynmoeano eubip mexuonoziunozo cmexy (Python, FastAPI, Scikit-learn, PostgreSQL,
React) i ancopummy Isolation Forest ona 0bpooxu SQL-3anumis y pescumi peanrbHo2o
uacy. Cucmema peanizoéana sk MiKpocepsicHa apximexmypa, sxa 3abesneuye 30ip, Kia-
cugikayiro ma 6izyanizayiro 102i8, NIOMpPUMYE NePeHA8uaHHa MoOdeli ma iHmezpayir 6
KOpnopamueHy ingpacmpykmypy.

Knruosi cnosa: anomarnii 6 6asax oanux, ingopmayiina 6e3neka, nogedinkosa
aHanimuka, MawuHHe HA84UaHHsl, 102Y8aAHHs, OemeKyis 3a2po3, MOHIMOPUHZS AKMUBHOCII,
MiIKpocepe@icHa apXimexkmypa.

Abstract. The paper presents an intelligent system for detecting abnormal activity
in databases, aimed at improving information security in the face of growing data
volumes and cyber threats. An analysis of modern methods of anomaly detection,
regulatory requirements and available solutions was conducted, which confirmed the
need to create an adaptive and modular software package. The choice of a technology
stack (Python, FastAPI, Scikit-learn, PostgreSQL, React) and the Isolation Forest
algorithm for processing SQL queries in real time is justified. The system is implemented
as a microservice architecture that provides collection, classification and visualization of
logs, supports model retraining and integration into corporate infrastructure.

Keywords: anomalies in databases, information security, behavioral analytics,
machine learning, logging, threat detection, activity monitoring, microservice
architecture.

VY cydacHOMY ITU(PPOBOMY CepeIOBHILI IH(QOPMAILLS € KIFOUYOBUM PECYpPCOM
JUISl €KOHOMIKH, 00OPOHO3IAaTHOCTI Ta CYCIIUTLHOTO (DYHKIIIOHYBAHHS, a 00Csr jaa-
HuX, mo nepeBunuB 100 3eTabaiTiB i MOABOIOETHCSA MPUOIU3HO KOXKHI JIBA POKH,
CTBOPIOE CEepHO3HI BUKIIMKH TS Kibep3aXucTy. ba3u JaHWX 3aIHMIIalOThCS OTHUMH 3
HalOUBII BpasmmuBux enemeHTiB IT-indpactpykrypu: 44 % IHIMIAEHTIB Oe3MeKH
1oB’s13aH1 3 HenpaBoMipHUM JoctyrnioM 10 CKB/l, 3 sikux 3HauHa 4acTka — BHYT-
pinHi 3arposu [1]. Tpamuiiiiai 3acodu 3axucty — aBTeHTU]IKAIs1, KOHTPOJIb 10C-
TyIy, IU(PyBaHHS — HE 3aBXKAW BHABIISIOTH HETUIIOBY aKTUBHICTh KOPHUCTYBAYIB,
TOMY KPUTHYHO B@)KJIIMBUM CTa€ BIIPOBA/DKEHHS CHCTEM BHSBJICHHS aHOMAIH
(Anomaly Detection Systems), 3okpema Ha ocHOBi airoputmy Isolation Forest. Ho-
pmaruBHi Bumoru GDPR ta ISO/IEC 27001 [6] 1 pe30HaHCHI BUTOKH JaHHX, SIK Y
Equifax [1], migkpecmroroTs HeOOXiTHICTh MPAKTHYHHX, ATAIITHBHUX 1 e()eKTHBHUX
pimens Ha ocHOBI Python, PostgreSQL, FastAPI Ta cydacanx BeG-(peiiMBOPKIB.
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3pocraHHs 00CATIB 1 KPpUTUYHOCTI IaHUX y (PIHAHCOBHX, MEJMYHHX Ta Jep-
JKaBHHX CepBicax akTyalli3ye 3aCTOCYBaHHs MOBeAiHKOBOI aHaiitiku. [Tonan 80 %
innuaentiB 'y CKBJl moB’si3aHi 3 KOMIIPOMETAIIIEI0 TOCTyIy, a npukian Equifax
(2017) meMOHCTPYE HACTIAKK BIICYTHOCTI €PEKTUBHOTO aBTOMATHYHOT'O MOHITOPH-
Hry [1]. Tpamuiiiiai MexaHi3MH 3aXUCTy HE 3[aTHI pO3Mi3HaBaTH IHCAWIEPCHKi aTa-
KW 9¥ TIOCTYNOBI BiIXWJICHHS TOBEIIHKA KOPHCTYBAYiB, TOMY MAITHHHE HABYaHHS
1t aHainizy SQL-3anuTiB, ayreHTH(IKALIHHIX TO/IH 1 JIOTIB y pealbHOMY 4aci CTae
HAMOUTBIN eEKTHBHIM CIIOCOOOM BHSIBIICHHS 3arpo3.

[penmerHa 00MaCTh JOCTIKEHHS OXOILTIOE IIUPOKHUI CIIEKTP 00 €KTIB KO-
HTpoaro — SQL-3amuTy, porelypu aBTeHTU]IKAIIL, 3MIHY TIpaB JOCTYITY, Mepe-
JKEBI TpaH3aKLil — Ta pi3HOMaHITHI JyKepesia JaHuX, Taki K transaction logs, query
logs, audit logs i cucremni sxypHanu. J{jis BUSIBICHHS aHOMAJii 3aCTOCOBYIOTHCS
CTaTUCTHUYHI MIIXOAW, METOAM Kiactepuzallii, outlier-nerexuis ta HelipoMepeKesi
MozieTl. Y KOHTEKCTi MPaKTUIHIX CUCTeM 0e3MeKH 0COOIMBO IIIHHUMH € HEKOHTPO-
JHOBAHI ATOPUTMH, 3[aTHI CAMOCTIHHO ()OPMYBATH MOJIETh «HOPMID) Ta BUSBILITA
BIIXIICHHS Oe3 TMOTpeOH y BENMMKUX MideHHX BHOipKax [2, 3]. Anroput™ Isolation
Forest, Ha sikoMy 0a3yeTbcsi CTBOPEHMII MOJYNb, Ma€ HHU3KY IepeBar — JHIHHY
CKJIAJTHICTb, CTIHKICTh JO BUKHIIB, 3aTHICTH MPAIIOBATH 31 CTPUMIHTOBUMH JaHU-
MH, a TaKoX CyMicHicTh i3 Python-exocucremoto, 1o poOuts iforo ogHuM i3 Halie-
(heKTUBHIIINX METO/IB JUTsI CHCTEM PEaTbHOTO Yacy [2, 4].

Anaiiz cydacHux mpomucioBux pimens (IBM Guardium, Oracle Audit
Vault, McAfee DAM) mokazaB ix BHCOKY TEXHIYHY HaJiiHICTh Ta MacuTaboBa-
HICTh, OJTHaK BOJAHOYAC — 3HAYHY BAPTICTh, CKIIAHICTh HATAIITYBAHHSI Ta OOMEXKe-
HY aJalnTHBHICTD A MaluX i cepez[HiX oprasizarfiii. Open—source warhopmMu
(OpenDLP Apache Spot) € eKOHOMIYHO JOCTYITHUMH, ajie HePiaKo OOMexeHi PyH-
KI[OHATEHO 400 MOTPeOYIOTh 3HAYHMX IHKCHEPHUX JI00MpaiioBanb. Lle minrsepm-
JI0 HEOOXIHICTh CTBOPEHHSI IIPOTPaMHOTO PIllIeHHS, SIKE MO€HY€e HaAiiHICTb, 10C-
TYIHICTh, MOJIYJIBHICTD 1 8IaITHBHICTB, Ta € PEATICTUYHAM B YMOBaX KOPHOpPATHB-
Hux [T-iHpacTpykTyp.

Ha mincraBi MOpIBHSUIHOTO aHai3y METOJIB JETeKLil aHoMaliii 00paHo
Isolation Forest six HaitOLTbII 30amancoBannit miaxin. BiH q03Bosise mpairoBatu 6e3
MIYCHUX IaHHX, 3a0e3Medye MacImTabOBaHICTh I OMPAIIOBAHHS ITOTOKIB JIOTIB,
MATPAMYE aHAJI3 Y PeXUMI pealbHOTO Yacy Ta Ma€ HHU3bKi BUMOTH JI0 PECYPCiB.
IaTerpamnis mporo anroputmy 3 FastAPI, PostgreSQL i Python-momymsivmu 3a6e3me-
Yye BUCOKY MPOIYKTHBHICTh Ta CTAOUTEHICTH POOOTH [5, 6], 0 MATBEPIDKYE MPaK-
THYHY JOLUIBHICTH HOTO 3aCTOCYBaHHSI y CTBOPEHIl CHCTEMI.

Po3pobrnieHa cucrema BUSIBIICHHS] aHOMAIbHOT aKTHBHOCTI Mae MOJYJIbHY 0a-
raTopiBHEBY apXiTEKTypy, L0 BKIIOYAE KIIEHTCHKY YacTHHY Ha React, cepBepHy
noriky Ha FastAPI, monynp mammaHOro HaB4anHs 3 Isolation Forest, PostgreSQL ta
JIOTIOMDKHI cepBicH. Taka cTpykTypa 3a0e3rnedye MaciTabOBaHICTh, HE3aJISKHUMA
PO3BUTOK KOMITOHEHTIB Ta MOJJIMBICTH THYYKOTO pO3IIUpeHHS. B3aemomis MbK
Monymsimu peanizoBaHa depe3 REST API, mo mo3Bossie iHTErpyBaTH CHCTEMY Y
pi3HI KOpIIOpaTHBHI cepenoBHIa 0e3 moTpedu y TIHOOKil mepeOymoBi IXHBOI iH-
pactpykrypu.
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Moyib MaIIMHHOTO HABYaHHS 3aBAHTAXKYE MOTIEPEJHHO TPEHOBAHY MOJICIb
Isolation Forest, aHanizye HOBI JIOT-TIOMIl B PEXKHMI PEAIbHOIO Yacy Ta 3allHCye pe-
3yabTatTy Kiacudikarii y Tadmumiro query logs PostgreSQL, 3 akTuBariiero cucteMu
CTIOBILIICHb TIPH BUSBJICHHI KPUTHYHUX BinxuiieHb. DYHKIIIS alanTHBHOTO MepeHa-
BYAHHS dYepe3 endpoint /retrain-model ni;rrpHMye aKTyaJIbHICTh MOJIENI Ta CTIHKICTh
CHCTeMH 10 3MiH NOBEAIHKK KopucTysadis. LlentpabHa Tabmanst query_logs or-
THMI30BaHa HACKCAMH Ta ):[eHopManBaule}o IV IIBUIKOTO BUKOHAHHS 3aluTIB i
NoOYIOBH aHANITHYHHX Bi3yasli3amii, a JIOri4Ha MOJEIb JI03BOJISE IOAABATH CyTHO-
cTi users, roles abo alerts 1t nojaneIoro posmmpenHs. [Hrepdeiic koprucryBaua
peasti3oBaHo SIK aIaNnTHBHUH aIoop/ 3 TaOIMISIMHU JIOTIB, Tpadikamu, GinbTpamy,
MYJIbTUMOBHICTIO, TEMHOI/CBITJIOI0 TeMOto Ta ekcrioprom PDF, mo 3abesmneuye
OTlepaTHBHE OHOBJICHHS JJAHMX 1 IBUIKE PearyBaHHsI aHATITUKIB Ha 3arpo3H.

Cucrema JAEMOHCTPYE BHUCOKY IPAKTHYHY I[IHHICTD, 3a0e3Meuye aBTOMATH-
30BaHUI MOHITOPHHT MOBEIIHKHA KOPHCTYBAYiB Ta TO3BOJISE 3HAYHO 3MEHIIUTH PH-
3WKHU TIOPYIIEHHS OC3MeKH JAaHUX, 0 POOUTH {i aKTyalbHIM Ta HaIIHHUM iHCTpPY-
MEHTOM Y CY4acCHHX YMOBAaX 3pOCTA0UHX Kibep3arpos.
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