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LUBLIBHOTO 3aXUCTY, JIbBIBCHKUIA IepKaBHUI YHIBEPCUTET OC3MEKH KHUTTELSIIBHOCTL
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IHTEI'PALIA SIEM, ABTOMATU30BAHOI'O MOHITOPUHI'Y TA
MOJAEJIEW TIOBEJAIHKOBOI'O AHAJII3Y AJIsA KOPIIOPATUBHOI
BE3IIEKN

ApTem IHIEHKOl, PocTuciaas TKA‘—IYKl’z, Basepin BA.JIAIII,KAl
Y Ivsiscokui deporcasHull yHigepcumem 6e3neKu HCUMmeOisLIbHOCHI,
zHauiOHaﬂbHuL? yHigepcumem «JIb6iecbka nonimexnikay»

Ipoananizosano cucmemy 3axuujeHo2o 8i0oaneHo2o docmyny 6 «Kuiscmapy, euss-
JleHo Kkmo4osi epaznueocmi ma 3aeposu. Posensnymo VPN, IPsec, SSL/TLS, Zero Trust,
IAM, SIEM i MDM, oyineno egpexmusnicmeo ix enpoeadoicenns. Hasedeno osopienesy ap-
ximexmypy ma pesyibmamu mecmysanis 6 Ubuntu Server i3 Wireshark, Nmap i Fail2ban.
3anpononosano nonimuxy docmyny 3 minimizayieio npusineis. [ocniodcenus niomeeposicye
ehexmugHicmy piuienHs 01 6e3neurHo2o 8i00aneH02o docmyny ma nioguueHHs Kibepcmiti-
Kocmi.

Knwuosi cnosa: 3axuwenuii giooanrenuti oocmyn, VPN, Zero Trust, [Psec,
SSL/TLS, SIEM, 6acamogpaxmopna asmenmuirayis, kibepbesnexa, MDM, kopnopamu-
sna mepedica, WireGuard, mecmysanns 6e3nexu, Kibepzazposu.

The secure remote access system at Kyivstar was analyzed, key vulnerabilities
and threats were identified. VPN, IPsec, SSL/TLS, Zero Trust, IAM, SIEM and MDM
were considered, and the effectiveness of their implementation was assessed. A two-tier
architecture and testing results in Ubuntu Server with Wireshark, Nmap and Fail2ban
were presented. An access policy with privilege minimization was proposed. The study
confirms the effectiveness of the solution for secure remote access and increasing cyber
resilience.

Keywords: secure remote access, VPN, Zero Trust, IPsec, SSL/TLS, SIEM, multi-
factor authentication, cybersecurity, MDM, corporate network, WireGuard, security
testing, cyber threats.

AHalti3 CHCTEMH 3aXUIIEHOTO BifmaneHoro noctyny B «KuiBcTtapi» 3a-
CBIIYMB HASBHICTh HU3KM KPUTHYHHX 3arpo3 Ta BPA3IMBOCTEH, MOB’S3aHUX 13
BUKOPHCTaHHSIM 3acTapijioro MmporpamMHOTo 3a0e3ledeHHs, cIa0Kol CerMeHTa-
LI€F0 Mepexi, HeTOCTATHIM PiBHEM 3aXHCTY KiHIIEBUX MPUCTPOIB i BIICYTHICTIO
MMOBHOMLIHHOT OaratodakropHOi aBTeHTHdiKanii. [Tommpeni pusukn — immH-
roBi atakw, brute-force, MITM, aTaku Ha cecii — CTaHOBISATH OCOOIUBY 3aTPO3Y
JUIsl KOPIIOPATUBHOTO Tpadiky Ta nepcoHalbHUX AaHux. [Huumentn 2023-2024
POKIB TiATBEPHKYIOTh HEOOXiTHICTH TMMOOKOT MOJEpHi3aIil iHppacTpyKTypH
0e3mneKy Ta MiABHUIIEHHS CTIMKOCTI JI0 CKIAJHUX KibepaTax.

TopiBusuibHmii aHami3 TexHosoriin VPN, IPsec, SSL/TLS, Zero Trust Ta xmap-
HHX IHTErparliif mokasas, 1o kiacuuHi VPN-pillieHHs Bke He 3a0e3MeUyroTh HAICHK-
HOTO PIBHS 3aXMCTY B YMOBaX MacCIITaOHOCTI MEPEKi Ta 3HAYHOT KUTHKOCTI MOOLTHHUX
npuctpoiB. EdexTuBHUM HanpsmMoM € BIpoBampkeHHs Zero Trust-apxirtekTypu,
LEHTpaTi30BaHoro yrpasiiHus gocryrnoM (IAM), ciucrem monitopuary SIEM, mose-
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JIHKOBOTO aHai3y Ta pimeHs MDM st koHTpoo MooutbHEX 1 BY OD-niprctpois.
L1i 3aco0n 03BOIISAIOTE MIHIMI3yBaTH PH3UKK KOMIIpOMeTallii OOJIKOBHX 3aIlMCiB Ta
3MEHIIHUTH IUIONIY aTaKh B PO3MOIUIeHi iHdpactpykTypi [1-3].

Jnsa migBHIEHHS KiOepCTIMKOCTI BETMKUX PECYPCiB, TAKUX 0 MPHUKIIAIY,
sk «KuiBctapy OUTBII [lieBe KOMIUIEKCHE OHOBJICHHSI CHCTEMH O€3MeKH: MOoJep-
Hi3aIiro MPOTOKOJIIB MU(PYBaHHS, 3aPOBAHKEHHS PO3IIHMPEHOTO MOHITOPUHTY
moiii, iHTerpamito OaraTodakTopHOi aBTEHTH(]IKAamii, MOCWIEHHS KOHTPOJIIO
KIHIIEBUX TOYOK Ta BUKOPHCTAHHS MITYYHOTO IHTEJCKTY Ul BUSBJICHHS aHOMa-
niit y tpadiky. Takuii mifgxiz 3a0e3neunTs HAAIHHUI 3aXUCT KPUTHYHUX KOMIIO-
HEHTIB, 3MEHIIUTh IMOBIPHICTh HECAHKIIIOHOBAHOTO JOCTYILy Ta IIiJBHIIUTH
piBEHb TOTOBHOCTI JI0 CydacHUX Kibep3arpos [4].

Mopens 3aXHIIEHOTO BiaJIEeHOTO JOCTYILY, IO BUKOPHCTOBYETHCS OIle-
patopom «KwuiBcrap», IPyHTYEThCs Ha JBOPIBHEBIH apXiTeKTypi, sKa MO€IHYE
mmdpyBaHHs TpadiKy Ta IEHTpai3oBaHy aBTeHTH(]iKamito. Ha mepmomy piBHI
3aCTOCOBYETBCS 3aXWIICHUI TyHENb, CTBOPEHWH 3a mportokomamu [PSec abo
SSL/TLS, mo 3abe3neuye KOH(IACHIIHHICTE 1 IITICHICTH MTepeaHnx MaHuX. Jpy-
THIA piBeHb Mepeadavac aBTeHTU(DIKAII0 KOPUCTYBadiB uepe3 moMeH abo Active
Directory, 3actocyBaHHs cepTU(hIKaTIB Ta KOHTPOJb TOCTYITY BiMOBIIHO JIO MO~
THK Oe3MeKu.

OCHOBHMMH KOMIIOHEHTaMH apXITEKTYpH € KIIIEHTCbKE MpOTpaMHe 3a-
OesrieueHHs1 Ha poOoUMX cTaHlisX, VPN-1UT03, sIKMii BUKOHYE YCTaHOBJICHHS Ta
MIATPUMKY 3aXUIIEHUX CECilf, a TaKoX CepBep aBTCHTHU(IKAIIIT, 10 MepeBipsie
IpaBa JIOCTYILy Ta Kepye OOIIKOBHMH 3amucamMu. Y ci MOJiT JOCTYIY JIOTYIOThCS
Ta MOXYTb TepellaBaTics J0 CUCTEMH MOHITOpUHTY abo SIEM mnst BusBIEHHS
MZ03piI0T aKTUBHOCTI ¥ IMOJANBIIOTO aHANI3Y IHIIUICHTIB.

Pimenns 3abe3mnedye 0a30BHI 3aXHCT KOPHMOPATHBHOTO Tpadiky Ta JO-
3BOJISIE KOHTPOJIIOBATH MIIKITIOYEHHS CHIBPOOITHUKIB 10 BHYTPIIIHIX pecypciB
13 30BHIIHIX Mepek. BomHouac epeKTUBHICTH MOJENI 3HAYHOKO Mipolo 3aje-
KUTHh BiJ TpaBWIBHOI KOH(DIrypamii, peryaspHOTO OHOBJICHHS KOMIIOHCHTIB
Gesneky Ta iHTerpallii 3 Cy4acHUMM MEXaHi3MaMu KOHTPOJIO JOCTymy. 1i moja-
JIbIlIa MOJIEpHIi3allisi MOXKe OyTH CHpsSMOBaHa Ha BIIPOBADKEHHS NPUHILUIIB Zero
Trust, 6ararodakropHoi aBTeHTH(DIKAIIT Ta PO3MMPEHUX 3aCO0IB MOHITOPHHTY
JUTSL TIBAIICHHS CTIHKOCTI JI0 aKTyaJIbHUX KiOep3arpos.

Jlnst BIpOBa/DKEHHST apXiTEKTYpH 3aXHWILEHOTO BIUIAIICHOTO JIOCTYIY B
rxomnanii «KuiBcrap» Oyio ctBopeHo TectoBe cepepouile y VirtualBox 3 ycra-
HositeanM Ubuntu Server. Ilicast posropranas OC mpoBeieHO HalAIITYyBaHHS
Mepexi, SSH-mocTymmy Ta ocHOBHUX cepBiciB Oesmeku. Lle 3a06e3mednio MoxKITH-
BICTh TIEPEBIPUTH MpPALE3AaTHICTh PIMICHHS N0 eTally iHTerparii y BUpoOHMYe
CEepeIOBHIIIE.

[IpakTH4HEe TeCTyBaHHS MPOBOAMIOCH 3a qormomoroio Wireshark, Nmap i
Fail2ban. Wireshark m03BoNMB OLIHUTH 3aTpUMKH Ta e(PEKTHBHICTH Tpadiky,
Nmap — mepeBipuTH JOCTYIHICTD 1 KOH(pIrypariro cepBici, a Fail2ban — npo-
TecTyBaTH 3axHCT Bix brute-force atak. TecToBI MOKa3HUKHU MIATBEPAMIHN OYIKY-
BaHy PI3HMIIO MPOAYKTUBHOCTI Mbk anroputmamu mudpysanus: ECDSA 3a-
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