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BUKOPUCTAHHS LITYYHOI'O IHTEJEKTY IS BUSABJIEHHS TA
PEAT'YBAHHS HA KIBEP3AT'PO3MU ITIJI YAC BIMHHA

®equnens H.I., Copoka A.A.
Jlvsiscobkutl deporcagnutl yrigepcumem Oe3neKu HeUmmeoislbHOCmI

Amnorauisi. Cyuacha 6itina Xapakmepusyemvcsi AKMUGHUM SUKOPUCIAHHAM Kibe-
pnpocmopy 5K apenu bouosux 0iil. Kibepamaku cmaromov 6axciuson cKiaooeoio 2ibpuo-
Hoi agpecii. B ymosax nocmitinoi 3MiHU MAKMUK npomueHUKa mpaouyitini memoou xioe-
p3axucmy uAaIAmMbCsa HedocmamHubo egexmusnumu. Ocobaueo2o sHauvenus Habysae
BUKOPUCAHHA MeXHON02I wmyunozo inmenekmy (L) ons asmomamu306ano2o 6use-
JIeHHS, AHATIZY MA peazy8antsl HA Kibep3aspo3u..

Knrwwuoei cnosa: xibepbesneka, kibepzacposu, wmyyHul inmenekm, Kibepzaxucm,
MoHuimopune, Kibepnpocmip.

Abstract: Modern warfare is characterized by the active use of cyberspace as an are-
na for combat operations. Cyberattacks are becoming an important component of hybrid ag-
gression. In the face of constantly changing enemy tactics, traditional methods of cyber de-
fense are proving to be ineffective. The use of artificial intelligence (Al) technologies for auto-
mated detection, analysis, and response to cyber threats is becoming particularly important.
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ITin yac BiiHM 3pOCTa€ KUIBKICTh 1 CKIIQAHICTh Kibeparak. 3a3Bu4ail BOHU
MaroTh LIJIECIIPSIMOBAHHUN XapakTep i CYIPOBOJIKYIOTHCS MCHXOJOITYHUMH 200
iHpopMaLiiHO - APUBHUMU ornepanisMid. OCHOBHUMH THIIAMH 3arpo3 €:

» DDoS-araku Ha nep:kaBHI IOPTAIH Ta KPUTHYHY iHPPACTPYKTYPY;

"  crnpoOu 371aMy CHCTEM YIPAaBIiHHS 00 €KTaMHU €HEPreTHKH, TPaHC-
MOPTY, 3B’SI3KY;

*  (ImMHTOBI KaMITaHii, CIIPIMOBAaHI Ha BIliICEKOBHX 1 BOJIOHTEPIB;

*  nesiHdopMariifHi onepariii, 0 BUKOPHCTOBYIOTH COIlialbHI MepexKi
Ta 4aT-00TH;

"  37aM YpSAOBUX aKayHTIB 1 MOIMIMPEHHS (aJbIIMBUX MOBIIOMIICHB
[2].

Y Takux yMOBax JIIOJCHKI pecypcH Kibep3aXxucTy He MOXKYTh OTIEPaTHBHO
00pOoOIIATH BENMKHUI 0OCAT JaHHUX MpO IHIWAEHTH. BuHKKae moTpeba y BUKOPH-
CTaHHI IHTENEKTYaJbHUX CHUCTEM, 3/JaTHHX CAaMOCTIHHO HAaBYATHCS, BUSBISTH
aHoMaii Ta mepeadavaTH MOTCHIIIINHI aTaKy.

Iryynnii inTenexr 3abe3neuye HOBUI piBEeHb MPOAKTUBHOTO Kibep3axwc-
Ty, JO3BOJISIIOUM HE JIMIIE pearyBaTH Ha 3arposy, a i nepenbadaru ix. OmHuM i3
KJTFOYOBHX HANpSMKIB HOTO 3aCTOCYBAaHHS € MallMHHE HABYAHHS ISl BUSIBICHHS
agoMmamid [3]. ANTOpUTMH aHANI3YIOTH TOBEIIHKY KOPHUCTYBAdiB, MEpEKEBHUIl
TpadiK Ta CHCTEMHi KypHAJIH 3 METOIO BH3HAYCHHS BiIXWJICHb BiJ HOPMAIBHOI
nismeHOCTI. Hampukian, cuctemu Ha 6a31 MalllMHHOTO HABYaHHS MOXKYTh BUSBUTU
MMiI03pLTy aKTUBHICTB IIE JI0 TOTO, SIK aTaka PO3rOPHEThCA MOBHICTIO. [HIIMM Ba-
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KIIMBUM HAaIpsSIMKOM € BUKOPHCTAHHSI HEHPOHHUX MEpeK JUTs Kiacugikarii mKis-
JIMBOTO TPOTPAMHOTO 3a0e3NeyeHHs. 3aB/sIKA TIMOMHHOMY HAaBYaHHIO Taki cHc-
TEeMH 3[aTHI MIBUIKO PO3ITi3HABaTH HOBI THUIH BipycCiB, TPOSHIB a00 EKCIIOMTIB,
HaBIiTh SIKIIO iXHI CHTHATYPH paHimie He Oy BigoMi. 3HAYHY pOJIb TAKOX BiIir-
pae anami3 Benukux gaHux (Big Data Analytics), amke cucTeMu MTYy4HOTO iHTE-
JIEKTY MOXYTh 00poOIATH TepabaiiTn KxypHATIB MOIIN Ta TeIEMETpii, OTIepaTHBHO
BHSIBIISTIOYH 3B’ SI3KW MDK OKPEMHUMH HITHICHTaMU W (pOpMyIOun LUTICHY KapTHHY
KiOepakTUBHOCTI MPOTUBHUKA. OKpIM LBOr0O, aKTUBHO 3aCTOCOBYIOTBHCS IHTEJIEK-
TyaslbHI cucTeMH pearyBaHHsi, a00 SOAR-miardopmu, siki iHTErpy0Th QyHKIIT
ABTOMATHYHOI'0 pearyBaHHs Ha IHI[MJICHTH, [0 JI03BOJISIE MIHIMI3YBaTH 4ac MK
BUSIBJICHHSIM 3arpo3u Ta il HeHTpai3altiero.

[Ticns mouarky mmpokomMaciurabHoi arpecii Pocii npotn Ykpaian y 2022
POILIi 3HAYHO aKTUBI3yBaJIOCS BIIPOBAHKEHHS CHCTEM IUTYYHOTO iHTENEKTY B 000-
POHHOMY Ta KiOCPHETHYHOMY CEKTOpaX. YKpaiHCBKI CTPYKTYpH KiOep3aXucry,
30kpema CERT-UA Ta ixHi mapTHepH, akTHBHO BHKOPHUCTOBYIOTh CHCTEMH aBTO-
MaTUYHOTO MOHITOPHHTY Ha OCHOBI TEXHOJIOT1 MAITMHHOTO HABYAHHS IS aHAITi-
3y MIKiAJIMBOTO Tpadiky, BUSBICHHS aHOMAJIbHOI aKTUBHOCTI Ta IMOMEPEHKEHHS
kibepartak Ha aeprkaBHi i mpuBaTHI iH(opMartiitHi pecypeu [1]. [TapanensHO Mix-
HAPOJIHI TEXHOJIOTIUHI KommaHil, Taki sk Microsoft, Google Ta Mandiant, 3acto-
COBYIOTH QJITOPHTMH INTYYHOTO IHTENEKTY JUIsl IPOTHO3YBaHHS arak 3 OOKy po-
CIHCBHKUX XaKePChKHX yrpyNOBaHb, aHaIli3y TXHIX TAaKTHK 1 MOJICITIOBAHHS MOYKJIIH-
BHX CleHapiiB kibeparpecii. BogHouac akTBHY poltb y NPOTHII H—I(i)OpMaHlI/IHI/IM
3arpo3am Blznrpa}oT}, BOJIOHTEPCHKI Kl6epCHlJ'ILHOTI/I SKI 3aIy4aroTh HEHpPOHHI
Mepexi Ui aHajli3y (IMIMHIOBHX JIMCTIB, BIICTEXEHHS 0OT-MEpEeX, BUSBICHHS
(heKOBUX HOBHH 1 Ae3iH(POPMAIIfHUX KaMITaHii y COLIaIbHUX Mepexax. Y pe-
3yJIBTATI IITYYHAHN THTENEKT MOCTYIOBO CTA€ HEBiJ €MHOIO YaCTHHOIO 0OOPOHHOT
kibepiadpacTpykTyprr YKpaiHu, MiABHIIYIOUH i CTIMKICTh i €EeKTHUBHICTH. 3a-
BISIKA MOYKJTMBOCTI IIIBUJIKO OOPOOJIATH BEIHMKI 0OCSATH NaHWX, BUSBISITA 3aKOHO-
MIpHOCTI Ta pearyBaTy Ha 3arpo3d B PeXnMi pealbHOro 4acy, cucremu 111 3a6e3-
NEYYIOTh TaKuil PiBeHb MIBUAKOCTI, TOYHOCTI Ta MacCIITa0OBaHOCTI pearyBaHHS,
SIKUI HEMOXKJIMBO JIOCSIT'TH JIMILIE 3YCUIUISIMH JIFOAUHU.

[Morpy 3Ha4YHMI MOTEHIIAT 1 MIHUPOKI MOMXIUBOCTI, BUKOPHCTAHHS CHC-
TEeM LITYYHOTO IHTEJIEKTYy B cepi KibepOe3mekHn CYIpPOBOJIKYETHCS HHU3KOIO
mpo6ieM i 0OMexeHb, SKi BIUNIMBAIOTh HAa €(EKTUBHICTh Ta HalIHICTh IXHBOTO
3actocyBaHHs. OJHi€l0 3 KIOYOBUX npoOiieM € BHcoka 3anexHicts III-
MoJIeNIel BiJ SIKICHUX 1 pelpe3eHTaTUBHUX JaHMX. [IJIs1 HaBUaHHS TaKUX CUCTEM
HeoOXiqHI BeIHMKi MaCHBH AOCTOBIpHOI iH(OpMaIlii, OMHAK Y BOEHHUH dac Mpo-
1ec 300py, MEPEBIpPKM Ta OHOBJICHHS JJAHWX YacTO YCKJIAJHEHHUI depe3 HecTady
pecypciB, KibepaTaku Ha JpKepesa JaHUX 9i 0OMEeKeHHH TOCTyM A0 iHppacTpy-
kTypu. Ile MoXe mpU3BOANTH JI0 3HUKEHHSI TOYHOCTI IMPOTHO31B 2060 0 XMOHMUX
crpanboByBanb. llle oTHUM cepilo3HMM BHUKIMKOM € MOXXJIMBICTH HABMHUCHOTO
oOMmaHy Mopeneii, Tak 3BaHux adversarial attacks, KoJM HPOTUBHUK MOAUGIKYE
BXIi/IHI JaHi 200 CTBOPIOE CIIeliaibHI ATEPHH, 3/1aTHI BBECTU CHUCTEMY B OMaHy.
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VY pesynbrari 1l Moke HempaBHWIBHO KiacH]iKyBaTH 3arpo3y, HpPOIYCTHTH
aTtaky abo, HaBIIaky, OMIJIKOBO BBaXKaTH OE3ME€UHY aKTUBHICTh MiZ03pLI0I0.

He MeHII BaXXJIMBHMH € €THYHI Ta IPABOBi aCIIEKTH BUKOPHCTAHHS IUTY-
YHOTO IHTENIeKTy. ABTOMAaTH30BaHEe NMPUHHATTA pilleHs y KibepOesmemi Hece
PHU3UK HENpaBOMIpHOTO OJOKYBaHHS KOPHCTYBadiB, OOMEXKEHHS IOCTYIy 10
iHpopMamii 9u MOpyIIeHHS MpaB JIOAWHU y pa3i MOMWIKA anroputMmy. lle Bu-
Mara€ CTBOPEHHS YITKMX HOPMATHBHHX PaMOK, IPO30PHX IPOLEIYp ayAuTy
MoJieNiell Ta MEXaHI3MIB JIFOACHKOro KOHTpoJito. Kpim Toro, icHye mpobiema
Hecraui kBaniikoBaHux Kaapis. s edexruBHOTrO ynpasminas cuctemamu 111
noTpiOHi (axiBIl, AKi OJHOYACHO BOJIOIIOTH 3HAHHSIMHU Yy Tay3six KibepoOesme-
KM, MallMHHOTO HABYaHHS, aHAITUKH JIAHUX Ta CTUKH IITYYHOTO IHTEJIEKTY.
HemocTtatHs mOroToBKa TaKMX CIEIANiCTIB MOXE 3HH3UTH C(EKTUBHICTH
BIIPOBA/DKEHHSI TEXHOJIOTIH Ta MIABUIIUTH PU3UK MOMIJIOK. TakuM YMHOM, X04a
MITYYHUH IHTENEKT BiOKpUBa€E HOBI MOMJIMBOCTI JJIsl TIOCHIJICHHS Kibep3axucry,
HOT0 BUKOPHUCTAaHHS NOTPeOye 00epeKHOCTI, CHCTEMHOTO ITIAXO0Ty Ta MOCTIiHO-
TO BIOCKOHAJICHHS SIK TEXHIYHHX, TaK i OpTaHi3aliifHIX MeXaHi3MiB.

[Toganpmuii po3BUTOK 3aCTOCYBaHHS INTYYHOTO IHTEIEKTY y KibepOes-
neri Mae 6a3yBaTrcs Ha KOMIUIEKCHOMY MiJXOl, IO MOEJHYE TEXHOJIOTi, Op-
raHi3ailiio Ta ocBiTy. Ba)XIMBUM KPOKOM € CTBOPEHHS HalllOHAIbHUX IIaTGOpM
Kibep3axucry, siki iHTerpyrots anropurmu LI 1 BusiBineHHs ta HeWTpamizanii
3arpo3 y pexuMi peabHOTO Yacy, 00’ €IHYI0UH iH(OPMAIIiI0 3 PI3HUX JHKEPEI 1
ABTOMAaTHU3YIOUU pearyBaHHs Ha iHLIUICHTH.

IITyyHuid IHTENEKT BIAKPHBAE HOBI MOJMJIMBOCTI Al €(EKTUBHOTO
yhpapisus iHbOpMariitHOIO Ge3nexoro mix yac Biitau. Moro 3actocysanHs 10-
3BOJISIE BHSBISITH HEBiOMI paHillle 3arpo3d, 3MCHIIYBAaTH 4Yac pearyBaHHA Ta
MIBUIYBATH CTIMKICTh AEp>KaBHUX 1 MpuUBaTHUX KibepcucreM. PasoM i3 TuwM,
HeoOXiTHO BpaxOByBaTH €THYHI, IPAaBOBI Ta TEXHOJIOTIYHI 0OMEXEHHs, 3a0e3-
HEYYIOYH KOHTPOJIb JIFOJUHY HaJl KPpUTHYHUMH PIlIEHHSMH.
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