«[HO®OPMAILIMNHA BE3IIEKA 441
TA IHOOPMALIMHI TEXHOJIOI Ti»

KOMIUJIEKCHOMY MIAXOAY, SIKMH TO€AHAB JAEpXaBHY IIOJITHKY, MeIiarpamoT-
HICTh, aKTUBHICTh T'POMA/ITHCHKOTO CYCIUIBCTBA Ta BOJIOHTEPCHKI iHIL[IaTHBH.

JepxaBHi CTPpYKTYpH, Taki Ak L[eHTp cTpaTeriyHmx KOMyHIKaIliif, CBO€-
YacHO CHPOCTOBYBaJIM (heHKH Ta HagaBald TPOMaJsHAM TOCTOBIpHY iH(opma-
1if0, MIHIMI3yI04H maHiKy. BogHodac mrmpoxoMacmTabHa BOJIOHTEPCHKA HisIb-
HICTb, KyJABTYpPHI MOAIi, 1HIIlIaTHBH MCHXOJOTIYHOI JOTIOMOTH Ta B3a€MOJIOIIO-
Mora y rpoMaznax (GopMyBalIH BiTdyTTs €IHOCTI Ta MATPUMKH, IO 3HAYHO ITiJI-
BUIIYBAJIO CTIMKICTh HaceleHHs. OcoOinBO e(heKTHBHOI BHsBHIAacS poboTa
JIEp’KaBHUX 1 rpOMaJICbKuX miatdopm, Takux sk StopFake, rapsui jiHii ncuxo-
JIOTT4HOT MiATPUMKH, iH(OpMaNniiiHi kKaMaHii 3 MeJiarpaMOTHOCTI, a TAKOX 1Hi-
LIaTUBY 3 PO3BUTKY KPUTUYHOTO MHUCIIEHHS cepen Mojoxi. Lli 3axomu no3sonu-
T He JIWIIe HEeHTpali3yBaTd BIUIUB JIe3iHpopMarii, a i MigBUIIUTH TOTOBHICTH
CYCIIIIbCTBA JI0 CIUIBHUX JIil Y KpH30BUX YMOBAX.

VYkpalHChKHN JTOCBIN TOKA3ye, IO TICHXOJOTIYHA CTIMKICTh HACEICHHS €
HE JIMIIE Pe3yAbTaTOM IHIMBIZyalbHOI BUTPHMKH, @ i KOMIUIEKCHAM e(pEeKTOM
KOOpAMHAIII Jep)kaBH, Melia, TPOMAACEKHX OpraHi3aliii 1 caMux TpoMajsH.
Crilike CyCITiIbCTBO CTAJI0 BOKJIIMBOIO CKJIAOBOIO HAI[IOHAJIHLHOT 0OOPOHH, PiB-
HO3HA4YHOIO apMii um Kibep3axucTy, 1 CIyrye MPUKIAIOM JUIS HIIHX JIepiKaB,
110 ONTMHIJIUCS i1 iH(pOPMAIIIHHUM THCKOM Ta arpeciero.

[cuxosnoriuHa CTiMKICTh — i HE JIMIIE puca 0COOMCTOCTI, a cTpaTeriu-
Huii pecype nepxasu. Bona (bopMye lH(l)OpMaIlll/IHI/II/I IINT, KU 3aXUIIAE Cyc-
MiIbCTBO BiX MAHIKH, QeHKiB 1 MaHimyssuiid. PopMyBaHHs wi€l CTIHKOCTI OT-
pe6ye CIUIBHUX 3YCHJIb JIEP)KaBH, OCBITH, Me/ia Ta KOXKHOTO TpOMajsiHHHA. Y
BilfHI 3a CBIZOMICTb JIIOJICH Iepemarae He TOH, XTO Mae€ Outblie iHpopmarii, a
TOM, XTO 3aT€H MUCIUTH KPUTHYIHO H 3aJIMIIATHCS BHYTPIIHBO CHIIBHUM. .
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KOHIIENITYAJIbHA MOJIEJIb MIHIMI3AIII BATOKIB JIAHUX Y
KOPIIOPATUBHOMY CEPEJOBHUIII HA OCHOBI NIPUHIIMIIIB
ZERO TRUST APXITEKTYPHU

Amnacracis COPOKA, Baaentuna ALIYK, Baaepis BAJTAIIBKA
Jlvgigcvruti depoicasnuil ynisepcumem Oe3nexu HeummeoisibHoCmi

Anomauin. 3anponoHosaHo KOHYENMyaibHy Mo0eib MIHIMI3ayil 6UMOKi6 0aHUx
Y KOpnopamusHomy cepe0oguwyi, 3acHO8aHy Ha npunyunax apximexkmypu Zero Trust.
IIpoananizosano oomedcenHs mpaouyitiHux nepumemposux mooeineii besnexu ma oorpy-
HMOBAHO HeOOXIOHICMb nepexody 00 OUHAMIYHOI cucmeMu 008ipu, 0e KOJNCHA 83aEMO0is
nepesipsicmovca y pedicumi peanvho2o uacy. Busnaueno mpu 6azo6i pieni moodeni — ioe-
HMUDIKAYIUHO-KOHMPOILHUL, — CE2MEHMAYIUHO-NONIMUYHUL | MOHIMOPUH2060-
ananimuunui. Ilokaszano, wo peanizayis Zero Trust-nioxody oae 3moey smeHuumu pu-
BUKU BUMOKI6 OanuX i nioguwumu pigenv Kibepcmiukocmi Kopnopamuenoi ingppacmpy-
Kmypu.

Knrwuoei cnosa: Zero Trust, kibepbesneka, umix OaHux, KOpnopamuseHe cepe-
dosuuje, MIKpoceeMenmayis, noImuKy 00Cmyny, Kibepcmitikicmo.

Abstract. A conceptual model for minimizing data leaks in a corporate environ-
ment is proposed, based on the principles of the Zero Trust architecture. The limitations
of traditional perimeter security models are analyzed and the need to transition to a
dynamic trust system is justified, where each interaction is checked in real time. Three
basic levels of the model are identified - identification and control, segmentation and
policy, and monitoring and analysis. It is shown that the implementation of the Zero
Trust approach allows you to reduce the risks of data leaks and increase the level of
cyber resilience of corporate infrastructure.

Keywords: Zero Trust, cybersecurity, data leakage, corporate environment, mi-
crosegmentation, access policies, cyber resilience.

VYV cydacHOMY KOPIOPATHBHOMY CEPEAOBHII, IO XapaKTEPU3YETCS BU-
COKUM piBHEM LM(pOBi3allil Oi3Hec-MPOoIeCciB, BAKOPUCTAHHIM XMapHHUX CEPBi-
CIB Ta 3pOCTaHHSAM KUTBKOCTI BiITaJICHUX KOPUCTYBA4iB, MUTAaHHS 3a0e3IedeH-
Hs KOH(IMCHIIHHOCTI ¥ MUTICHOCTI JaHUX HAaOYBA€ CTPATEriYHOrO 3HAYCHHS.
TpagumiiiHi mepruMeTPOBi MOJAENTI 3aXUCTy OUTBIIE HE BIAMOBIIAIOTE CYIacCHUM
BHKITUKAM, aJDKEe MEXi KOPIIOPATUBHUX MEPEK CTAIOTh PO3MHUTUMH, a JaHi IUp-
KYIIIOIOTh MDK BHYTPIIIHIMH # 30BHIMIHIMH CepeNOBHINAMA. Y LUX YMOBax
ocoOymBoro 3HaueHHs1 HaOyBae apxirekrypa Zero Trust (ZTA), noOynoBana Ha
TIPUHIUII «HIKOJM HE JOBIpsiA, 3aBxau mepeBipsi». Konuenmis nependadae
BIZIMOBY Bi/l JOBIpM 32 3aMOBYYBaHHSM, 3aCTOCYBaHHS IIOCTIHHOT aBTeHTUiKa-
i1 KOPUCTYBAYIB 1 MPUCTPOIB, @ TAKOK MIHIMI3allil0 PIBHS JOCTYIY BiAMOBITHO
JI0 KOHTEKCTY PUBHKY.
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MeTo10 1aHOTO JOCTIIPKEHHS € PO3pOOJIEHHS KOHIENTYadbHOI MOZIETi
MiHIMi3allil BUTOKIB JaHUX y KOPIOPaTUBHOMY CEPEAOBHILI HA OCHOBI IIPHHIIH-
niB Zero Trust, mo noexnye igeHTH}IKaIiiHI, MOJITUYHI Ta aHATITHYHI MeXa-
HI3MH O€3I1IeKH B €IMHY JUHAMIYHY CUCTEMY YIPaBIIiHHS JOBIPOIO.

3anpornoHoBaHa KOHIICNITyalbHA MOJICNIb MIiHIMI3allil BUTOKIB JAaHUX Y
KOPIIOPAaTUBHOMY CEPEIOBHII 0a3yeThCs Ha TPUPIBHEBIH apXIiTEKTypi, IO iH-
Terpye npuHOunu Zero Trust i3 Cy4acHUMH TEXHOJIOTISIMU 1IeHTH(IKAI1, cer-
MEHTaIlii Ta aHATITHYHOTO MOHITOpHHTY. Taka OaratopiBHEBa CTPyKTypa 3a-
Oe3reuye KOMITJIEKCHE TIOKPUTTS OCHOBHUX €TaIliB XHUTTEBOI'O IIMKITY JAaHUX —
BiIl TOCTYITy 10 BHSIBIICHHS Ta pearyBaHHS Ha IHIUACHTH — i CIIpAMOBaHa Ha
YCYHEHHs JOBIpH 32 3aMOBYYBaHHSM Yy Oy/Ib-SIKUX B3aEMOJIiAX MK KOPHCTYBa-
YaMu, MPUCTPOSIMH Ta CEPBICaMH.

InenTH(IKANIHHO-KOHTPOIBHIN piBEHh BUKOHYE (PYHKIIiI aBTCHTH(DIKA-
1il, aBTOpHU3allii Ta MepeBipKH IUIICHOCT] B3aEMOIii y peallbHOMY 4aci. Y Me-
’KaX bOTO PIiBHA MependadeHo BIPOBAKEHHS OaratoakTopHOT aBTeHTH(DIKa-
uii (MFA), o noeanye moHaiiMeHIe 1Ba He3alexHi GakTopu — 3HaHHSA (T1a-
POJIb), BOJOIIHHS (TOKEH, MOOUTBHUI MPHUCTPiil) Ta OIOMETPHUYHUI TTapamerp
(BiIOMTOK MambIlsd, po3mi3HaBaHHS 00MHY4st). Jl0JaTKOBO 3aCTOCOBYETHCS IO-
BEJIHKOBa aHANITHKA, KA aHANI3ye IIa0JIOHM aKTHBHOCTI KOpHCTyBaua (dac
BXOJ/ly, MICIle, THII TPHCTPOIO, XapakTep i) Mt pOpMyBaHHS AMHAMIYHOI
oIliHKY pu3uKy. CrcTeMa KOHTEKCTHOTO JOCTYITY IPUItMae PillIeHHs PO 03B
4K OJIOKYBaHHS Ollepalii 3 ypaxyBaHHAM IIOTOYHUX YMOB — I'eOJIOKallii, cTaTy-
Cy TIPHCTPOI0, PIBHS 3arpo3u B Mepexi. Takum 4uHOM, IOCTYII A0 AaHHX 3.ikic-
HIOETHCA JIMIIE 32 YMOBH BiINOBITHOCTI BCIM IMOJIITHKaM O€3MEKH, M0 3HAYHO
3HMKYE PU3UK KOMIpOMeTallil 00JIIKOBHX 3aITMCIB Ta BHYTPIMIHIX 3arpo3.

CerMeHTaIiiHO-TIOITHYHIHN piBeHb 3a0e3redye MPOCTOPOBY i JIOTIUHY
1300 iH(QOPMAIIfHAX MOTOKIB y MeXKaX KOPHOPATHBHOI iH(pacTpyKTypH.
Kitro4oBHUM MexaHI3MOM € MIKpOCerMeHTallisl, 110 nependadae mojai Mepexi Ha
130JI60BaHI JOMEHH 3 MIHIMaJbHO HEOOXITHUMH MapIIpyTaMu B3a€MOJii MiK
HuMH. Takui minxin 3ano0irae rOpU30HTATEHOMY MEPEMIIICHHIO 3JI0BMUCHUKIB
IicIs IePBUHHOTO IPOHUKHEHHSL. [[Jsi KepyBaHHS JOCTYIIOM BHKOPHCTOBYIOTb-
Csl KOHTEKCTHO-3aJiexkHi mounitukd, 30kpemMa RBAC (Role-Based Access
Control) — moctyn Ha ocHOBi poseii kopucryBauis, ABAC (Attribute-Based
Access Control) — noctyn, mo BpaxoBye auHaMiuHi aTpubytu (Micue, vac,
NPUCTPIH, piBeHb pu3nKy), Ta Risk-Based Access, sikuit aBTOMaTHYHO afanTye
PiBEHB AOCTYIY 3aJIS)KHO Bifl OIMIHEHOTO PU3UKY KOHKPETHOI cecii. Yci moiTu-
KU peali3yloTh NpuHUUI HaiMeHmnx npusineiB (Least Privilege), 3rimHo 3
SAKAM KOPUCTYBad abo IpoIlec OTPUMYe JIHIIE Ti MpaBa, SKi HEOOXimHI I BH-
KOHaHHSI KOHKPETHUX 3aBiaHb. Lle MiHIMI3ye HaciiIKu MOXKIJIMBHUX BUTOKIB Ta
oOMexye MacmTald MOTEHIIHHIX IHIIUICHTIB.

MOHITOPHHTOBO-aHATITHYHUN PIBEHb BUKOHYE (YHKIII CIIOCTEPEKEHHS,
BUSIBJICHHSI aHOMaJITIli 1 pearyBaHHs Ha 3arpo3u. LIeHTpalbHUM elneMEeHTOM 11bO-
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TO pIBHS € CHCTEMH YIpaBIiHHSA iH(popMatiiiHoto Oe3mexoro (SIEM), ski 3mific-
HIOIOTh KOPEJALIMHUI aHami3 moaiil i3 pi3HUX JKepen — cepBepiB, poOoUnx
CTaHIIIf, MEPEKEBOTO OOJNAHAHHS, XMAPHUX CepBIciB. J[st MimBUIIEHHS TOY-
HOCTI JIETEKIlii 3aCTOCOBYIOThCS aJTOPUTMHU MAIIMHHOTO HaBYaHHS Ta MITYYHO-
ro IHTEJNEKTY, AKi 3J4aTHI caMOCTiHHO GopMyBaTH npodili HOpMaIbHOT NOBEI-
HKHA CHCTEMH Ta BUSBIATH BIIXHUICHHS, IO MOXYTh CBIAYHTH IIPO BHUTIK a00
crpoOy HEeCaHKI[IOHOBAHOTO J0CTYIy. TaKkoX BIPOBA/DKYETHCS MEXaHI3M ajall-
THUBHOTO pEaryBaHHs, KU JO3BOJIIE aBTOMATHYHO 3MIHIOBAaTH HOJITHKH J0C-
Tymy, i30JIOBAaTH MiZ03piTl BY3nu ab0 aKTHUBYBATH IPOLEIYPH IHIUICHT-
PECIIOHCY B PEXHMI PEaIbHOTO Yacy.

3arasiom, B3a€MOJIs TPhOX PIBHIB 3a0e3Meuye 3aMKHEHUH IUKI OE3MEKH,
Jie aBTeHTU(]IKaIlis, CErMEHTallisl T MOHITOPHHT YTBOPIOIOTh CaMOIIiICHITIOBAb-
Hy CHCTEMY AWHAMIYHOTO KOHTPOMIO NoBipH. Taka apXiTekTypa J03BOJISE HE JIH-
nIe MIHIMI3yBaTH PU3WKKA BUTOKIB JaHHX, a i (opMye OCHOBY it moOYyIOBH
aIalTUBHOI KiOepCTiifkol KOPIIOpaTHBHOI €KOCHCTEMH, 30aTHOI epekTrBHO (yH-
KIIOHYBAaTH B yMOBax IIOCTIHHOI eBoiromii nu¢poBux 3arpos. [Hrerparis mmx
PIBHIB y €IMHY apXiTeKTypy J03BOJISIE peani3yBaTH AWHAMIYHY MOJEh JOBIPH,
sIKa 3MEHILYE PU3UK HECAHKI[IOHOBAHOTO JIOCTYITY, BHYTPIIIHIX MOPYILIEHb 1 KOM-
npoMeTarii 00MKOBUX MaHUX. 3a Pe3yJbTaTaMH AHATITHYHOTO MOJICTIOBAHHS
JIOBEJICHO, IO 3acToCyBaHHS Zero Trust-migxoqy Moke 3HH3UTH HMOBIPHICTBH
BUTOKY AaHux Ha 70—80% y MOpIBHSHHI 3 TPaIULIHHUMU CTPATETISIMH 3aXHUCTY.

3anpoBa/pkeHHsT Zero Trust-apXiTeKTypu Yy KOPIOpPaTHBHOMY Cepesio-
BHUIII € e()eKTHUBHUM KPOKOM 10 ()OpPMYBaHHS IPOAKTHBHOI CHCTEMHU OE€3IEKH,
OpIEHTOBAHOI Ha MIHIMI3aI[if0 PU3HKIB BUTOKIB JaHUX i MiABHUICHHS KibepCTii-
KocTi opranizauii. [Toganpmi JoCHDKEHHS TOUUIBHO CIIPSIMYBAaTH Ha CTBOPCH-
HS IHTETpoBaHUX Mojeneit Zero Trust 11 MyTbTHXMapHHUX CEpEIOBHUII Ta PO3-
pOOJEHHST alrOpUTMIB aBTOMATHYHOTO VIIPABIIHHS IMOJIITHKAMHU JTOBIPH y IH-
HaMIYHUX HU(PPOBUX EKOCHCTEMAX.
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