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Posenanymo inmezpayito 6noxueiin-mexuonociti y cmpykmypy KC3I ax innosayitinuii
nioxio 0o nideuweH st D08IPU, NPO30POCHIE Ma CIMIUKOCHI THpOpMayitiHux cucmem. 3anponono-
6ano 2ibpudny modenv Ha ocosi permissioned blockchain, sika doseonse sabesnevumu npo-
CMEdHCYBAHICIb NOOILL T 3MEHWUMU PUSUKU 6HYMPILWHIX nopyuieHs. [Ipoananizosaro npakmuyHi
nepesazu ma HANPSIMU BNPOBAONCEHHS.
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The paper investigates blockchain technology integration into complex information
security systems (ISPS) as an innovative approach to enhance trust, transparency, and resilience.
A hybrid permissioned blockchain model is proposed, ensuring event traceability and reducing
insider risks. Practical advantages and implementation prospects in critical information
infrastructures are discussed.
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CyuacHa 1udpoBa eKocUCTeMa, y sIKi B3a€MOAIIOTH JAEpXKaBHi, KOMep-
LiifH1 Ta OCBITHI CTPYKTYpH, (PyHKIIOHYyE B yMOBax IOCTIHHOTO 3pOCTaHHS 00-
CSTIB TaHWX, KUTBKOCTI KOPHCTYBadiB i Kibep3arpos. ['mobanbHi TeHneHIil mud-
poBoi TpaHchopMmarlii — eIeKTpOHHE BpPSIyBaHHS, XMapHiI CEpBiCH, CMapT-
KOHTpPAaKTH, €JICKTPOHHA iIeHTH(]IKAIis — BUMaraloTh He JUIIe TeXHIYHUX, a i
KOHIIETITyaIbHO HOBHX MIAXOIB 10 3a0e3neueHHs Oe3neku iHpopmarii. BogHo-
yac MOCHJIIOIOTHCS 3arpo3W BHYTPIIIHIX iHcaiiiepiB, fKi MalOTh JIETITUMHHHA
JIOCTYII IO PECYPCIB 1 37aTHI 3MIHIOBAaTH a00 BUAAIATH KPUTHUYHI JTaHI.

Kitacuuni cucremu komiiekcHoro 3axucty iHdopmanii (KC3I), nodyno-
BaHi Ha LEHTPAITI30BaHUX NPUHIMIAX, Y)KE HE BiINOBIAIOTH BUMOTaM IpO30po-
CTi Ta JAOBIpH, OCKUTbKH 3HAYHA YaCTHHA IHIWJICHTIB BUHUKAE HE Yepe3 TeXHid-
Hi, a yepe3 opraHizaiiiiHi ta noBeaiHkoBi akropu [1]. ¥V Takux ymoBax akrya-
JBHUM € CTBOPEHHSI CepeoBHUINa LU(POBOI AOBIPH, A€ aBTEHTUYHICTH 1 10CTO-
BIpHICTH OTepaIlii MiATBEPIKYIOThCS HE aJMiHICTpaTOpaMH, a alrOpUTMaMHU
[2]. OgauM 13 HaWOITBII €PEKTHBHUX ITIIXOAIB € BIPOBAKCHHS OJNOKYCIHH-
TexHoJorii y crpykrypy KC3I, mo no3Bossie 3a0e3nednTi He3MIHHICTh JKypHa-
JB TOMiH, NEIECHTPATi30BaHUN ayIuT, CTIMKICTh NO BHYTPIMIHIX MaHIMYJISAIiNA
[3] i moBHY IPOCTEKYBaHICTh YKUTTEBOTO ITUKITY TaHUX.

bnok4ellH BHCTymae sIK apXiTeKTypa KOJEKTHBHOTO KOHTPOJIIO, y SIKid
JIOBipa 10 CHCTEMH He MoTpedye IOBipu 1o ii okpeMux ydacHHKIB. Ha Binminy
BiJ IICHTPAJi30BaHUX 0a3 JaHWX, JI¢ €IMHA TOYKA BIiIMOBH CTBOPIOE PU3UKU



10 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

BTpaTH abo CrIOTBOpEHHS iH(popMaIlii, OJ0K4YelH 3a0e3neuye KOHCEHCYCHE MiT-
BEp/UKEHHS TMOAIH MDK ycima By3nmamu Mmepexi. Lle ¢opmye HOBY mapamurmy
0e3meKkn — PO3IOAUICHY TOBIPY, SKa HE 3aJCKUTh Bil JIOAWHN 9H OpraHizamii, a
MATPUMYETHCS MATEMAaTHIHIMHE Ta KPUITOTPaQiTHAMA MEXaHI3MaMU.

Buxopucranas permissioned blockchain 3abe3nedye KoHTpOIIbOBaHUMH
JOCTYH, aBTEHTU(IKAIlif0 BY3IIB 1 THYYKE YIPABIIHHSA POJSMH, IO KPUTUIHO
BAXJIMBO UIS IepKaBHUX a00 KOPHOPATUBHUX iH(OpMAIiifHUX cCHCTeM, Je Bij-
KpUTI MyOniuHi Mepexi HenpuitHsITHI. Taki Mepexi JO3BOJISIOTh 3aCTOCOBYBATH
KaHAJIbHY CErMEHTAIlI0 — KOKEH MiJPO3aUT a0 Ciy:k0a Mae BIIACHHI KaHAT
TpaH3aKIid, sIKUA MOXe MepeBIpATUCS He3aJe)KHO, 30epiralouu Ipu LbOMY 3a-
TraJbHUM KOHCEHCYC.

3anpornioHoBaHa Mozenb iHTerpanii onokueitn B KC3I 6azyerscst Ha Tpu-
PIBHEBII apXiTeKTypi, sika BKIIOYAE:

1. [nenTHdikamiifHui piBeHh — YIpPaBIiHHSA KIIOYaMH, cepTudikaTa-
MU, KPHIITOTpa(iTHIMH TOKEHAMH JIOCTYITY Ta PEECTPaMHU KOPHUCTYBAdiB.

2. Tpanzakuiitauii piBeHb — EIEHTPATI30BaHNHN ayauT 1 30epekeHHs
MOiH y BUTIISIAI OJIOKIB 13 TiANIMCaMHU Ta YaCOBUMH MIiTKaMH.

3. AHamiTHYHUH piBEHh — MaTeMaTH4YHe OIIHIOBAHHS JOBIpH, MMOBE-
JIHKOBHMH aHaJi3 1 MPOTHO3YBaHHS PU3UKIB Ha OCHOBI (DYHKIIIT OBIpH.

®dopmaitizoBaHuii pPiBEeHb JOBIPH By3Ja i Y MOMEHT 4acy t BU3HAYAETHCS
sk Ti(t) = aPi(t) + BHi(t) + ySi(t), ne P;(t) — WMOBIPHICTH KOPEKTHOL
noBezinky; H;(t) — mokasHuk icTopu4Hoi HaiiHoCTI; S;(t) — CcTymiHb y3ropKe-
HOCTI [Ziif 13 cyciiHIMU By3namu; «, 3,y — BaroBi Koe(illieHTH, IO ONUCYIOTh
BIUIMB KOXHOTO mapametpa (@ + f + y = 1).

J51s1 MOZIeITIOBaHHS PU3UKY BUKOPHUCTOBYETHCSI €KCIIOHEHITIHHA (DyHKILIS:

Ri(t) = 1- e*(-A(T(crit) - Ti(t))),
ae A — xoedinieHt uytauBocti cuctemu, T (crit) — KpUTHYHE 3HAYCHHS IOBIpH,
3a SIKUM CHUCTEMa IEPEXOAUTh y PEKUM MOCHIICHOTO KOHTPOJI0. TakuM 4nHOM,
HaBiTh HE3HAYHE MaJiHHS JIOBIPUM BUKJIMKAE HEJNiHIHHE 3pOCTaHHS PH3HKY, IO
Jla€ 3MOT'y OTIEpPaTHBHO pearyBaTH Ha IOTEHIIIHI 3arpo3u.

VIMOBIpHICTh HECAHKIIOHOBAHOT MOMUDIKAIi JaHHX Y GIOKYCHH OMHCY-
eTbes Bupasom P(mod) = (1 - p)“. J¢ P — IMOBIPHICTb NMPABHIILHOTO MIATBEP-
JOKCHHS TPaH3aKI(ii OTHUM BY3JIOM, 11 — KUTBKICTh BY3JIiB Y KOHCEHCYCHIH TpyIIi.
Hans cuctem i3 10 Byznamu npu p=0,85 IMOBIpHICTH yCHINIHOT MMIHN JaHUX
ctanoBuTh Jiuie 0,0002, 1110 MPaKTHYHO YHEMOKIIMBIIIOE KOMIIPOMETAIII XKYP-
HaJliB ayauTy.MoJientoBaHHSI BUKOHAHO Ha TecToBoMy cepenoBuili Hyperledger
Fabric 3 Bukopucrannsm anroputmiB RAFT i PBFT. PesynbraTn nmoka3zanu, oo
BITPOBA/DKEHHS OJIOKYEHH CKOpOUYYe Yac BUSBIECHHs aHoMauiil Ha 25-30 %, 3me-
HIIIy€ KiIBKICTh IMOMMJIKOBHX CHOBiINIeHb Ha 18% 1 NMOBHICTIO yCyBa€ MOXKIIH-
BiCTh pemaryBaHHs XypPHAJIB MOiH 03 KOJEKTHBHOTO MiATBEPKCHHS.

Oco0nuBy yBary npuAiIeHO OpraHi3alliifHOMY acIeKTy iHTerpallii, SKui
MoJIATae y po3MoIiTi (GyHKIiH KOHTpoo Mix migcuctemamiu [4]. Lle mo3Bose
3HM3UTH 3aJEKHICTh BiJ JIIOJCHKOTO UYMHHHWKA, aBTOMATH3YBaTH YIPABIIHHSA
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noJlitnkamu Oesrekn Ta crBoputH «mnoscHioBany KC3I» (Explainable Security),
Jie KOJKHE pillleHHS Ma€e popMaizoBaHe MaTeMaTHdHe 00T pyHTYBaHHSI.

BripoBamkeHHs OIIOKYCHH-TEXHOJOTIH y nep)kaBHI iHPOpMaNiiiHi cucre-
My YKpaiHu crpuiatume peanizanii mpuHnumiB Zero Trust Architecture [5] —
apXITeKTypH «HYIBOBOI AOBipm», 1m0 0a3yeThCs HA MOCTIHHINA mepeBipii KOKHOT
nii kopuctyBada. KpiM Toro, moenHaHHs OJOKYEHH 3 alTOpPUTMAMH IITYIHOTO
IHTETIEKTY O3BOJIUTH CTBOPIOBAaTH CAMOHABYAJIbHI CHCTEMH KiOep3axucTy, sKi
JUHAMIYHO aJanTyIOTHCS 0 3MIH CepelIOBHINa, 30epirarouu BiIMOBIIHICTE MiXK-
Hapoauum crangapram ISO/IEC 27001, 27701 ta Bumoram GDPR.3 mpakTuu-
HOTO TIOTJISIY, TaKa MOJENb MOKe OyTH BIPOBA/DKEHA Y BITUM3HSHUX PEECTPax,
30KpeMa y CUCTeMax eJIEKTPOHHUX cepBiciB «/lis», KanacTpoBUX peecTpax, Me-
TUYHUX 0a3ax, 0OaHKIBCHKHUX CepBicax, JIe BXIJIMBO JIOBECTH HE3MIHHICTH TpaH-
3aKuiil 1 30epertn KoBipy KopucTyBadiB. BoHa Takoxx Moxe ctaté 0a3oro [uist
CTBOPCHHS YHiBepcanbHOI miaTGopMu NepeBipku MOl Oe3neKku, 3MaTHOT iHTe-
rpyBartu pizHi AepkaBHiI KC3I y cniunbHUI 1oBipunit mpocTip.

[izcymoByr0oUH, CiIil 3a3HAYMTH, IO iHTETpamis OJIOKYEeHH B apXiTeKTy-
py KC3I € He mpoCTO TEXHOJOTITYHUM TPEHIIOM, a CTPATETTYHUM HAPSIMOM PO3-
BHUTKY HaIlioHanbHOI iHMopMariitHoi O0e3neku. Taka cHHEpTiss MaTeMaTHYHOTO
MO/ICTIFOBaHHSI, JIEIEHTPATI30BaHOl JAOBIpH Ta aBTOMAaTH30BaHOTO aymauTy (op-
Mye HOBY Iapagurmy — «0e3rneka uepe3 JOBipy», sKa Mae MOTEHLa] CTaTH OC-
HOBOIO MaifOyTHIX AEp)KaBHUX 1 KOPIIOPATUBHHUX CHCTEM KiOEp3axHCTY.
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