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KOMILJIEKCHUM AHAJII3 EOCEKTUBHOCTI XMAPHUX
MJAT®OPM JIJII ABTOMATH30BAHOI'O BUSIBJIEHHSI TA
HEUTPAJIIBAL INKVIMBUX ®ANJIIB
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Anomauin. [{ocniodceno cyuachi nioxoou 00 aHANIZY XMAPHO20 NPOSPAMHO2O
3a0e3neuents 3 Memoio GUAGNEHHA WKIOnueux gaiinie. Pozeumox xmaphux cepgicie ma
SaaS-piwens 3nauno 30inb1UE 06CsI2 0OPOOIIOBAHUX OAHUX, WO NIOBUULYE PUSUKU KOMN-
pomemayii kopnopamusHoi inghopmayii. Ocobaugy ysazy npudiieHo mMemooam cmamuu-
HO20 A OUHAMIYHO20 AHANI3ZY, NOBEOIHKOGIl AHANIMUYI Ma MAWUHHOMY HAGUAHHIO OJis
Knacugikayii wkionueux oo 'exmis. 3anponoHO8aHo iHMe2PamueHy MoOelb OYiHKU PU3u-
KV, AKA NOEOHYE MEXHIUHi, N08eOIHKOBI ma KOMMEKCMHI napamempu, wjo 3abesneyye
nioguyery mouHicms ma wWeUOKiCms 6UAGIEHHS 3A2P03 Y XMAPHUX CEPEOOBULYAX.

Kniouosi cnosa: xmapne npoepamme 3a6e3nedenns, WKIOMGI aviu, MawurHe
HABYAHHA, AHANI3 NO8EOIHKU, Kibep3axucm.

Abstract. Modern approaches to analyzing cloud software for the purpose of
detecting malicious files are investigated. The development of cloud services and SaaS
solutions has significantly increased the amount of processed data, which increases the
risks of compromising corporate information. Particular attention is paid to static and
dynamic analysis methods, behavioral analytics, and machine learning for classifying
malicious objects. An integrative risk assessment model is proposed that combines
technical, behavioral, and contextual parameters, which provides increased accuracy
and speed of threat detection in cloud environments.

Keywords: cloud software, malicious files, machine learning, behavioral
analysis, cyber security.

XmapHi miarGopMu 3a0e3MeUyOTh BUCOKY MacIITaO0BaHICTh, THYYKICTh
Ta JOCTYIHICTb, ajie BOAHOYAC CTAIOTh MPUBAOIMBOIO MIIMICHHIO JUIA KibepaTak,
BKITIOYHO 31 IIKIIMBUMHE (haiiiaMu, IO MacCKYIOThCS MiJ JICTITUMHUIN KOHTCHT.
OCHOBHUMU BEKTOPaMH 3arpo3 y XMapHHUX CepBicax € BUKOHYBaHi (hainm (.exe),
ckpuntu (.bat, .psl), makpocu VBA (.docm, .xlsm), PDF-¢aiinu 3 BOynoBanum
JavaScript, apxiBu 3 maposem Ta BUKoHyBaHi 00’ektu y koHrteiinepax OLE. Cy-
YacHI MIKIHBI (aiiii dYacTo BHKOPHCTOBYIOTH OO(QYCKAIlifo, EHKPHIIIIIO
payload ta texniky Living-Off-the-Land (LOLbins) mns 06xony aHTHBIPYCHHX
ckaHepiB i sandbox-cepenoBwuil.

CpOTO/IHI BUAUICHO TPH KIIOYOBI HANIPSIMH BUSBJICHHS INKITUBUX (aii-
JiB y XMapHOMY cepenoBuii. [lepmmii HanpsAM — CTaTUYHUNA aHAi3, KA I1e-
pendadae mepeBipKy XemliB, curHatyp ¢aiiiiB, MeTagaHux Ta iHTerparito 3 Oa-
3amu Threat Intelligence. [Ipukiiamom Takoro miaxoay € BUSBICHHS MIKIIIHBOTO
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Makpocy 3 komaHmoro  CreateObject("WScript.Shell') Ta  Buximkom
URLDownloadToFile mus 3aBantaxenns payload. s PDF-¢aiinis 3actocoBy-
€TbCs aHaNi3 BOymoBaHOTO JavaScript Ta mepeBipka Ha BiZOMi ypa3iIMBOCTI 3a
cragiaproM CVE. Jlpyruii HanpsiM — TUHAMIYHAN aHai3, IKUH 3/1IHCHIOETBCS Y
sandbox abo eMyynATOpi XMapHOTO CEPEAOBHINA; M Yac 3amycKy ¢aiiny Bimuc-
TEXKYEThCS OTO MOBEIHKA, BKIFOYHO 31 CTBOPEHHSM IPOLIECIB, MEPEKEIO aKTHU-
BHICTIO, MaHIMyJIALisMH 3 (aiOBOI0 CHCTEMOIO Ta JAOCTYIOM J0 KPHUTHYHHX
pecypciB. Hanpukian, e moxxe Oyt 3amyck PowerShell-ckpunta st 3aBas-
TakeHHs mKigmuBux DLL-¢aiiniB y mam’sate 6e3 3anucy Ha auck (in-memory
attack). Tperiii HampsiM — MOBEIEHKOBA aHANITHKA Ta MAITMHHE HABYAHHS, IO
J03BOJIsiE Kiaacu(ikyBath 00’€KTH Ha OCHOBI aHOMAaJbHOI aKTHBHOCTI, BKIIFOYa-
1041 HecTaHaapTHi BUKIMKKH API, mino3pini komOiHauii mapameTpiB y CKpHIITax,
MOBTOPIOBAHI MEPEkKEB1 3alUTH Ta HE3BHYHI JIAHIIOKKM IpoleciB. Bukopuc-
TaHHs aJITOPUTMIB Kiacudikaii, Takux sik Random Forest Ta XGBoost, a Takox
HEWPOHHUX MEPEXK, MO3BOJISIE aBTOMATHYHO BUABISITH 00(hycKoBaHi Ta zero-day
3arposH.

[Mogo apxitektypu 00poOku (ailiriB y XMapHOMY CEepeIOBHII, TPOIIO-
HYeThCsI OaraTopiBHeBa cxema (puc. 1).
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Pucynok 1 — briok-cxema apxitekTypu OaraTopiBHeBOi 00poOkH (aiiiiB y xma-
PHOMY CepeIoBHIIII

Ha meproMy piBHI 37iiICHIOETbCS TPUIOM 1 IEPBUHHA TIepeBipKa daitry
Ha CUTHaTypH Ta BimoMi inankaropu komnpomerauii (I0C). Jdpyruii piBens 3a-
Oesrieuye CTaTMYHMHN Ta AMHAMIYHUIA aHaji3 i3 3acrocyBaHHsM sandbox i emy-
JATOPIB OTIEPALifHIX CHUCTEM, NI BIICTEIKYETHCS MOBeNiHKa (PaiiriB Ta BUABIS-
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FOTBCS TIOTEHIIHHI aTaky in-memory. Ha TpeTboMy piBHI iHTETpyIOTHCS TTOBEIi-
HKOBI aJITOPUTMHU Ta MOJENI MalIMHHOIO HaBYaHHs ISl OIIHKM aHOMaliil Ta
KopeJssiiiiHoro aHami3zy moaiii y SIEM. 3akiIrouHuil eTam BKIIOYaeE aBTOMATHYHE
6noKyBaHHs 200 MOMIIEHHS B KapaHTHH (aililiB 3 BUCOKMM PH3HKOM, a TaKOX
30epeKeHHs JIOTIB ISl MOJaJbIIOro po3ciigyBaHHs. Taka apxiTekTypa H03BO-
Js€ peani3yBaTH TNPEBCHTUBHUH MiAXil, 3HIKYIOUH HMOBIPHICTH IIPOITYCKY
HIKIJIMBUX 00’ €KTIB Y KOPIIOPATUBHY XMapHY 1H(QPACTPYKTYpY.

Brok-cxema apxitektypu OaraTopiBHEBOI 00poOKH (QailiIiB y XMapHOMY
CEepEeNIOBHIIII LIIOCTPYE MPOLIEC MPOXOKEHHS IHIpEcCTOBaHUX (haiiIiB IepBUHHOT
nepeBipku (Level 1 — IOC, curnarypm, MeTamaHi), fami po3MOAUIAIOTECS HA
cTatnyHui i/abo muHamivamii aHani3 (Level 2), Ha OCHOBI OTpUMaHUX iHOWKA-
TOPIB HOPMYETHCSI PU3UK-CKOP 1 IIEPEAAETHCS HA PIBEHb MOBEAIHKOBOT aHATITH-
ku Ta Kopemsmnii moxiit (Level 3). 3a pesynpraTamMu mpuitMaeThCsi aBTOMATH30-
BaHe pilleHHs (KapaHTHH/OJIOK/CIIOBIIIEHHS), a apTeakTH il JOrW Harpasiis-
FOTBCS y POPEH3MK-CTIK Ta i mimkuBieHHs ML-moneneii i Threat Intelligence.

OTxe, Uit epEeKTUBHOTO BUSIBJICHHS IIKIUIMBUX (ailiIiB y XMapHUX cep-
BiCax HEOOXIIHE KOMIIJIEKCHE MOEAHAHHS CTATUYHOI0, JMHAMIYHOTO Ta ITOBEII-
HKOBOT'O aHaJIi3y 3 BUKOPHCTAHHSIM QJITOPUTMIB MAaIIMHHOTO HaBYaHHS. 3aIpo-
MOHOBaHa OaratopiBHEBa apXiTekTypa oOpoOku (aiiniB 3abe3neuye TOYHICTB,
IIBUJIKICTh pearyBaHHS Ta aJaNTHUBHICTh A0 HOBHX THIIIB 3arpo3, BKIIOYHO i3
zero-day arakamu. [loganbiii JOCTIIKEHHS MOXKYTh 30CCPEAUTHCS Ha IHTErpa-
mii Zero Trust mpUHOMITB UIS KOHTPOIIO IOCTYILY, ONTHMI3AIlil alrOpUTMIB
MAaIIMHHOTO HaBYaHHS U1l PEasIbHOTO Yacy Ta MacIITa0yBaHHI CHCTEM PaHHBO-
IO MOTIePEPKEHHS Y BEIMKUX KOPIIOPATUBHUX XMAapHHUX CEPEeIOBHIIAX.
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