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Hocniosceno moorcnusocmi guxopucmanms GI0KYeliH-MexHoN02I Yy npoyecax ayoumy,
JiYen3y8aHHs ma akpeoumayii iH-gopmayitinux cucmem. 3anponoHO8aHo KOHYenyio yughposo-
20 ayoumy 3 euxkopucmanuam permissioned blockchain ona 3a6es-neuenns nposopocmi, Heamin-
HOCME Ma 6I0MEoPr6aHocmi pe3yivmamie nepesipku. Posensnymo nioxoou oo niosuuyenms
008ipU MidIC AKPEOUMYIOUUMU OP2AHAMU, PO3POOHUKAMU MA KOPUCTYBAYAMU CUCTEM.
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68Ul KOHMPOTb, PUSUK-NEHEOHCMEHT..

The potential of blockchain technologies in auditing, licensing, and accreditation of in-
formation systems is explored. A concept of digital audit using a permissioned blockchain is pro-
posed to ensure transparency, immutability, and traceability of verification results. The approach
enhances trust among accreditation authorities, system developers, and end users.

Keywords: blockchain, audit, accreditation, ISPS, trust, licensing, digital control, risk
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Po3BuTok 11(pOBOTO BpsiAyBaHHS, PO3UIMPEHHS EJIEKTPOHHHUX CEPBICIB Ta
IHTErpallis JepKaBHUX PEECTPIB BUMAraroTh MiIBUIIEHHS PIBHS IOBIPU JI0 MPOIECIB
ayuTy, JIIEH3yBaHHS Ta aKpeauTanii iHpopMaiiiHuX cucteM. Y TpaauIiiHii Mo-
el TepeBipku  epeKTHBHICTH 1 JOCTOBIPHICTD pe3yNbTaTiB 3aliekaTh Bij
Cy0’ €KTHBHHX YHHHHKIB — KOMITCTEHTHOCTI €KCIIEPTIB, SKOCTI ITATOTOBICHOI JOKY-
MEHTaIIil, JIFOJACHKOTO KOHTPOJIIO Ta aJMIiHICTpaTHBHOTO BIUMBY [1]. Takwmit minxin
(dopmye pusmkn ¢anscudikanii pe3yasTaris, BUOIPKOBOTO CTaBJICHHS, KOHQIIKTY
IHTEpeciB 1 HEY3rOJDKEHOCTI MDK aKpeIMTYIOUMMH OpraHaMy, 10 0COOJIMBO HeOes-
TIEYHO YIS IeP>KaBHUX CUCTEM, sIKi 0OpOOIISIOTH KpUTHYHI JaHi.

bnok4elH-TeXHOIIOTIT BIIKPUBAIOTh MOXIIUBICTh YCYHEHHsI LIMX Hpo0IieM
LIJSIXOM CTBOPEHHS HE3MIHHOTO JIELIEHTPATI30BAaHOTO DPEECTPY ayIUTOPCHKHX
Iiif, y AKOMY KOKEH 3amuc (IKCyeThCA SK TPAH3AKIA 3 YaCOBOIO MITKOIO Ta
kpunrorpadigHuM minnucoM [2]. YV Taxiif MOJeNi XKOJICH YIaCHUK HE Ma€ MOX-
JMBOCTI CAMOCTIHHO 3MIHIOBATH M BHIAATH JaHI MEPEBIpKH, IO 3a0e3medye
MPO30PICTh 1 BIATBOPIOBAHICTH KOKHOTO €TaIy KOHTPOJrO. Takwid mimxim mia-
BHIIIY€E piBeHb LU(PPOBOI AOBIPH, 103BOJISIE ABTOMATHYHO IIEPEBIPSTU JOCTOBIp-
HICTB 3BITIB 1 3a1100irae MaHITyJISALIsAM ITi 9ac akpeIuTaril.

3anpornoHoBaHa MOJIENIb CUCTEMH OJIOKYEHH-ay/IuTy 1MoOyIoBaHa Ha OC-
HOBI permissioned blockchain, me kOKEeH BY30J HAJICKUTH BU3HAYCHOMY
Ccy0’€eKTy TIpoIIeCy: aKpeauTyIOuOMY OpraHy, po3poOHHUKY, BIACHUKY iH(opMa-
IHHOT CUCTEMH, HE3JIEKHOMY ayJUTOPY Ta JEePKaBHOMY PEryIsaTopy. YCi By3-
JIM B3aEMOJIIOTH y PEKUMI KOHTPOJIBOBAHOTO KOHCEHCYCY, SIKMI TapaHTye y3ro-
JUKeHe 30epeskeHHs pe3ynbTariB. KoskeH eram nepeBipku — Bi TecTyBaHHA ede-
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kruBHOCTI KC3I 10 ominku nomituk O6e3mnekn — (ikcyeThes y Onokueiini, op-
MYIOYH JIaHIor HoBipH (chain of trust) [3].

Jliist minBUILEeHHST 00’ €KTUBHOCTI MPOIIOHYETHCSI BUKOPHCTATH MaTeMaTH-
YHY MOJICJIb IHTerpasibHOTO iHAekCy noBipu (Trust Index), mo BpaxoBye pe3yiib-
TaTH MOTIEPEeIHIX ayANUTIB i BATOMICTh BHSBICHNX HEBIIIOBITHOCTEH:

Tsys =a A're‘p + ﬁ Acamp +vy AriskJ

ae Ayep — piBeHb pemnyTaniiinoi HazxifiHOCTI ayauTopa, A, omp — CCPEIHA
OIliHKA BimmOBimHOCTI cTaHmapTaM, A,q; — MOKA3HUK PU3HKOBOCTI CHCTEMH;
a, B, y —Barosi koedirieHTn (a+f+y=1).

Akmo T, = 0,8, CHCTEMa BU3HAECTHCS TAKOIO, IO 3aCIYrOBYE JOBIPH i
MOJKe OYTH aKpeIUTOBaHA; IPH (), 6 < Tyys < 0,8- noTpiOHI JTOAATKOBI TIEpPEBi-
pxu; Hmwkde 0,6 — axpeamTamis HemoxumBa. Taka dopmanizamiss MiHIMI3ye
BIUIMB JIIOZICBKOTO YHHHHKA Ta MEPETBOPIOE MPOLEC ayquTy Ha HU(PPOBO MiAT-
BEepIKyBaHy NpoIeaypy, mo Bimmorimae mpuamunam ISO/IEC 17065:2022 i
sumoraM GDPR mo0 KoHTpoIr0 00po0OKH MMepcoHaTbHUX JaHuX [4].

Baxi1Bo10 CKIIaJ0BOIO MO/JIETIi € CTBOPEHHS €JMHOTO JEHEHTPali30BaHO-
ro peecTpy cepTI/I(biKOBaHI/IX iH(bopMauiﬁHHx CHCTEM, SKUH MICTHTh CTPYKTYpPO-
BaHI METaJaHi PO CTATyC aKpeIUTallii, JaTH MEPeBIpOK, THIH BIPOBAKCHHX
KC3I, unnHI cepTudikaty BiAMOBIHOCTI, pe3ysbTaTH ayiuTIB 1 piBeHb IOBIpH
Jo cucremu. Takuii peectp Moxke OyTH peanizoBaHuil y dopmari permissioned
blockchain, me 3ammc 3ifICHIOIOTH JIHMIIE YIIOBHOBAKEHI OpraHM, a IEPErJIsi
OKpEeMHUX MapaMeTpiB MOXJIMBHU Ui TPOMAICHKOCTI depe3 BiIKpUTHH BeO-
iHTepdeiic. Lle 3abe3meuye moenHAHHS MPO30POCTi Ta KOHDINCHIIHHOCTI: BiK-
PUTHUMH 3aJIMIIAIOTHCS JIMIIE KOHTPOJIBHI XeIli, AaTH M CTaTycH akpemuTarlii,
TOJIi SIK BHYTPIIIHI 3BiTH 30€epiraioThes y 3aiuppoBaHOMY BHIIISI.

BukopucranHsl TaKOT0 MeXaHIi3My MiIBUIIYE PIBEHB JOBIpH I'POMAJICHKO-
CTi 710 OpraHiB KOHTpOJIIO Yy cepi iHpopMaiiitHOi Oe31eKH, CTBOPIOE YMOBH IS
B3a€EMHOI IepeBIpKM MK Cy0’€KTaMHM i cripoliye npoiec Bepudikaii ceprudi-
katiB. CTOpOHHI ayTUTOpH ab0 MOCTAYaIbHUKHU MOCIYT MOXYTh IATBEPKYBa-
TH JIACHICTh cepTu(dikariB 0e3 3amWTIB 10 IEHTpaJbHHUX 0a3, M0 MiIBUIIYE
e(eKTUBHICTH KOHTPOJIIO B PEaIbHOMY Yaci.

IHTerpartist cMapT-KOHTPAKTIB ayAUTY Ja€ 3MOTY aBTOMATHYHO TIEpeBipsi-
i BinnoBinHicte KC3I miHiManeHuM BuMoram [5]. AJNTOpUTMH KOHTpPAaKTiB
BepU(IKYIOTh HASBHICTh KPUNTOrpadiyHUX MOJYIIB, PE3€pPBHOIO KOIIIOBaHHS,
HOJITHK JOCTYILY, )KYPHAJIIOBaHHS IHIMJICHTIB TOIO. Y pa3i BUSBJICHHS HEBil-
MOBIZHOCTEH CMapT-KOHTPAKT GopMye HU(BPOBUH 3BIT, SIKUIT 10a€ThCsl 0 OI10-
K4YelHy Ta MOJKe IHILIIOBAaTH MOBTOPHY OIIIHKY cucTeMH. Lle yacTkoBO aBTOMA-
TU3Y€ ayIUT, 3MEHIIYE BIUIMB JIFOACBKOTO YMHHHMKA Ta CKOPOYY€E TPHBAIICTh
aKpeauTallii 3 KUTbKOX THXKHIB JI0 KUTbKOX JTHIB.

Imiramiitne monemoBanHus y cepenosuii Hyperledger Fabric minTBepan-
JIO0 MPaKTUYHY e(PeKTUBHICTh migxoxy. CHcTeMa MICTHIIa TPH THUIH BY3IIB: pe-
TYJIATOP, ayJUTOP 1 pO3pOOHHUK. 3a pe3ysbTaTaMH eKCIICpUMEHTIB CepesHiil yac
00poOKH 3asiBKM CKOPOTHBCS Ha 32 %, a KUIbKICTh JIOTIYHUX TOMMJIOK Y 3BITHO-
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cti — Ha 19 %. Kpim Toro, oJileH 3amuc He Mir Oyt 3MiHEeHU# 0e3 minTBep-
JDKEHHST OUTBUIICTIO BY3JIIB MEPEXi, 110 JOBOJAUTDH CTIHKICTh PIillIEHHS 0 BHYT-
PILIHIX MaHIMTyJIAIiHA.

KpiM TexHIYHUX TIepeBar, BKIMBUMH € OpTraHi3alliiiHO-TIPaBOB1 aCIIEKTH.
Uuani HopMaTuBHI akté (ITocranoBa KMY Ne 373, 3akon Vkpaiau «IIpo 3a-
xuct iHpopmarii B ITC») He BpaxoBYIOTh JCEHTPATI30BAHUX MOJCICH ayquTy.
[IpoTe OGnok4eliH Moke (YHKIIOHYBATH SIK JIOTIOBHEHHS O YHHHUX MPOLEAYP
excrieprusu KC3I, 3abe3neuyroun nudpoBy ¢ikcamito Oiif eKcrepTiB, He3alexk-
Hy BepH(]iKaIlito pillleHb i MOKJIMBICT MEPEBIPKH JOCTOBIPHOCTI cepTH]IKaTIB
y Oy/b-sIKMH MOMEHT 4acy.

VY nepcneKTUBi 1ie CTBOPHUTH MIIIPYHTS JUIs HAIlIOHAJIBHOTO €JIeKTPOHHO-
IO PEECTPY aKpEIUTOBAHUX CUCTEM, IHTETPOBAHOTO 3 JIEP)KaBHUMH ILIaTGOpMa-
mu «[ist» ta JICC33I. Takuii migxig 3a0€3MeYnTh [ICHTPATI30BaHe, ajle ICICHT-
panizoBaHo Bepu(ikoBaHe 30epiraHHs JaHUX, AaBTOMATUIHNH MOHITOPUHT YHH-
HOCTi cepTH(]IKaTiB i KOHTPOJIb TEPMIHIB X TOHOBIICHHS.

BripoBakeHHs OIOKYEHH-TEXHOJIOTIH y poliecH ayauTy, JICH3YBaHHS
Ta aKpeauTaIii q)opMye HOBY MOJIEITb L[I/I(prBo'i JIOBIpH, y SIKilf KOXKHA [isl Mae
Kpumnrorpadiixe Hl,HTBepIDKeHHSI a ICTOPIst 3MIH 30epira€TheCsl y po3IoaIeHOMY
cepenoBuii. Lle mixBuutye CTiiiKicTh 10 Kibep3arpos, AOCTOBIPHICTh JaHKX i
CTBOPIOE OCHOBY JUIsl peajlizalii HallloHaJIbHOI cTparerii KibepcTiiikocTi Ta rap-
MOHI3alii yKpaiHChKMX MiAXOAIB 13 MbkHapomHumu cranaapramu [SO/IEC
27001, 27701 1 17065.
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