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Anomauia. ¥ pobomi cnpoexmosgaro apximexmypy saxuueroi loT-cucmemu ma
PO3p0OIECHO KOMNAEKCHUL NIOXI0 00 iT 3axucmy. 3anpononosane piuieHHs NOEOHYE uiug-
pyeanus TLS/SSL, anapamuuii mooyre TPM, porvosuii Koumpons 0ocmyny ma nogeoiH-
xogy ananimuxy UBA 0ns 3abe3neyenns naoiunocmi ma npomuoii 3a2po3am y mepesicax
Inmepuemy peueil.

Knrouoei cnoea: inmepuem peueii, kibepoesnexa, npomoxonu loT, TPM, MQOTT,
wWuppysanns, KOHMPOIbL OOCMYNY.

Abstract. he paper designs the architecture of a secure 10T system and develops a
comprehensive approach to its protection. The proposed solution combines TLS/SSL
encryption, a TPM hardware module, role-based access control, and User Behavior
Analytics (UBA) to ensure reliability and counter threats in Internet of Things networks.

Keywords: Internet of Things, cybersecurity, loT protocols, TPM, MQTT,
encryption, access control.

CrpiMKHi pO3BUTOK TEXHOJIOTIH [HTEpHETY peuel BHMMarae HOBHUIX ITif-
XOJIiB JI0 MPOEKTYBaHHS MEPEKEBOI IHPPACTPYKTYpH, Jie TUTAaHHS OE3MeKH CTa-
I0Th KPUTHYHO BaXIMBUMH. [Ipn npoekTyBanHI Mepexi IHTepHETYy peueit HeoO-
XIJHO BKJIIOYATH JIBI CKJIAJOBi: (i3UUHE NPOCKTYBaHHS MEPEKi, SKE OXOILIIOE
MIPUCTPOI Ta MPOTOKOJIH, Ta JIOTIYHE TMPOEKTYBAHHS, IO TPEJICTABIISAE aOCTPAKT-
HE PO3yMIHHSI CYTHOCTEH 1 MmporeciB . BicyTHICTh €qMHUX cTaHAapTiB Oe3mneku
pOOHUTH Bpa3nmuBUMH OiTbIIiCTh cydacHuX loT-cucrem, o 3yMOBIIIOE HEOOXia-
HICTh pO3pOOKH KOMILIEKCHHX PIllIeHb 3aXMCTy Ha BCIX PIBHAX apXiTEKTYpH.

B ocHOBI po3po0ieHOT CHCTEMH JISKUTh YOTUPHUPIBHEBA MOJENb MIPOTO-
KOJIB, 10 3a0e3redye HagiifHy B3a€MOJI0 MDK MPHUCTPOSMH Ta cepBepom. Ha
KaHaJIbHOMY piBHI BUKopucToBYIoThCs TexHosorii IEEE 802.11 (WiFi) nns Beix
CCHCOPIB, XO4Ya TaKOXK MOXyTh 3acrocoByBatucs Ethernet, WiMax ta LR-
WPAN. MepexeBuii piBeHb 0a3yerbesi Ha npotokouni [Pv4, mo 3abesneuye ine-
HTU}IKAII0 XOCTIB Ta ajapecarito, 3 miarpumMkoro 6LoWPAN mis ManonoTtyx-
HUX Mepex. TpaHcropTHUl piBeHb peanizye miarpuMky TCP mns HagiiiHoro
3B's13ky Ta UDP mns mBuakoi mepeaadi nanux. Ha piBHI J01aTKiB BUKOPHCTO-
BytoThcs npotokomn MQTT mis mibkmammeHOT B3aemonii, WebSocket amst nBo-
CTOPOHHBOTO 3B's13KY, a Takox HTTP ta CoAP.

JIig pakTHYHOT peanizallii cucteMu Oyio 0OpaHO TOIOJIOTIO, IO BKITFO-
Yyae po3yMHHI JBEPHUH 3aMOK, aTYMK BIIKPHUTTS BiKHA, PO3YMHY JaMIly, qaT-
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YUK BKJIFOUEHHS CBITJIa Ta IIIIO3, SIKUH BHKOHYE posib 0a30Boi cranmii . [Ilnro3
BIIOBila€ 32 MapIIpyTU3allil0 JaHuX, NPH LOMY Mepexa |HTepHeTy peueid
i30J1b0BaHa B agpecHoMy mpoctopi 192.168.25.0/24, 1110 ycKIaaHIOE HECAHKITIO-
HOBaHHUH MOCTYI 3JI0BMHCHHUKIB. B3aeMo/Iisi KOMIIOHEHTIB cucTeMu Oa3yeTbest
Ha Mojeni "3amuT-BimoBims" Ta Push-Pull i3 Bukopucramnsm REST Ta
WebSocket API.

OCKIIbKH JAOCIIDKEHHsI TIOKa3yloTh, o Ouibmicts loT cucrem He mud-
pytoTs Tpadik, y po3poOieHili cucTeMi BIPOBAHKEHO OaraTopiBHEBY MOIENb
3aXUCTY, TpadiuyHe  300pakeHHS SKOi HaBEJAEGHO HAa PUCYHKY  HHUX-
ye. 3anponoHOBaHa KOHIIEMIIiS Oe3MeKH OXOIUTIOE 3a0e3redeHHsT Oe3neKH 3B's3-
KY, KOHTPOJIb JIOCTYILY, aIllapaTHUH 3aXHCT Ta ONepalliiiHi 3aX011 Oe3MeKu.

Jliist 3axMcTy KaHaNiB mepejadi JaHux oopaHo meron EminTiuHOi KpuI-
torpadii, skuil € ePeKTUBHUM JUTSI IPUCTPOIB 3 OOMEKECHUMHU OOYNCITIOBATBHU-
mu pecypcamu. lIudpyBanHs Ta ayreHTHU}IKalis peali3yloThcs depe3 HpoTo-
kxox TLS/SSL mosepx MQTT na mnardopmi IBM Watson IoT Platform. 3amicts
MPSIMOTO MITKITIOYEHHS IATYMKIB BUKOPHCTOBYETHCSI CMapT(OH 3 JOAATKOM, L0
MPOXOJUTh eran ayreHTu(ikaiil yepe3 TokeHH. J[01aTKOBO B CUCTEMY BIIpOBa-
okeHo ceptudikar Oesnekn X.509 s yHikanbpHOT ineHTH]IKAI] TPUCTPOIB,
10 JTO3BOJISIE BU3HAYKUTH JIOBIPCHI BY3JIM Ta OOMEKHUTH JOCTYII JUIsl HEMiATBEP-
IDKEHUX JIEBANCIB.

BaxJIMBUM €JIEMEHTOM 3aXHCTY € BIPOBAPKEHHSI KOHTPOJIIO JIOCTYILY Ta
Oe3meKu YIpaBIiHHSA 4Yepe3 pPoiboBY Mojenb. CTBOPEHO CHemialbHI poui, fAKi
00OMEXyYIOTh IpaBa NMPHUCTPOIB Ta LUIO3Y, JAO3BOJSIOYM IM BHUKOHYBATH JIMIIIE
HeoOXigHi onepartii. [y BUSBICHHS 3arp03 BUKOPUCTOBYETHCS aHATITUYHA CHC-
tema Oesnekn UBA, sxa Oynye Mozaenb MOBEAIHKH KOPHUCTYBada Ta BHSBIIIE
AHOMaJBbHY aKTHBHICTB. TaK0X MPOBOAUTHCS PETYISPHUN MICSYHUN ayIauT iH-
¢pactpykTypu 3a noromoroto cepsicy AWS IoT Device Defender.

cepTudikaT 6e3nekun X.509
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PI/ICYHOK 1 — Cucrema MeTO}IiB Oe3mexu JUIIsL CHpOCKTOBaHO.l. CHUCTEMHU
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JIng mifBUIIEHHS 3aXWIIEHOCTI Bif (PI3WIHOTO 37I0MY Ta MiIPOOKH KITFO-
YiB BIPOBa/KEHO amaparHuii moxyns TPM. Bin 3abe3nedye nimicHicTh Ipu-
CTPOIO, CTBOPIOE KOPIHB JIOBIPH Ta I'eHEpYye KIIO4i IU(ppyBaHHs, NPAIOI0YH B
Oe3reyHOMY pEeKUMI T MiHIMI3aMii IKOAM BiJ] MIKIUTMBOTO NPOTPaMHOTO 3a-
OesrnieuenHs . Ha piBHI kony Oe3nieka 3a0e3neuyeTbcs BUKOPUCTAHHM 0i0iioTe-
ku OpenSSL s nepeBipkn aBTEHTHYHOCTI, @ TAKOX OOMEXEHHSIM (QyHKIIOHa-
JIy IPOrPaMHOTO KOJy IIPUCTPOIB JIMIIIe BAKOHAHHAM clenn(piyHUX 3aBJaHb, 0
3arobirae ix BUKOPUCTAHHIO y OOTHETaX.

JlonartkoBi onepariiiHi 3axo/11 Oe3MeKy BKIIOYAIOTh BUKOPHCTaHHS Opa-
HIMayepa U KOHTPOJIIO BXiHOTO 1 BUXiZHOTO TpadiKy, BCTAHOBIICHHS aHTHUBI-
PYCHOTO HpOrpaMHOro 3a0e3redeHHs] Symantec, peryJsipHe OHOBJICHHS IPOIL H-
BOK I3 IIEpEBIPKOI0 0E3MeYHOro 3aBaHTaKEHHS Ta BUKOPUCTAHHS HaIIHHUX yHI-
KaJbHUX ITapOJIiB .

Y mincymky, B po0oTi cripoekToBaHo 3axuiieHy loT cucremy, mo 6a3y-
€TBCS HAa KOMIUIEKCHOMY IIX0Ai 1o iHopmariiHoi Oe3neku. PearisoBana ap-
XITEKTYpa MOEIHYE 130JIbOBaHy MEPEKEBY TOIOJIOTII0 3 BAKOPUCTAHHIM HaJiii-
HUX MPOTOKOIiB. OCHOBHA HAYKOBa Ta MPaKTUYHA I[IHHICTH MOJISTA€E y BIPOBa-
JDKEHHI KOMOIHOBaHOI CHCTEMH 3aXHUCTy, SIka BKJIIOYae Kpunrorpadiuxuii 3a-
xXHCT Tpadiky, CyBOPY ayTeHTH(IKAIIIO, allapaTHHIA 3aXHCT Ta IHTEICKTYyaIbHHH
aHami3 3arpo3. Takuil MiAXix MO3BOJISE HIBETIOBATH PH3WKH KOMIIPOMETAIIil
NPUCTPOIB Ta 3a0E3MEUNTH IUTICHICTh 1 KOH(INCHUIHHICT JaHUX y Mepexi [H-
TEPHETY peUei.
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