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NIIBUIIEHHSI EOEKTUBHOCTI IHOOPMAIIMHOI BE3IEKA
KOPIIOPATUBHUX CUCTEM HA OCHOBI TEXHOJIOI'Ti SD-WAN

Angpiii IBAHYCA, Auapiii IETPOBHY, Map’aun TKAY, FOpiiit TKAY
Jlveiscokutl deporcasnutl yHieepcumem Oe3neKu HeummeoisibHOCmI

Anomauia. Y pobomi posensinymo enposaodicenus mexunoaoeii SD-WAN ons mo-
OdepHizayii KopnopamueHoi mepesici NiONpuEMcme enepeemuino2o cekmopy. Ilpoanani-
308aHO nepesazu NPOSPAMHO-BUSHAUATLHUX Mepedxc Hao mpaouyitinumuy MPLS-
KaHanamu, 30Kkpema 6 acnekmax Kibepbesnexu, agmomamusayii ynpasninua ma inmezpa-
yii' 3 xmapuumu cepgicamu. Onucano emanu peanizayii npoexmy Ha npuxiadi nionpuem-
cmea enepeemuku 05 3a0e3neyents Kibepcmiukocmi iHppacmpykmypu.

Knrwuosi cnosa: SD-WAN, ingopmayiiina 6esnexa, KopnopamueHa mepedicd,
asmomamu3ayis, XMapHi mexmonozii.

Abstract. The paper considers the implementation of SD-WAN technology to
modernize the corporate network of energy sector enterprises. The advantages of
software-defined networks over traditional MPLS channels are analyzed, in particular in
the aspects of cybersecurity, management automation, and integration with cloud
services. The stages of project implementation are described using the example of an
energy enterprise to ensure cyber resilience of the infrastructure.

Keywords: SD-WAN, information security, corporate network, automation, cloud
technologies.

['moGanbHi Mepexi MPOTATOM TPUBAJIOTO Yacy 3aMIIAOTHCSI KPUTHYHO
B)XJIMBUM E€JIEMEHTOM PO3BUTKY TEXHOJIOTIH, 3a0e3Meuyroun mepeaady JaHux
Ha BEJIUKI BiJICTaHI SIK JUIsl BIHCHKOBUX, TaK 1 [UII KOPIIOPATUBHUX IOTPeO. 31aT-
HICTh J0JaTH Teorpadivai 0OMEeXEeHHsI cTajla PYIIIMHOI0 CHIIOI0 BJOCKOHAJICHHS
cucreM 3axucty iHdopmarii. OgHAK TPAAWIIHHI MiAXO0IU, TaKi SIK BHKOPHCTaH-
Hs BuAiUieHHX KaHaiuiB MPLS, mepecraroTh BiAMOBIiZaTH BUMOIraM Cy4acHOI'O
XMapHOTO CEPEIOBHIIA, AK€ IBUIKO PO3BUBAETHCA. Lle 3yMOBHIIO MOSABY Ta aK-
THUBHE BIPOBADKCHHS IPOTPaMHO-BH3HAYAIBHUX Tio0ambHUX Mepex (SD-
WAN), mo m03BoJIsIt0Th H(PYBaTH NaHi B HAKIaJCHUX TYHEISIX Ta 3abe3me-
YYIOTh THYYKICTh YIPaBJiHHS TpadikoMm.

TexHomorist 703Bossie 00'€HYBATH Pi3HI TN (i3UYHUX 3'€THAHD, TaKi K
mupokocmyrosuii intepHet, 4G LTE Ta MPLS, y euuuii TOT19HUA KaHAI 3B'SI3KY
JULs JIBUIIIEHHS BiqMoOBocTiliKkocTi. Lle cTBoproe HailiHy BipTyalibHY HaI0y/I0BY,
sKa BIIOKpEMIIFOE TIporpamMHe 3a0e3redeHHs Bin (ismdHOro oONajHaHHS Ta 3a-
Oe3reuye Oe3MepepPBHICTh CEPBICIB HABITH MPH 30051X OKPEMHUX JITHIMH.

Ha Binmminy Bix TpagumiitHOI apxitekrypu, moaens SD-WAN po3pobie-
Ha JUIs ITOBHOT MIATPUMKH TPOTpaM, PO3MIIIEHUX y JIOKAIbHUX [IEHTpax o0poo-
KM JIaHUX, a TaKOX y MyONiYHHMX i MPUBATHUX XMapaxX. TeXHOJIOTiS T03BOJISE
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ABTOMATHYHO Ta MUHAMIYHO MEpEHANpaBIATH Tpadik HAHOUIBII e(heKTHBHUM
LIJISIXOM, BPaXOBYIOUM YMOBHM MEpPEXKi, BUMOI'M O€3IeKH Ta SIKICTh 00CIyroBy-
BauHs (Qo0S). Bax/IMBOO MEpEBaror0 € IEHTPaIi30BaHe KePYBAHHSI, 110 MiIBH-
Y€ IPOTYKTUBHICTH JOAATKIB Ta 3HIKYe BUTpaTH Ha I T-iHdpacTpykrypy. 3na-
THICTH 1AeHTH(]IKYBaTH MiZ03piiti nporpamu Ta BipryanizyBatu nociayru WAN,
piurogaroun MPLS ta 4G/LTE, no3Bosnsie minmpueMcTBaM O€3MEYHO BHKOPHC-
TOBYBaTH HIMPOKOCMYTOBHIA 3B'SI30K SIK OCHOBHHI KaHAJI Iiepeayl JaHuX.

3aBnAky MATPUMII iHimiamizamii 0e3 ywacti kopuctyBada (Zero Touch
Provisioning), koH(pirypamis HOBHX IPUCTPOIB 3aBAHTAXKYETHCS ABTOMATHYHO
0/Ipa3y MICIIA MAKITIOYeHHS 10 Mepexi. Taknii miaxin ycyBae HeoOXiaHICTh (di-
3WYHOI MPUCYTHOCTI KBaNi(PiKOBaHUX IHXKCHEPIB Ha KOKHIHM JOKaIlii, 10 CKOpo-
Yye yac 3amycKy HOBHX (i 3 KUTbKOX JHIB 70 JIIYCHUX T'OTUH.

Oco6muBoi akTyansHOCTI BiipoBapkeHHS SD-WAN HaOyBae mis crpare-
rYHO BOXJIMBUX MIANPUEMCTB, Takux sk ['pyna JITEK, mo npaitoroTs B ymoBax
MABUINEHUX PU3UKIB BOEHHOTO dacy. CKIagHICTh MepekeBoi iH(pacTpyKTypu
Ta OprasizaiiiiHa po3raiy)KeHICTh KOMIIaHil BUMararoThb MiJBHUIIEHHS HaaiHHOC-
Ti MIKIFOYEHHS sl COTeHb TEPUTOPIAIBHO po3noauteHux (i . MoaepHiza-
LISl KOpHopaTHBHOI Mepexi Ha 6a3i pimenHss VMware SD-WAN nosBossie yHi-
(bikyBaTH TIIKITIOYSHHS, 3a0€3M1EUYNTH THYYKY B3aEMOJIIO 3 XMapHUMH CEpesIo-
BHIIIAMH Ta aBTOMATU3yBaTH PYyTHHHI 3aB/IaHHS KEPyBaHHS.
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Pucynoxk 1 — Apxitekrypa pimenns SD-WAN

Cucrema 3/1aTHa aBTOMaTHYHO PO3II3HABATH Ta NPIOPUTE3YBATH YyTIIH-
BHI JI0 3aTPUMOK Tpadik, 30Kpema U1 3ac00iB BiIeOKOH(pEPEHII3B 3Ky Ta IU1a-
thopmu Microsoft Teams. Lle mo3Bossie 3a0e3mednT CTAOLUTEHO BHCOKY SKICTh
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yHi(pIKOBaHNX KOMYHIKAIlill A1 €(eKTHBHOI B3a€MO/IIT TEPUTOPIATBHO PO3MOTi-
JICHUX KOMaH/]| HE3aJIe)KHO BiJl IXHBOTO PO3TallyBaHHSI.

[TpoexT iMmmemMeHTallii BKIIOYa€ MOBHUHN JKUTTEBUHN ITUKI: BiJ aHATI3y
noTped Ta MPOSKTYBAaHHS /10 BIIPOBA/KEHHS MTUIOTHOTO PIlIEHHS Ta iHTErparii 3
ICHyIOUMMH cHcTeMamMH Oe3nekd. B pesynbrari BIPOBaKEHHS HPOTPaMHO-
KOH(]IrypoBaHOi apXiTEKTypn KOMIIaHi OTPHMY€E THYUYKY MEpEKy, IO JIETKO
MacuITabyeThesl, CIIPOIIEHE LEHTPATi30BaHe KEPYBaHHS Ta MOXIIUBICTb IIBH -
KOTO MiIKITIOYeHHs HOBUX ¢imiit . Ile kpuTHuuHO Ba)XnuBO It e€(peKTUBHOL po-
00TH PO3MOICHUX KOMaH/I Ta 3a0e3redeHHs Oe3nepepBHOCTI Oi3Hec-TpoleciB
B €HEPIeTUYHOMY CEKTOPIi, AKHI € KPUTHYHOIO IHPPACTPYKTYPOIO I YKpaiHu.

KirouoBUM acmiekToM HOBOT apXiTEKTypH € MiABHUICHHS PiBHS KibepOes-
neku. Mepexka 3a0e3neuye MOBHY BHUAMMICTh Tpadiky, MIATPUMKY CydacHHX
METO[IiB MU(PPYBAaHHSA Ta CETMEHTAIII0 /I MiHiIMi3allii 30UTKIB y pa3i mopy-
meHb nepuMmerpa . OKpiM TOTo, aBTOMaTH3allis MPOIECIB J03BOJSIE YCYHYTH
PHU3UKH, TIOB'S3aHI 3 JTIOACBEKAM (haKTOpOM, Ta 3BUTRHHUTH pecypcu [T-daxiBiiB
JUISL CTPATEeriYHUX MPOEKTIB PO3BUTKY. TakuMm ynHOM, nepexin Ha SD-WAN e
KOMITJIEKCHUM PIlIeHHSIM, 110 3a0e31meuye He JUIIe TEXHIYHY MOAepHi3allito, aie
W cTpaTeriuHy CTIMKIiCTh Ta 0e31eKy KOPIOPATHBHUX CHCTEM.
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