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Anomauia. [looano memoouxy imimayiiiHo2o MoO0ent08anHs Kibep3axuujeHocmi
HaguanbHo-memoouyrozo komniekcy (HMK) y cepedosuwi Python + SimPy. Modenw 6iom-
80pIOE CyeHapii amax i 6iOMO8, OYIHIOE CMILIKICMb cucmemu ma egQexmusHicmy 3axo0ie
besneku. Pezynvmamu M0oO0eno8anHs i pO3PAXYHKY KIHOUOBUX MEMPUK NiOMeepounu egex-
TMUBHICMb MOHIMOPUHEY, 080pakmopHoi aemenmugpixayii ma pezepgysanHs 6asu OaHux,
Wo dae 3mMo2y ONMUMI3y8amu apximexmypy 0CEIMHIX iHghopmayitiHux cucmenm.

Knrwwuosi cnosa: imimayiiine Mmooenosanus, Kibep3axuujeHicmv, HABYATbHO-
MemOoOUYHUL KOMNIIEKC.

Abstract. A methodology for simulation modeling of the cybersecurity of the
educational-methodical complex (EMC) in the Python + SimPy environment is presented.
The model reproduces attack and failure scenarios, assesses system resilience and the
effectiveness of security measures. The obtained results and calculated key metrics
confirmed the efficiency of monitoring, two-factor authentication, and database backup,
allowing optimization of the architecture of educational information systems.

Keywords: simulation modeling, cybersecurity, educational-methodical complex.

OcBiTa aKTHBHO TIEPEXOANUTH Y MU(PPOBHIA popMaT, Ae OLIBIIICT MpoIIe-
CIB 3[IMCHIOETBCS Yepe3 aBTOMATH30BaHi miatdopMu. 3pocTaHHs Kidep3arpo3
pOOUTH 3aXUIICHICTh JAHWX KIIOYOBHUM acmeKToM IuGpoBoi TpaHchopMalrii
BUINOI ocBiTH. HaBuanbHO-MeToauuHi koMimiekcd (HMK) MicTsaTh 3Ha4HI 00Cs-
ru 4yminMBoi iHdopMalii, ToMy piBeHb iXHBOT O€31eKH BapTO OLIHIOBATH Ille Ha
eTami MpOeKTyBaHHSA. METOI0 NOCTIKEHHS € CTBOPEHHS IMiTaliifHoi Momeri
nojii Oe3reku Ta ananiz criiikocti HMK no tunoBux kibep3arpo3. IIpakruka
MoKa3ye, 1o Oe3MeKy OCBITHIX CHCTEM YacTO BPaxXOBYIOTh YK€ MICIS 3aIycKy,
TOMY HEOOXIHI IHCTPYMEHTH JUIs MOTIEPEIHBOI OI[IHKK TXHBOT KiOEpPCTIHKOCTI.
TTomepenHi goCTimKEHHS aBTOPIB CTAIM OCHOBOIO 3alIPOTIOHOBAHOTO MiAX0ay. Y
[2] po3rasiHyTO iMiTamliliHe MOJEIIOBAHHS ITPOILIECIB YIIPABIIHHS OCBITHIM cepe-
JIOBHIIEM, IO MIATBEPIHIO €EKTHBHICTH CUMYJISI[IMHOTO aHAII3y MOTOKIB /1a-
mux y BH3, a mbkaapogai po6otn [3] AeMOHCTPYIOTh MOULUIBHICTH BHKOPHC-
TaHHS MOJENIOBAaHHS JUIsl OLIHKM PU3HKIB KiOepOe3MeKHu OCBITHIX IIaTHOPM.
Bonrowac He mpoBoaMIack OIiHKa 3axuineHocTi apxirektypn HMK i He po3sr-
JSIaTKCS CIICHapii aTak 4d BigMoB. ToMmy iMiTamiliHEe MOJCITIOBAHHS € JOIITb-
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HUM IHCTPYMEHTOM JJIS OLIHIOBAaHHS KiOEpCTIHKOCTI OCBITHIX CHCTEM, OCKUTBKH
Jla€ 3MOTY BUSIBJISITH BPA3JIMBOCTI III€ Ha €Talll TPOEKTYBAHHSI.

HapuanbHo-MeTonnunuii komrieke (HMK) € ocHOBOIO ymnpaBiiHHSI OCBi-
THIM TIPOIIECOM, MO€IHYIOUM HaBYAJIBHI NMPOTpaMy, METOJMYHI MaTepiaiu Ta
nuQpoBi IHCTPYMEHTH MOHITOPUHTY. BiH CKilafaeTbesi 3 TPHOX IiICHCTEM —
HOPMATHBHO-METOJIOJIOTIYHOI, ~ METOMOJIOTIYHOI  Ta  iH(QPACTPYKTYPHO-
OpraHizaliifHol, sIKi B3a€EMOJIIIOTh Y MeXax €IMHOI apxiTekTypu. KirtouoBi Touku
KOHTPOJITI0 O€3MeKH OXOILTIITh MOAYIh aBTeHTHdikamii, API-3’eqnanus, 0a3y
JaHUX 1 KaHaJIM OOMiHY, IO € MOTEHIIHHO BpPa3JMBUMHU JI0 aTak TUIy brute-
force, SQL-in’€ekiiif, HECAaHKI[IOHOBAHOTO IOCTYIY Ta TEPEXOIUICHHS IaHHX.
Jns ananizy B3aemonii komrnoneHtiB HMK crtBopeno Data Flow Diagram, mo
BiZOOpaXkae pyX MaHMX MDK MIJCHCTEMaMH Ta BH3HA4Ya€ MOTCHIIHHO Bpa3IHBI
toukd. Ha ii ocHOBI moOymoBaHO KapTy pU3UKIB (pHC. 1), sika OXOILTIOE CIIPOOH
HECaHKIIIOHOBAHOTO JIOCTYITy, HIEPEBaHTAXCHHS CEepBEpIB, BTPaTy YU MiIMIHY
JAHWX 1 BIIMOBH CEPBICIB.

Jnst oniHIOBaHHS KiOep3axHIEHOCTI HABYAIbHO-METOJUIHOTO KOMILIEKCY
(HMK) ctBOpeHo iMiTaliiiHy MOJIeNb, IO BiATBOPIOE B3a€EMOJII0 KOPUCTYBAYIB,
cepBepiB 1 06a3u JaHMX 3a yMOB HaBaHTKEHHS Ta Kidepsarpo3. MozenroBaHHS
BUKOHaHO y Python 3 Bukopucrannsm 0ibmiorexn SimPy, sika 3abe3neuye momii-
HE CEepelIOBHINE /Ul ONKCY TapalieNIbHUX IPOIECIB, YIPaBIIHHS pecypcaMu Ta
BUMIpPIOBaHHSI 4acoBHX IapameTpiB. Takui miaxiJ NO3BOJISIE AOCHIAUTH HE JIMILIE
poOOTY cucTeMH B HOPMAIILHOMY PEXHMI, a i 1i MOBEIiHKY Mix Jac atak abo Bif-
MOB KOMIIOHEHTIB. Mo/IeJIb OXOILTIOE IT’SITh CLieHapiiB: HOpMaIbHY poOoTY, Heca-
HKIioHOBaHni noctym (brute force, SQL-injection), mepeBaHTa)KEHHS CEpBEpiB
(DoS), BinMoBy 06a3n naHMX Ta BITHOBJICHHS MICJIS HIMACHTY 13 3aJIy4eHHSM pe-
3epPBHMX MEXaHI3MIB 1 HOBEPHEHHSM CHCTEMH JI0 CTa0LIBHOTO CTaHy.

Imitaniitamii anroput™ Mozeni (puc. 2) peanizye MOTIHHUN UK, y SKO-
My Micis iHimiamizanii cepemopuiia SimPy CTBOPIOIOTHECS OCHOBHI pecypcu —
myn cepBepiB (server pool) Ta 6a3za ganux (db). 3amyckaroTbes JBa TeHEpaTOPH:
KOPHUCTYBayiB 1 aTak, mio (GopMyrOTh OTOKH MOAIH Pi3HOT IHTEHCHBHOCTI. Yci
moaii Hagxoaate A0 Onoky Dispatcher, skuit BU3Hauae ix THI — 3BHYANHHN
3aIUT 4M araka. SIKIIo cepBep BUIBHHH, 3amuT 0OpOOISETHCS; 3a IEepeBaHTa-
KEHHS — MOTpaIuie B yepry abo TaiimM-ayT. 1 aTak BU3HAYA€THCS TUII 3arPoO-
3u (brute, SQLi, DoS, DB-fail); npu BusiBieHHI IHIMIEHTY BUKOHYETHCS OJIO0KY-
BaHHJ 1 BIZIHOBJICHHS, a SIKIIIO BiH HE BUSIBJICHHH — MOJiA (QiKCyeThbCs SIK KOMII-
pomertanis. Yci mofil peecTpyIOThCs B )KYpHAII JIOTIB, [0 € OCHOBOIO JUTS IOa-
JIBIIOTO aHaiizy. MoJearoBaHHs TPUBAE JI0 JIOCATHEHHS BCTaHOBJIEHOTO Yacy T,
ITICJIST 9YOTO CHCTEMa MEPEXOANUTH JI0 €TaITy OI[iHKH Pe3yIbTAaTIB.
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Pucynox 1 — Kornenryansna mogens HMK Ta kputudHi TOukn O6e3mexn
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PucyHOK 2 — ANTOPUTM IMITaI[ITHOTO MOJICITIOBAHHS KiOep3axHuIeHOCTI iHpOP-
MAIiiHOT CHCTeMHU

Ha 3aBeprranpHOMY erari NpoBeJeHO aHajli3 ypHalliB MOJiH 1 po3pa-
XOBaHO KJTFOYOBI METPUKH KiOEpCTIHKOCTI, [0 a0 MOXJIMBICTh OLIHUTH e(eK-
TUBHICTh TOJITHK Oe3reku Ta ontumizyBatu apxirektypy HMK. Imiramiitne
MOJICTIOBAHHS MIATBEPANIIO 3JAaTHICTh CHCTEMH e(EeKTHBHO pearyBaTé Ha Kibe-
PIHLIIMAEHTH B IT'SATH CLEHApIsLX, 30KpeMa, I Yac MIKOBUX HAaBAaHTAXEHb, KOJIN
pi3ko 3poctae yacrora brute force Ta SQL-injection arak (puc. 3). AHami3 pe-
3ynbTaTiB (Tabm. 1) 3acBimgumB, MO BIpOBaKeHHS MOHITOpHHTY, 2FA Ta pesep-
ByBaHHsI 0231 JaHUX CYTTEBO IJBHIIMIO KiOEPCTIMKICTh CHCTEMHU, CKOPOTUBILU
Jac BUABJICHHS Ta BIAHOBJICHHS ITICJIS IHIIAIEHTIB.
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Pucynok 3 — Heatmap wacroTu arak

Tabmumg 1. ITopiBRANBHI MOKA3HUKH e()eKTHEHOCTI
KiOep3axHIIeHOCT] Ul Pi3HHX CIIeHapiiB

Coenapii MTTD (c) | MTTR (c) | ASR
BazoBuil 9,6 7.2 0,64
MoHITOpHHT 3.4 7.2 0,64
2FA 3.4 7.2 0,87
Peseppysanua BJT | 3.4 3.4 0,87

MTTD (¢) — uac sunsiettn, MTTR (c) — uac sidnosnenns,
ASR — wacmxa safiroxosanux amax

Y pes3ynbTaTi ZOCTiIKEHHS po3p0o0JIeHO METOANKY IMiTaIliifHOTO MoJie-
JIIOBaHHS KiOep3aXHIEeHOCTI HaByalibHO-MeToauyHoro komiuiekcy (HMK) y
cepemoBuiii Python + SimPy, 1o 103B0JIsIe BIATBOPIOBATH CIICHAPIT aTak i Bij-
MOB 0e3 pU3MKY Ul peanbHoi iHppacTpykTypu. OTpuMaHi METPUKH MiATBEPIH-
71 e()eKTUBHICTh MOHITOPHHTY, ABO(GAaKTOPHOT aBTeHTU(IKAL[IT Ta pe3epByBaHHS
0a3u manmx. IMiTamifHU TiIXiM JOBIB CBOIO MPHUIATHICTH IS BUSBJICHHS Bpas-
JIMBOCTEH, TIOPIBHSIHHS KOH(QIrypaiiii Oe3neku Ta MiABMIIEHHS KiOepCTiliKocTi
OCBITHIX CHCTEM.
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