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Anomauin. Posensiymo nioxio 0o kibep3axucmy eupobHUYUX iHGopMayitinux cucmem
Ha ocHosi mikpocepeichoi apximexnypu IloT. 3anpononosano 6azamopisnegy mMooens, ujo no-
eonye VPN, TLS, Zero Trust Policy Engine, konmeiinepry 1301yit0 ma MOHIMOPUHS 3 AyOUMoM.
Taxuii nioxio 3abe3neyye 3axuwere nepeoasanHs OaHUX, aGMeHMUGIKayio cepeicie i KOHMpPOIL
1n06ediHKu KoMnoHenmis. Modenv ¢hopmye eOunuUll 3aXUCHULL KOHMYDP IO CEHCOPIB 00 XMAPHUX
cepeicie, NiosuUIoUU CIILIKICMb i 006IpY 00 NPOMUCTIOBUX OAHUX.

Kmiouoei cnosa: xibepsaxucm, 1lloT, mikpocepsicna apximexmypa, Zero Trust, TLS,
VPN, konmetinepna be3nexa.

Abstract. The approach to cybersecurity of industrial information systems based on a
microservice IloT architecture is considered. A multilayer model is proposed that combines VPN,
TLS, Zero Trust Policy Engine, container isolation, and monitoring with auditing. This approach
ensures secure data transmission, service authentication, and component behavior control. The
model forms a unified security contour from sensors to cloud services, increasing resilience and
trust in industrial data.

Keywords: cybersecurity, 10T, microservice architecture, Zero Trust, TLS, VPN,
container security

CyuacHi BHpoOHHMYI cHCTeMH TepeXxoniTh Ao apxirekrypu lloT, me cen-
COpH, KOHTPOJEPH Ta aHANITHYHI MOZYINi B3a€MOJIIOTH 4Yepe3 MiKpOCEpBICHI
iHTepdeiicu. Taka mereHTpami3alis MiIBUILYe THYYKICTh, aje i 30iIbIIye pu3u-
KA — BIJ IOCTYITy A0 JAaHWX CEHCOPIB JI0 aTak Ha KoHTeitHepH. Tpamumiiiai 3a-
cobu, sk VPN um TLS, 3axumaroTs jJuiie KaHaTd 3B’A3Ky, HE KOHTPOJIOIYU
JOBipy MK cepBicamu. ToMy akTyalbHUM cTa€ OaraTopiBHEBHH MiIXix 0 Kide-
p3axucTy 3 ypaxyBaHHSM KOHTEKCTY B3a€EMOJii eneMeHTIB. BukopucraHHs
MPUHLUIY security-by-design mo3Bosisie BOYZOBYBAaTH 3aXHCT y MiKpOCEpBICH,
API-uTr031 Ta MONITHKY AOCTYIY, MOETHYIOUH MU(PPYBaHHS, KOHTPOIb Pecyp-
CiB 1 BUSIBJICHHSI aHOMAJTii.

YV npomucnoBux cucremax [loT Oesmeka oXorutoe Bei piBHI — Bi CEH-
COpIiB JI0 XMapHHUX cepBiciB. Buicoka B3aeMOTOB’sI3aHICTF KOMITOHEHTIB, HWHA-
MigHe MacmTaOyBaHHS KOHTEHHEpIB 1 BHKOPHUCTAHHS BIIKPHUTHUX MPOTOKOIIB
(MQTT, REST API) cTBOpIOIOTH HOBi BEKTOpPH aTak, HEIOCTYIHI JJIsl KIacH4d-
HUX METOJIB 3aXucTy. OCKUTbKH KOKEH MIKPOCEPBIC Ma€ BJIACHI MOJITUKH JI0C-
TyIy Ta aBTOHOMHE PO3TrOopTaHHs, eQeKTHBHUI Kibep3axucT NoTpedye KoMILIe-
KCHOTO TIIXOMY, IO MOEAHYE MEPEIKEBI, MPUKIIAAHI Ta TOBEIIHKOBI TEXHOJIOTT

[1].



414 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

bazosumu Mexanizmamu 3axucty B lloT-cucremax 3amumarorscst VPN i
TLS Texnomnorii. VPN 3abe3neuye cTBOpEeHHs 3aXWIIEHUX TYHEIIB MDK By3Ja-
MU, 30JIAIIF0 Bif MyONIYHIX MEpeXk 1 3aXHUCT ympaBliHChKHX koMaHA. CydacHi
pimensst (WireGuard, OpenVPN) Big3zHauaroThCs BECOKOIO MIBUAKOIIE0, OTHAK
HE YCYBAalOTh PHM3MK BHYTPIIIHIX aTak, TOMY BHKOPHCTOBYIOTHCS SIK 4aCTHHA
OararopiBHeBOTO 3axucTy. TLS rapanTye KOH(QIACHIIHICTS 1 aBTEHTHYHICThH
JAHUX y MIiKpocepBicHHX oOMiHax, 30KkpeMa uepe3 ceprudikatu X.509. Moro
peanizanist y 6pokepax MQTT un API-uumo3ax notpeOye HalIe)HOTo KepyBaH-
HS KJIFOYaMH Ta poTauii cepTudikaris, iHaKIIe MOXKJIMBE CTBOPEHHSI JIHIIIE LU1r031]
Oe3riexy 6e3 GaKTHYHOTO KOHTPOJIIO IIeHTHYHOCTI [2].

Konnenmist Zero Trust Architecture (ZTA) ycyBae noBipy 3a 3aMOBUY-
BaHHSIM: KOJKCH 3allUT aBTEHTU(IKYETHCS i aBTOPU3YETHCS HE3AIEKHO BiJl JKe-
pena. ¥ IloT ne o3Hauae muQpoBy IIEHTHUHICTD TSI KOXKHOTO CEHCOpa, LT3y
YH CepBiCy, a pimeHHs mpo Aoctyn npuiiMae Policy Engine, mo 3HmKYye pu3nk
BHyTpimHiX aTtak. KonteitHepna Oesmeka (Docker, Kubernetes, AppArmor,
SELinux, Falco) i30:t0€ MikpocepBicH i KOHTPOJIOE TXHIO MOBEAIHKY, 3amo0i-
rarou MoIMpeHHio kommpomeraitid. IDS/IPS ananizyrots Tpadik i BUSIBISIOTH
aHomauii Ha piBHi edge-nipuctpoiB. Takum unHoM, noenHanus VPN, TLS, Zero
Trust, konteitHepHoi 1301l Ta IDS/IPS dopmye mpoakTuBHy, 6araTopiBHEBY
cucremy kioepsaxucry I1oT.

Bupobunua cucrema Ha 0asi [loT — me OaraTtopiBHEBa CTPYKTYpa, 1
arnapaTHi, KOMyHIKalii{Hi i aHAJTITHYHI KOMIIOHEHTH B3a€EMOJIIOTH Yepe3 MIKpo-
cepBicu. Taka apxiTekTypa MiJJBUIIYE THYYKICTh, ajle CTBOPIOE HOBI Bpa3IMBOC-
Ti, TOMY 3aXHCT Ma€ OXOIUTIOBaTW BCi piBHI. 3a3BHYail BHOKPEMIIIOIOTH TPH:
MOJTbOBHIA, edge/gateway 1 IieHTpanbHuA. [10Th0BHUIT piBEHh OXOILTIOE CEHCOPH 1
KOHTPOJIEPH, IO IMOTPEOYIOTH JIOKAThbHOTO MH(GPYBaHHA Ta aBTCHTHUQIKAIIil.
Edge-piBenr — nutro3u, 6pokepu MQTT/AMQP i mikpocepBicH, 7ie BUKOpPHC-
toBytoThCcst VPN, TLS, xonTeiinepHa i3oisist i Zero Trust. LlenTpansauii pi-
BEHb BKJIOUae aHamiTuky, 6asu manux i SCADA/HMI 3 peanizamiero RBAC,
IDS/IPS ta aynmury. EdexkruBHuii KiDep3axucT NOCATAETHCS JIMIIE IHTErpaliero
LUX PIBHIB — BiJ] JOCTOBIPHOCTI AaHUX JI0 3aXUIIEHOTO YIIPABIIIHHSL.

IMobOynoBa kibep3axucty BupoOHHYOi [loT-cucTeMu MOBHHHA PO3MOYH-
HaTHCs IIe Ha erami ii MPOEKTYBaHHS, KOJIHM BHU3HAYAIOTHCS JIOTIKA B3a€MOJIT
CEepBICiB, KaHAIH OOMIHY JaHUMHU Ta MexaHi3Mu aBTeHTH(ikarii. Konmemis
security-by-design mepen6auae iHterpaiito Oe3neKn He SK J0JATKOBOIO MOIY-
751, a SK HEBiJ’€MHOI YaCTWHH apXiTeKTypH — i3 3aKJIaJEeHUMH MOJITUKaMU
mudpyBaHHs, KOHTPOJIIO JAOCTYIy Ta MOHITOPHUHTY. Y MeKaX 3alpoIrOHOBAHO]
Mozeni Kibep3axucty MikpocepBicHOT IloT-apXiTeKTypun BHUKOPHUCTOBYIOTBHCS
B3a€MOTIOB’sI3aHi piBHI Oe3meky, sKi popMyIOTh €AMHY 3aXHUCHY OOOJIOHKY CHC-
temu: VPN, TLS, Zero Trust Policy Engine, koHTeitHepHa i30Jisi11isi Ta MOHITO-
puHr i ayaut (puc.l).
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MonboBwuii piBeHb (ceHcopwm, Edge VPN LS Zero Trust
po60oTu, KoHTponepm) Gateway Policy Engine
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Pucynok 1 — Mogens kibep3axucry mikpocepsicHoi [loT-apxirekTypn

[epmmii pisers VPN Gopmye 3axuimeHnii TYHETs MK BY3J1aMHU Ta cep-
BEpaMH, 3aro00irae mepexoIuieHHIo Tpadiky i rapanTye Oe3nmedHuil TOCTYII de-
pe3 myomiuHi Mepexi. i mpoMHUCIOBHX CHCTEM €(DEeKTUBHUMH € JIETKOBAaroBi
npotokosin WireGuard ado OpenVPN. Jlpyruii pisear TLS 3abe3neuye -
pyBaHHS JaHHX 1 B3a€MHY aBTCHTH(IKAIIF0 MIKPOCEPBICIB, a IEHTpaIi30BaHa
cucrema PKI 3 porariiero cepTudikariB rapaHTye IUTICHICTh SK 30BHIIIHBOTO,
Tak 1 BHyTpimHboro Tpadiky. Tperiii piBerb Zero Trust Policy Engine xonTpo-
JIFO€ JIOCTYII, TIEPEBIPSAI0YN KOXEH 3alUT 32 KOHTEKCTOM 1 CTaHOM MpPHUCTPOIB,
o 3aro0irae BHYTpIIIHIM 3arpo3am. YeTBepTHil piBeHb KOHTEHHEpHA i30JIsI1ist
3a0e3neuye Oe3redHe BUKOHAHHS MIKPOCEPBICIB 4epe3 OOMeXeHHs IpHBiIeiB,
KOHTPOJIb PECypCiB 1 mepeBipKy 00pa3iB, 3amo0iraloyn MOMMPEHHIO aTaK MDK
KoHTeiHepamu. [’ sTrii piBeHb MOHITOPHHT 1 ayIUT 3OIMCHIOE MOCTIHHMUI aHaATi3
moBeniHku cucteMu 3a momomoroto IDS/IPS i SIEM, dopmyroun 3BOpOTHHIT
3B’s130K 13 Policy Engine s amanrartii momitik 6e3mekn B pealbHOMY daci.

[IpencraBnena monens kibep3axucty mikpocepBicHoi [loT-apxitekrypu
3a6e3neqy€ 6e3neuny B3a€M021i}O MOJILOBUX MPHUCTPOIB, NUTIO31B 1 aHATITHYHUX
cepaiciB. Bona 00’ elHye I ’ATh puana — VPN, TLS, Zero Trust Policy Englne
KOHTEHHEPHY 130JIA1iF0 Ta MOHITOPUHT — Yy €IMHUN 3aXUCHUH KOHTYp Bia 300-
py naHux 1o ynpasiinHs npouecamMu. VPN 1 TLS rapanrtyrorh 3axuineHe nepe-
JlaBaHHsI J1aHuX, Zero Trust KOHTPOJIOE TUHAMIYHHUN JOCTYII, KOHTEHHEpHa i30-
Jsi0is 3ano00irae MOMMPEHHIO aTak, a MOHITOPUHT 1 ayAuT 3a0e3nevyloTh I10C-
TiHWA KOHTPOJNb. Taka IHTErpoBaHA CTPYKTypa IMIABHIINYE CTIHKICTh, KEPOBa-
HICTb 1 IOBIPY IO IPOMHUCIIOBHX JaHUX 03 MOoTpedu CKIIaJHOT IICHTPaTi30BaHO1
TepeBipKu
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