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Anomauia. Pozensnymo xonyenyiio memoody nOKpaujeHHs 3aXUcmy anoHiMHOCI
Kopucmyeauie Mmepedxci Tor, uyepes 3acmocyéanHs O000aMKOBUX wLapie 3axucmy ma
MPau3umHoi MouKU, AKA NOBUHHA PO3PUSAMU  MOIICTUGL 3/106MUCHI  MAPULPYMU.
3anpononosano 3acmocyeanns mexnonocii 6roxuein 01 3abe3neuenHs 30epediceHHs
npo3opoi ma cmitikoi’ 00 nidpoboK iHGopmayii npo 8y3au 3aXUcmy, K 3aCMoOCo8YIOMbCsl
y cucmemi
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Mapupymusayis.

Abstract. The concept of a method for improving the protection of the anonymity
of the Tor network users is considered, using additional layers of protection and a transit
point that should break possible malicious routes. The use of blockchain is proposed to
preserve the transparent and tamper-resistant information about the protection nodes
used in the system
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[TpuBarHiCT, Ta AHOHIMHICTP KOPUCTYBAa4iB € BaXXJIMBUM aTpHOyTOM
KOPUCTYBa4iB pI3HUX CEpPBICIB y Mepexi. 3a JO0NOMOroio pi3HHX CEepBiCiB
3a0e3reuyeHHs aHOHIMHOCTI Ta NPUBATHOCTI, KOPHCTYBadiB HaMararTbCs
3aXHCTUTH CBOIO TIPHBATHICTH B MEPEeXi, OOINTH PI3HOTO oAy OOMEXCHHS Yi
3aXMCTUTH BIACHI INEpPCOHANBHI [JaHi, Big HaaMipHOTO 300py HH
HECAHKITIOHOBAHOTO BUKOPUCTAHHS 31 CTOPOHH IIPOBAiIepiB PI3HUX CepPBicCiB.

OpmanM 13 croco0i 3aXKUCTy BIACHOI IMPHBATHOCTI € BUKOPUCTaHHS MEpexi
Tor. Llg TexHOMOTIsA 103BOJISIE 3a0e3MeUyBaTH 3aXUCT aHOHIMHOCTI KOPHCTYBAdiB,
yepe3 BCTAHOBJICHHs OaraTomapoBoi MapLIpyTH3alii MDK By3laMH MeEpexi.
HailimeHIIoro KUTBKICTIO BY3JIB, Ui BCTAQHOBJICHHS 3aXHUILIECHOTO 3’€IHAHHS 13
3aCTOCYBaHHSIM Mepexi Tor € Tpu By3ITH: BXIHHNA, POMDKHHH 1 BUXIIHHH.

OpHak, 3aCTOCYBaHHsSI TaKOro IMiAXOJQy HE € TrapaHTiero 30epeeHHS
AQHOHIMHOCTI, OCKUIBKH ICHYE psiJi aTaK Ha KOPUCTYBa4iB MEpPexi, IKUH 103BOJISIE
JleaHOHIMI3yBaTH KopHcTyBada Mepexi. Hampukian, 1o3Bosisie BCTaHOBIIIOBATH
0co0y KOpHCTyBaua MUIIXOM 3aCTOCYBAaHHS PI3HUX JICAHOHIMI3yIOUMX 3ac00iB,
HAIPHKIAA aHali3 BXTHOTO 1 BUXITHOTO Tpadiky, BUKOPHCTaHHS 3JIOBMHCHHX
By3miB Tomo [1]. Takox HemomaBHO Oyino TMPOJEMOHCTPOBAHO TEXHIKY, SIKa
JI03BOJISLIA HE TUTBKHM BU3HAUYUTH KOPHCTYBaya, SIKHH KOPHCTYETHCS MEPEXKEI0, ale
W i3 [OIMOMOTOI0 3IOBMHCHHX BY3JIiB pO3PHBATH 3axWINeHE 3 €JHAHHI 1
CIIpSMOBYBATH Tpadik Ha MapIUIPYT, IKUH € KOHTPOJILOBAHUM 3JI0BMHUCHHUKOM [2].
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OpuuM 13 mpuHIUIIB Tor € 30epeskeHns iHpopMartii po BUXIIHI BY3IH Y
BIIKPUTOMY JIOCTYIIi, IO JO3BOJISIE 37IOBMUCHHUKY 0e3 Oy/Ib-sIKHX TEPEIIKO, 110
CIIPOLIYE aTaKW Ha IIi BY3JIM, IXHE [EH3YypyBaHHs TomIo. Xoya caM Miaxin Ho
BIOKPHUTOCTi € OJHUM i3 KIFOUOBHUX acleKTiB Mepexi Tor, skuil 3 0THOTO OOKY
MOKIMKAHAN TMIIBUIINTH JOBIpY IO MEpexXi, a 3 IHIIOTO — € BaXJIMBUM
(yHKIIOHATTBHAM aCIIEKTOM, OCKUTBKH IS BIAKPHUTICTH BY3IIIB € HEOOXITHOTO [UIs
3a0e3[eYeHHs] BCTAHOBIICHHS MapIIPYTy MDK BY3JaMH, KOPHCTYBa4eM Ta
Toukot mnpusHadeHHs [3]. IlpoTe Taka BIIKPUTICTH MOXE CTaTH CBOEPITHUM
“modus operandi”’, 1m0 MOXe MPHU3BECTH JO KOMIIPOMETAIlil 3’€IHAHHS Ta
MOJIAJIBILIOT aTaKK HA KOPUCTYBaya, IIeH3ypyBaHHs, JeaHOHIMI3alii To1IO.

3BakalouM Ha IIe, MOXKHA BBAXKATH, N[0 KPUTHYHUMH TOYKAMH Y TaKii
CHCTEMI € BY30J BXOJIY Ta BHXOJY, OCKUIBKH IEPIINI 3Hae iH(OpMAIlO Mpo
KOpUCTYBa4a, a OCTaHHIi — HpO TOUYKy Npu3HadeHHs. Omnuparodyuch Ha Ig,
MOKHA PO3POOHTH KOHIICTIIIIIO 3aXHCTY BiJ 3JOBMHCHUX BY3IiB, sika O Moria
NPOTHIIATH 3rajaHiii BpaziauBocTi. OCHOBHA imess NPONOHOBAHOTO METOXY
MOJIATAa€ B TOMY, IIO JJIS 3aXHUCTY 3 €IHAHHS 1 CaMOro KOPUCTyBada HEOOXiTHO
BCTaHOBUTH [JOJATKOBHII IIap 3aXHCTy Ta TOYKY PO3PUBY MapIupyTy, IO
CXEMAaTUIHO 300pa)KeHO Ha PUCYHKY 1.

; lap 3axucrty Ly
BXOJTY }
Kopuctysau
IMap po3pusy
Touka W ap zaxucty MepesxaTor
NPU3HAYCHHS BHXOMY

Pucynok 1 — CxemarnuHe 300pa)XeHHS] METO/Ly i3 3aCTOCYBAaHHSAM PO3PHUBY Ta
JIOJIATKOBUX HIAPIB 3aXUCTy

besneka mapiB 3axucTy MOBHHHA 3a0e3MeUyBaTUCS 4Yepe3 3aCTOCYBAHHS
TEXHOJIOTil OJOKYEHH SK PeecTpy JOBIPEHUX BY3IIB: BY3JIM BXITHOTO 1 BHXiTHOTO
mapy 30epiratoth iH(GopMarlito po cede y Mepexxi 6JI0K4eliH, 0 J03BOJIUTH TOUHO
BIEBHUTUCS B aBTCHTUYHOCTI BY3Ja, a BY30Jl PO3PHBY CIIYTy€E Uil 3aXUCTY Bill
3JI0BMHCHOT BUXIJTHOT TOYKH, OCKUIHKM BIiH BUKOHYE POJIb TPAH3UTHOI TOUKH, SIKA €
OJJHOYACHO KIHLIEBOIO TOYKOIO JUISl OJJHOTO MapIUpPYTy 1 TOYaTKOM HOBOTO, SIKHMI
Oyze BecTH 710 3a Imapy BUxoay 3 Mepexi Tor. OTxke cyTb MiIX0y MOJSITaeE B TOMY,
o0 aHOHIMI3yBaTH KOPHCTYBaya IIe 10 BX0Oay B Mepexy Tor, a Takox po3ipBaTu
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MOXKJIMBE 3JIOBMUCHE 3’€JHAHHS Yepe3 CTBOPEHHS JBOX MapIIpYTiB, J¢ BXimHa i
BUXITHA TOYKH € HaIifHUMH. 3acCTOCYBaHHs OJIOKYCHHY B TaKOMY MIIXOIi €
BaKJIMBHM, OCKUTBKU caM BiH JO3BOJIATH 3a0€3MCUnTH HafiiiHe 30eperkeHHs JaHUX
PO BY3JIH, Yepe3 CBOi BIACTHBOCTI 30epekeHHs iH(popMaIlii y He3MIHHOMY BHUIJISII
Ta 1mpo3opicTh [4]. Takok TPOTMOHYETHCS 3aCTOCYBAaHHS TiOPHIHOTO MIIXOIy, A€
By3IH 00poOmsttoth  iH(opmartito mimxomom  off-chain, ockinmpkm 006poOka
iHdopmartii Benmukux o0csriB a00 YyTIAMBOI O 3aTPUMOK € HETOIUIFHOIO Y CAMOMY
OmoKueitHi [5].

ApryMeHTOM JUls 3aCTOCYBAHHSI TaKOi KOHLENIIi € Te, 10 BOHa MOXe
BUKOPHCTOBYBATH yX€ I'OTOBY IH(PACTPYKTYpy, K OT IyOuiyHuil OnokueiiH,
Hanpukinan Ethereum, Solana tomo, Ta Mepexy Tor, sika € pO3BHHYTOIO
JI03BOJIsIE 0OPOOIATH BITHOCHO BENUKi 00’ eMu Tpadiky HaHUX.

Takox 1IsI KOHIICTIIisT Ma€ i CBOI HEHOJIKH, sIKi MOXYTh CTaTH Ha 3aBaji
peamizamii CHCTEMH, OIHAM 3 HUX € HEOOXITHICTh MIITPUMKH POOOTH BY3IIB
MIPOTIOHOBAHOI CHCTEMH, OCKUIBKM BOHA IOTpeOyBaTMMe JUIsi CBO€I pOOOTH
MTOCTIHHOTO OHOBJICHHS AaHMX B MepeKi OJOKYEH Ta OOCIyroBYBaHHS CaMHX
BY3IIiB.

3BakarouM Ha TIepeBard Ta HEIOJIIKH, MOXKHA 3pOOWTH BHUCHOBOK, IO
3aCTOCYBAaHHSl 3alPOMOHOBAHOTO TMINXOMy MOXE JIO3BOJIHMTH IOKPAIIUTH
3aXMIIEHICTh aHOHIMHOCTI Ta NPUBATHOCTI KOPHCTYBadiB, a 3aCTOCYBaHHS
riOpUAHUX TEXHOJIOTIH T03BOJISE 3aCTOCOBYBATH CHJIbHI CTOPOHH TEXHOJIOTIH,
SK OT CTIMKICTh J0 3MIiH Ta PO30PICTh JAHHUX Yy OJIOKYEHHI, Ta HIBEIIOBATH IXH1
0OMeKeHHSI, SIK OT HU3bKa TOJICPAHTHICTh 10 0OpPOOKM BEJIMKHUX MACHBIB JaHHX
YW BiJHOCHO HM3bKa MIBUAKOAISL. TakoX KOHIEMIS MOTpedye IMOJaIbIIoro
JIOCTIDKEeHHS, 00 NOCTIOUTH JOULUTFHICTh 3aCTOCYBaHHS TaKOTO MIIXOAy Ta
MOJKJINBI IIUISIXH 3aCTOCYBAHHS.
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